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ABSTRACT

Innovative technologies increased in the 1940s. In the wake, personal injuries and property losses also grew. Insurers responded—selling liability insurance and promising to defend manufacturers and sellers against “personal injury” lawsuits. Today’s widely marketed commercial general liability (CGL) insurance contract originated in the 1940s. Like early-twentieth-century technologies, cyber-technologies are producing injuries and losses. Again, insurers are responding—marketing modified 1940s-vintage CGL contracts and promising to defend merchants and professionals against cyber-technology claims. To assess the veracity of cyber insurers’ promises, the author conducted an empirical study of courts’ declaratory judgments (N=1840)—focusing on courts’ dispositions of duty-to-defend disputes between 1940-2019. Legal and statistical analyses uncovered several statistically significant, newsworthy and surprising findings: 1) Cyber-liability insurers are more likely to breach their promises—refusing to defend businesspersons and professionals against cyber-technology claims; 2) Cyber-risk insurers are more likely to engage in bait-and-switch schemes—promising only an “illusion of coverage”; 3) Courts are substantially more likely to resolve duty-to-defend controversies in favor of insurers; and 4) State and federal courts are more likely to allow questionable extralegal factors—rather settled legal doctrines—to influence the dispositions of cyber-related controversies. In recent years, the American Bar Association as well as most business, trade and professional associations have established an additional licensure requirement: Practitioners must assess and defend against the risks associated with using various office and cyber-related technologies. Certainly, business and professional associations are encouraging their members to purchase and understand
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cyberinsurance. This Article also encourages knowledgeable “cyber” merchants and professionals to avoid several provable and arguably “ultrahazardous” risks: 1) the risk of receiving severe punishment and sanctions for illegally and unethically using cyber technologies, 2) the risk of purchasing cyberinsurance, asking the insurer for a legal defense and receiving a rejection, 3) the risk of having to defend against cybertechnology lawsuits and paying substantial out-of-pocket damages, and 4) the risk of purchasing debatably more expensive cyber-liability insurance—which provides only an illusion of coverage.

INTRODUCTION

Demographers and forecasters recently reported several newsworthy developments: approximately thirty million small businesses are located in the United States; professionals comprise approximately sixty percent of that class; and nearly six-hundred thousand solo and small-firm professionals are practicing law. Even more relevant, attorneys as well as other professionals and small businesses are increasingly employing “cyber technologies—mobile, docketing, communications, storage, document-creation, document-transfer, cloud-based, electronic-filing and electronic-discovery technologies—to achieve diverse ends.

Some legitimate concerns, however, have begun to emerge about the adverse consequences of businesspersons’ and professionals' using and abusing cyber-technology tools. As an example, more than ninety years ago, the American Bar Association (“ABA”) fashioned the Model Rules of

2. Id.
4. See Aaron Street, Mobile Technology, 2017 Techreport (Dec. 1, 2017), https://www.ameri canbar.org/groups/law_practice/publications/techreport/2017/mobile/ [https://perma.cc/SG85-YNVD] (citing the ABA's 2017 Legal Technology Survey Report and revealing that for many years mobile technology—including laptops, smartphones, and tablets—has been a ubiquitous part of law practice. Lawyers use laptops, smartphones, tablets, and non-work desktop computers more frequently than other mobile technology. The percentages are 44%, 30% 13% and 12%, respectively); Stephen Embry, Litigation and TAR, 2017 Techreport (Dec. 1, 2017), https://www.americanbar.org/groups/law_prac tice/publications/techreport/2017/litigation_tar/ [https://perma.cc/NJRP-UG59] (“[M]ore lawyers are using technology in the courtroom… The top uses for laptops in the courtroom according to the ABA 2017 Legal Technology Survey Report include: 34% to access email, 33% to access key evidence and documents, 29% to do legal research, 27% to access court dockets and documents and 23% to deliver presentations… The frequency of electronic filings with court systems continues to increase and has clearly become the norm… [A]lmost 79% of the respondents say they… file documents electronically with courts… The number of courts that allow electronic filings and the number of courts that require it have slightly increased over last year… The percentage of those who never receive requests for e-discovery fell slightly from 38% in 2015 to 36% in 2017… The number of firms involved in cases where processing of e-discovery is necessary remains constant at 51% and increases with firm size.”).
5. Cf. What Law Firms Must Do to Prepare for and Respond to Cyberattacks, LAW TECHNOLOGY TODAY, https://www.lawtechnologytoday.org/2019/10/prepare-for-and-respond-to-cyberattacks/ [https://perma.cc/GH1T-BENK] (“Under American Bar Association’s Formal Opinion 483, lawyers have an ethical obligation to extend their duty of competence to prepare for a potential… data breach. Specifically, lawyers must understand the technologies used to deliver legal services to their clients, and the ways in which data is transferred and stored. They then must take steps to reasonably safeguard client property and information in their possession. To that end, under the duty of competence, a lawyer has an ethical obligation to understand the risks of any technology used in their practice in the three areas to follow that are each critical to preventing and recovering from data breaches.”).
Professional Conduct. Rule 1.1 reads: “A lawyer shall provide competent representation to a client. Competent representation requires . . . legal knowledge, skill, thoroughness and preparation.” However, since “the practice of law is now inextricably intertwined with technology,” the ABA has amended Rule 1.1 in 2012 and added Comment 8: “A lawyer should keep abreast of changes in the law and its practice, including the benefits and risks associated with relevant technology.”

Most states have adopted the amendment. Arguably, the ABA’s message is extremely clear: solo and small-to-large-firm practitioners must (1) employ law-practice technologies efficiently and ethically, (2) appreciate the seemingly innocuous consequences of using law technology, and (3) understand the serious risks and substantial penalties which are associated with attorneys’ intentionally abusing law technology.

6. MODEL RULES OF PROF’L CONDUCT: PREFACE (AM. BAR ASS’N 2019), https://www.americanbar.org/groups/professional_responsibility/publications/model_rules_of_professional_conduct/preface/ (“For more than ninety years, the American Bar Association has provided leadership in legal ethics and professional responsibility through the adoption of professional standards that serve as models of the regulatory law governing the legal profession.”).

7. MODEL RULES OF PROF’L CONDUCT r. 1.1 (AM. BAR ASS’N 2019), https://www.americanbar.org/groups/professional_responsibility/publications/ (see also Brittany Stringfellow Otey, Millennials, Technology, and Professional Responsibility: Training a New Generation in Technological Professionalism, 37 J. LEGAL PROF. 199, 219 (2013) (Legal practice technology includes but is not limited to the following: desktop, laptop and network computers; smartphones; short messaging services (sms); multimedia messaging service (mms); electronic tablets; office and cloud-based computing and printing services; the Internet; website design and maintenance services; social-media services; office production software; billing, invoicing and accounting programs; document automation and assembly programs; document management systems; document sharing systems; and portable document format (PDF) software and files).

8. Cf. Lowell Brown, Texas Supreme Court Addresses Attorneys’ Tech Competence in Amended Comment to Disciplinary Rule, TEXAS BAR BLOG (Mar. 1, 2019), https://blog.texasbar.com/2019/03/articles/texas-supreme-court/texas-supreme… (The Computer and Technology Section resolution… said that ‘the practice of law is now inextricably intertwined with technology for the delivery of services, the docketing of legal processes, communications, and the storage and transfer of client information, including sensitive and confidential private information and other protected data… [L]awyers have become increasingly dependent upon mobile applications to perform core legal functions and the electronic creation of and transmission of attorney client work product and storage of all of this information in the cloud and, therefore, they require a fundamental skillset to effectively manage their law practice…”).

9. Id. (“A Texas attorney’s duty to maintain competence in the practice of law includes knowing about relevant technology, according to a new Texas Supreme Court order. The court… amended Paragraph 8 of the comment to Rule 1.01 of the Texas Disciplinary Rules of Professional Conduct, which deals with competent and diligent legal representation. Under the amended comment, maintaining proficiency and competence in the practice of law includes knowing ‘the benefits and risks associated with relevant technology.’”)

10. Id. (“The amendment mirrors a change made to the American Bar Association model rule in 2012. The State Bar of Texas Computer and Technology Section and the bar’s Professional Development/Continuing Legal Education Committee passed resolutions in April 2018 supporting the change. At that time, 31 states had adopted language similar to the ABA model rule related to technological competence… [T]he same language is found in the comment to ABA Model Rule 1.1 and is part of the ethics code in many states.”).

11. Cf. What Law Firms Must Do to Prepare for and Respond to Cyberattacks, LAW TECHNOLOGY TODAY, https://www.lawtechnologytoday.org/2019/10/prepare-for-and-respond-to-cyberattacks/ (”The American Bar Association’s Formal Opinion 483 [imposes] a long list of obligations [on the legal profession] and acknowledges that cyberthreats… present a major professional responsibility… For those in the legal profession, cyberthreats targeting law firms are a major professional responsibility that all firms must continually address.”).
What specific risks raised the ABA’s concerns? The precise answer is wanting. However, research reveals that numerous clients, third parties and competitors have allegedly damaged or destroyed, interfered with or misappropriated attorneys’ legal technology. In addition, vendors have purposely or inadvertently sold defective technologies, or engaged in deceptive trade practices that injured attorneys and/or their clients. Therefore, to protect their technology-based tangible and intangible property interests, some law firms and attorneys have been forced to file a variety of common-law and statutory actions against offending parties.

Even more significant, state disciplinary boards have raised concerns about lawyers’ abusing, deliberately or unintentionally, emerging technologies for unethical purposes: (1) impermissibly accessing “protected” computers and reviewing privileged information, (2) listening to confidential

13. See Allen v. IM Solutions, LLC, 94 F. Supp. 3d 1216, 1218 (E.D. Okla. 2015) (Lawyers and law firms’ commencing a putative class action against an operator of legal marketing websites as well as advertisement providers of online marketing services and alleging violations of the Lanham Act, tortious interference with prospective business relationship, and civil conspiracy arising from pop-up advertisements allegedly created by hidden “adware” software on consumers’ computers).
15. See, e.g., DeGilio v. West Group Corp., 191 F. Supp. 2d 904, 905 (N.D. Ohio 2002) (an attorney’s alleging that defendants infringed upon his website’s domain name and pleading several causes of action—common law unfair competition, dilution and misappropriation of property interest;); Perk v. Vector Resources Group, Ltd., 485 S.E.2d 140, 141 (Va. 1997) (an attorney’s alleging that his former law firm and associate attorneys knowingly, willfully, deliberately, and without justification stole and converted personal computer programs, computer databases and computer software).
16. Cf. Innovative Office Systems, Inc. v. Johnson, 906 S.W.2d 940, 947 (Tex. Ct. App.—Tyler 1995) (concluding that the evidence was “legally and factually sufficient to support the court’s findings that Johnson leased a malfunctioning copier from Innovative and Innovative’s actions were false, misleading, or deceptive”).
18. See David Nutt & Associates, P.C. v. First Continental Leasing Corporation, 599 So. 2d 576, 578-579 (Miss. 1992) (lawyer’s leasing a computer system for his law offices from the lessor and ultimately suing the lessor for allegedly leasing a defective computer and for breaches of the implied warranties of merchantability and fitness under Miss. Code Annu. § 75-2-314 and § 75-2-315); Ferron v. Search Cactus, L.L.C., No. 2:06-cv-327, 2007 WL 1792331, at *1 (S.D. Ohio, June 19, 2007) (attorney’s suing a Michigan-based limited liability company—under Ohio Consumer Sales Practices Act, Ohio Rev.Code § 1345.02(A)—for allegedly sending a multitude of unspecificed free products and prize notifications to the attorney’s various e-mail accounts).
20. See, e.g., In the Matter of Julia Ellis Brown, 628 S.E.2d 585, 868-867 (S.C. 2006) (attorney’s receiving a two-year suspension from the practice of law for accessing an employer’s computer system without permission and “bringing the courts or the legal profession into disrepute”).
and “protected” voicemail messages without permission, using “protected” passwords without permission to access online fee-based databases, and using internet chat rooms, short messaging services (“SMS”), multimedia messaging service (“MMS”), video-conferencing technologies, social media, websites, and e-mails to share highly “offensive” communications, materials and images.

To help illustrate the severity of some attorneys’ unethical and cyber-technology violations, consider the noteworthy rise and unfortunate demise of two extremely bright associate attorneys in Lawyer Disciplinary Board v. Michael P. Markins. In law school, Michael “was an outstanding student—graduating near the top of his class.” He was admitted to the West Virginia State Bar in October 2001. At that time, questions “regarding his moral or ethical character” had not materialized. In fact, as a highly respected associate attorney and legal-community member, he was on track to become a partner at Huddleston Bolen, LLP (hereinafter “Bolen”). However, in the course of events, Michael began engaging in highly unethical and even criminal activities—accessing protected computers and reading confidential email without permission.

Early in his professional life, Michael met and married Andrea. She was a bright and highly respected associate attorney at the law firm of Offutt, Fisher and Nord (hereinafter “Nord”). Approximately five months after Andrea joined Nord, Michael began accusing her of spending too much time away from home—attending Nord’s late-evening social functions. Refusing to accept Andrea’s explanations, Michael began accessing protected computers in Andrea’s workplace and monitoring various e-mail accounts. On numerous occasions, Michael used his Bolen-IP account, his residential-IP account.
account as well as IP accounts at hotels to access and read “about 150 e-mails.” During one unauthorized access, the “highly suspicious” Michael read Nord’s confidential files—partnership documents, daily-receipt reports, and client-billing summaries.

Ultimately, Nord discovered that Michael used a personal computer to access his wife’s email account. A Nord partner met with Andrea, and disclosed Michael’s unauthorized incursions. Although expressing “shock and surprise,” she verified that her husband was not the intruder, and denied having any knowledge of Michael’s conduct. In the course of events, Nord terminated Andrea for lying. Bolen fired Michael for repetitively accessing Nord’s e-mail accounts—a crime under West Virginia Criminal Code. To punish Michael and deter other attorneys from engaging in similar cyber-crimes and unethical behaviors, the Supreme Court of West Virginia suspended Michael’s law license for two years.

To be sure, there are greater cyber-technology risks and adverse consequences that lawyers, as well as other professionals and businesspersons, must appreciate and avoid. Clients and non-clients have sued solo practitioners, professionals and small businesses — alleging that the practitioners from various hotels. See generally Fink v. Time Warner Cable, 837 F. Supp. 2d 279, 280 (S.D.N.Y. 2011) (outlining the facts and theories of recovery against subsidiary ISPs in California and New York who allegedly “throttled” consumers’ internet service and forced the consumers to access the web elsewhere).

35. Id.
36. Id.
37. Brief of the Lawyer Disciplinary Bd., supra note 30, at *3-4 (“[Michael’s] unauthorized activity was discovered after one of [Nord’s] lawyers… began to suspect that [Andrea’s] e-mail account had been accessed… [T]he firm’s computer consultant… was contacted to determine whether anyone was accessing the firm’s e-mail accounts [Data from the computer system revealed that the Nord’s] account was accessed one or more times from the Huddleston IP address on 165 of the 243 calendar days… “); see also Steve Korris, Lawyer Who Read Wife’s E-Mails Suspended for Two Years, WEST VIRGINIA RECORD (May 29, 2008), https://wvrecord.com/stories/510594214-lawyer-who-read-wife-s-e-mails-suspended-for-two-years [https://perma.cc/N2D9-DZHU].
39. Id. at 8.
40. Id. at 7.
41. Id.
42. Id.
44. Lawyer Disciplinary Bd., 663 S.E.2d, at 622.
45. See generally Jeffrey A. Franklin, Cyber Insurance For Law Firms, 33 No. 3 GPSOLO 58, 59 (2016) (outlining numerous risks and adverse consequences associated with using cyber technologies — liability for security breaches; costs associated with a privacy breach; costs associated with restoring, updating, replacing electronically stored business assets; business interruption expenses; cost associated with libel, slander, copyright infringement, product disparagement, or reputational damage to others when the allegations involve a business website or social media; and expenses related to cyber extortion or cyberterrorism).
intentionally or negligently infringed upon,\textsuperscript{46} invaded\textsuperscript{47} and misappropriated\textsuperscript{48} property interests in various technologies. Other aggrieved persons have sued attorneys for allegedly breaching hardware,\textsuperscript{49} software\textsuperscript{50} and end-users license agreements.\textsuperscript{51} Still, other third parties have filed common-law\textsuperscript{52} and statutory cyber-tort lawsuits\textsuperscript{53} against solo professionals and small businesses.

Therefore, several questions beg for answers: Do traditional professional-liability, businessowners-liability, and general-liability insurers have a contractual duty to defend small businesses, attorneys and other professionals against cyber-technology claims? Or will small businessowners and professionals be forced to purchase substantially more expensive\textsuperscript{54} cyberinsurance in order to cover third-party claims?

\textsuperscript{46} Cf. Riley v. Dozier Internet Law, PC, 371 Fed. Appx. 399, 400-401 (4th Cir. 2010) (“[Law firm] sued Riley for trademark infringement, alleging that Riley’s website infringed on the name ‘Dozier Internet Law, P.C.,’ a registered trademark… In response, Riley brought [an] action against both Dozier personally and DIL. In his complaint, Riley sought a declaratory judgment that his website neither defamed Dozier nor infringed on DIL’s trademark.”).

\textsuperscript{47} See Hartford Casualty Insurance v. Swapp Law, PLLC, No. 2:17-cv-01130, 2018 WL 6602912, at *1 (D. Utah. Dec. 17, 2018) (insurer’s responding after its insured law firm had been sued in a class action under the Driver’s Privacy Protection Act for the invasion of privacy, property damage, and personal and advertising injury).


\textsuperscript{50} See LanQuest Corp. v. McManus & Darden LLP, 796 F. Supp. 2d 99, 99–100 (D.D.C. 2011) (consulting firm’s filing a breach of oral contract action against a law firm and seeking $90,541.40 in damages for computer network engineering, integration, and consulting services).

\textsuperscript{51} See Out of the Box Developers, LLC v. LogicBit Corp., No. 10 CVS 8327, 2012 WL 5356282, at *4 (N.C. Super. Ct. Oct. 30, 2012) (software developer’s alleging that Doan Law Firm breached three provisions of an end-user licensing agreement by “[1] refusing to allow OTB to remove the BKexpress customizations from Doan Law’s computer system when the licensing agreement expired; [2] transferring the .bak File to LogicBit… without OTB’s prior written consent; and [3] reverse engineering BKexpress to customize HoudiniEag for the purpose of competing with OTB.”).

\textsuperscript{52} See, e.g., Seidl v. Greentree Mortg. Co., 30 F. Supp. 2d 1292, 1298–1299 (D. Colo. 1998) (a mortgage company suing an internet-domain-name owner as well as the owner’s attorney for generating spam and raising several theories of recovery— defamation or libel per se on the Internet; false light invasion of privacy, and, interference with prospective contractual relations); Dalley v. Dykema Gossett, PLLC, 788 N.W.2d 679, 685 (Mich. Ct. App. 2010) (computer consultant’s filing a lawsuit against an insurer, a law firm and an attorney who represented the insurer in a federal suit and alleging that the lawyer-agent committed several torts when attempting to secure copies of files on the consultant’s computer— invasion of privacy in the form of intrusion on seclusion, trespass, intentional or reckless infliction of emotional distress, abuse of process, and tortious interference with business relationships).

\textsuperscript{53} See Habush v. Cannon, 828 N.W.2d 876 (Wis. Ct. App. 2015) (a law firm’s filing a statutory invasion of privacy action against a competing law firm for allegedly using the former law firm’s website names for advertising and trade purposes); Seidl v. Greentree Mortg. Co., 30 F. Supp. 2d 1292, 1290–1299 (D. Colo. 1998) (mortgage company’s suing the attorney under Title IX of the Crime Control Act of 1970 and the Racketeering Influenced Corrupt Organizations Act or RICO, 18 U.S.C. § 1962 and alleging that the attorney and her client conspired to extort money from innocent advertisers who use the Internet); Avila v. Rubin, 84 F.3d 222, 225–226 (7th Cir. 1996) (student loan debtor’s filing a class action against an attorney and a debt collection agency for allegedly violating the Fair Debt Collection Practices Act by mass producing electronic debt-collection letters which contained a facsimile of the attorney’s signature and created false and misleading communications from the attorney).

\textsuperscript{54} See infra notes 631–667 and accompanying discussion.
Additionally, assuming that professionals and businessowners will purchase cyber-insurance, will state and federal courts be more likely to force cyber-liability insurers to defend those insureds against all types of cyber-technology torts? Or, will courts impose very different duty-to-defend obligations on cyber-risk insurers?

In light of small merchants’ and professionals’ increasing exposure to various cyberspace risks, cyber-technology claims and cyber-insurance litigation, this Article addresses and attempts to answer the questions presented above. Part I of the Article provides a short overview of traditional and standalone insurance agreements: first-party property, third-party liability, and business owners’ “hybrid” insurance contracts. Within the first-party category, one finds standard commercial-property, business-interruption, and vehicle-automobile insurance coverage. The second category comprises the widely advertised and ubiquitous comprehensive general liability (CGL) insurance contract—which was introduced in the 1940s. Errors and omissions, professional-malpractice, directors’ and officers’, and employment-practices liability insurance contracts also provide coverage for third-party claims. Lastly, businessowners’ property-insurance contracts are essentially “hybrid” agreements—covering both first- and third-party claims.

As discussed above, businesses and professionals are increasingly using cyber-technology tools—smartphones, tablets, laptops, desktop computers, websites, as well as social-media and virtual-office technologies—to advertise and generate revenue. Even more noteworthy, these technologies are employed in brick-and-mortar offices, residential offices, airport terminals, and nearly anywhere a sports utility vehicle, truck or automobile can access

55. See infra notes 85-101 and accompanying discussion.
56. See infra notes 123-137 and accompanying discussion.
57. See infra notes 139-168 and accompanying discussion.
58. Car Insurance and Theft: Does Car Insurance Cover Theft and Vandalism?, Nationwide Insurance [Mar. 25, 2019], https://www.nationwide.com/does-car-insurance-cover-theft.jsp [https://perma.cc/A0DN-FM6M] (“[D]oes car insurance cover stolen items? Unfortunately, it does not. Comprehensive auto insurance will only cover the components and features that are permanent, pre-installed parts of the car. It will not cover your… personal belongings… such as an iPod or [a] wallet. However, these items would likely be covered by a homeowners’ or renters’ insurance policy. If your car were stolen with personal items inside, you would need to file two different claims — one [under] your auto insurance and one [under] your homeowners’ insurance.”).
59. See Daniel Streim, Policyholders Beware — Cyber Coverage May Provide A False Sense of Security, Orrick Blog [June 4, 2015], https://blogs.orrick.com/trustanchor/2015/06/04/policyholders-beware-cyber-coverage-may-provide-a-false-sense-of-security/ [https://perma.cc/6964-YK9R] (“[W]e are in the early stages of the evolution of coverage for data security breaches— a risk that barely existed a decade ago… If history is a guide, policyholders should expect… [a more developed market for] standardized cyber policies,… much the way the market for standardized commercial general liability policies developed beginning in the 1940s.”).
60. See generally Part III and accompanying notes.
62. See supra note 4 and accompanying text.
cellular towers, or Wi-fi hotspots. Thus, promising to cover specific cyber-technology risks, insurers have begun to market aggressively cyberinsurance contracts. Part II reviews standard, specialty, standalone as well as “hybrid” cyberinsurance agreements.

Under traditional professional-malpractice and commercial-general-liability insurance contracts, insurers promise to defend insureds against third-party lawsuits. PART III briefly discusses settled declaratory-judgment rules, explains how courts declare rights and obligations under insurance contracts, and outlines the scope of insurers’ legal-defense obligations under traditional-liability insurance contracts.

In contrast, PART IV analyzes the salient factors which trigger insurers’ duty to defend under cyberinsurance contracts — after third parties file cyber-technology and tort-based claims against insureds. PART V discusses conflicting judicial declarations regarding whether insurers must defend insureds against third-party lawsuits when insureds’ cyber technologies allegedly cause injuries and third-parties to file negligence, defamation, false advertising, invasion of privacy and deceptive trade practices claims against the insureds.

Finally, PART VI presents the findings of an empirical study—which assesses the independent and concurrent influences of litigants’ theories of recovery, demographic characteristics, third-party claims, and other predictors on the dispositions of duty-to-defend disputes in declaratory-judgment trials. The study also uncovers the types of conflicting judicial rulings that insureds receive after asking both traditional underwriters and cyber-liability insurers to provide a legal defense.

The Article discusses the statistically significant findings which emerged from the empirical judicial study. Positive and negative inferences are presented. In the end, professional and business entities are encouraged to understand and avoid two sets of equally dangerous risks: the perils associated with the illegal and unethical use of cyber technologies, and the risks of purchasing expensive and complex cyberinsurance contracts, that only provide an illusion of coverage.

63. Cf. Jeremy Laukkonen, How to Get Wi-Fi in Your Car, Lifewire (Sept. 12, 2019), https://www.lifewire.com/get-wifi-in-your-car-4047954 [https://perma.cc/L7YX-N6JV] (“The internet is everywhere… Advances in cellular technology have made it far easier, and more cost effective, to use the Internet on the road… [And] there are more ways to get Wi-Fi in your car than ever before.”).
64. See infra Part III and accompanying discussion.
65. See infra Part III and accompanying discussion.
66. See infra Part IV and accompanying discussion.
67. See infra Part V and accompanying discussion.
68. See infra note 624 and accompanying discussion.
69. See infra Part VI and accompanying discussion.
70. See infra Part VI and accompanying discussion.
71. See infra notes 337-367 and accompanying discussion.
I. A BRIEF OVERVIEW OF TRADITIONAL FIRST-PARTY AND THIRD-PARTY INSURANCE CONTRACTS

It is important to appreciate the distinction between first-party insurance contracts and first-party insurance coverage, as well as the difference between third-party insurance contracts and third-party insurance coverage. Quite simply, many first-party insurance contracts contain third-party coverage clauses. For example, standard first-party homeowners’ insurance contracts contain liability-insurance coverage which requires insurers to pay proceeds and/or defend against third-party claims. Also, in most states, insurers must offer and motorists must purchase automobile insurance for the benefit of third-party victims. Still, those same automobile-vehicle insurance contracts also provide first-party coverage for the insured motorists.

Definitely, some first-party insurance contracts—life, disability, health, fire, theft and casualty insurance contracts—provide first-party coverage only for “named insureds.” And other insurance contracts—comprehensive general liability, directors’ and officers’ liability, and professional liability insurance contracts—contain clauses making first-party coverage available to anyone who is insured under the policy. Examples include fire, theft and casu-
insurance policies—provide coverage only against third-party claims. Generally, if an insurer has a duty to cover an insured’s property damage, the insurance contract provides first-party coverage. On the other hand, liability insurance contracts promise to settle third-party claims, pay judgments, or defend insureds against third-party contract- and tort-based lawsuits. Certainly, it should be emphasized: most insurance agreements are “hybrid” contracts—providing both first- and third-party coverage.

A. COVERAGE UNDER TRADITIONAL FIRST-PARTY, PROPERTY INSURANCE CONTRACTS

Traditional property insurance evolved from marine insurance. Generally, property insurance contracts provide first-party coverage—requiring underwriters to cover insureds’ damaged, destroyed or lost property. It is important, however, to emphasize: the definition of coverage under traditional property insurance contracts confuses most consumers and jurists. “Coverage” has a unique meaning—requiring litigants to focus on covered and excluded perils rather than on the covered property when trying to determine whether a “covered loss” occurred.

81. See Olds-Olympic, Inc. v. Commercial Union Ins. Co., 918 P.2d 923, 930 (Wash. 1996) (“An owned property exclusion prevents a comprehensive general liability insurance policy from providing first-party benefits to the insured.”); American Const. Benefits Group, LLC v. Zurich American Ins. Co., No. 3:12–CV–2726–D, 2013 WL 1797942, at *2 (N.D. Tex. Apr. 29, 2013) (“The amended complaint alleges only that [ACBG president] committed wrongful acts that resulted in a loss to ACBG. But… ACBG is attempting to transform its directors’ and officers’ liability [insurance contract] into a first-party policy to provide coverage for its own loss.”); Rockhill Insurance Company v. CFI–Global Fisheries Management, 322 F. Supp. 3d 1110, 1124 (D. Colo. 2018) (reaffirming that professional liability insurance contracts cover an insured’s errors and omissions when providing professional services to third-party clients, patients or customers); see also Abram v. United Services Auto. Ass’n, 916 N.E.2d 1175, 1187-88 (Ill. Ct. App. 2009) (finding that the insurance contract “provides no first party insurance coverage (including but not limited to, any uninsured motorist coverage, underinsured motorist coverage, personal injury protection or any medical payments coverage”).


83. See PART I.B and accompanying notes.

84. See Garvey v. State Farm Fire & Cas. Co., 770 P.2d 704, 710 (1989) (“First- and third-party coverage is… typically provided in a single policy, and… once the insured shows that an event falls within the scope of basic coverage… the burden is on the insurer to prove a claim is specifically excluded.”); see also Tri-Etch, Inc. v. Cincinnati Ins Co., 909 N.E.2d 997, 1003 (Ind. 2009) (discussing errors and omissions insurance contracts, observing that often an insured rather than a third party may assert an errors or omission claim, and stressing that “errors and omissions coverage is not limited to first-party claims”).

85. Philip L. Bruner and Patrick J. O’Connor, Jr., 4P T2 BRUNER & O’CONNOR CONSTRUCTION LAW § 11:418 (2018) (“Property insurance is not a new concept. Some historians peg the beginnings of this coverage to early 14th-century Italy. ‘Bottomry’ was a form of insurance… [that insured] the bottoms [or hulls] of merchant ships carrying… valuable cargo. Beginning in the late seventeenth century… a specialized marine insurance market began to coalesce in Edward Lloyd’s coffee house in London… [and] a Society of Lloyd’s was formed… [T]he underwriters… literally wrote their names under insurance contracts and were… known as Lloyd’s Names. From its origins [of covering fire losses], property insurance has developed to cover… numerous types of risks. The industry has developed policies to protect crops from hail damage as well as [to protect] boilers and other machinery from catastrophic breakdowns.”).


87. See Garvey, 770 P.2d at 704-05 (stressing that “some of the confusion… regarding insurance coverage under the ‘all-risk’ section of a homeowner’s insurance policy —when [a] loss to an insured’s property [has occurred]— can be attributed to two causes, one… which is a no excluded peril, and the other an excluded peril.”).
Basically, property insurers sell two types of traditional insurance contracts. Consumers may purchase “named-peril,” “covered-peril,” or “specific-risk” insurance contracts to protect and preserve tangible and intangible property interests. “Named perils” contracts provide coverage and pay proceeds only if a specific, covered or named peril causes a property loss. In contrast, all-risks insurance contracts cover insureds’ property against all known, unknown and unanticipated risks or perils. Stated slightly differently, all-risks insurance covers “risks which are not usually contemplated.”

Even more relevant, many insured residential- and commercial-property owners fail to fully appreciate another important principle: before courts compel insurers to reimburse property-loss expenses, both “sophisticated” and “unsophisticated” insureds must prove causation. Without a doubt, there are multiple theories of causation—conventional proximate cause, concurrent causation, cause in fact, producing cause, efficient proximate cause, foreseeability causation, and the doctrine of efficient producing cause. Thus, the question arises: which burden of causation must insureds satisfy before courts order insurers to repair or replace damaged tangible or

---

89. See, e.g., id.; Poulton v. State Farm Fire and Cas. Cos., 675 N.W.2d 665, 670 (Neb. 2004) (observing that a property insurance contract insures against “specific perils” or “named perils”).
90. See, e.g., Poulton, 675 N.W.2d at 670 (reaffirming that under a specific perils policy, an insured’s personal property is covered if one of the listed perils in the contract damaged the property).
91. Id.
92. Id.
93. Garvey, 770 P.2d at 710 (“Coverage… is commonly provided by reference to causation—e.g., ‘loss caused by’ certain enumerated perils. The term ‘perils’ in traditional property insurance parlance refers to fortuitous, active, physical forces such as lightning, wind, and explosion, which bring about the loss. Thus, the ‘cause’ of loss in the context of a property insurance contract is totally different from that in a liability policy.”).
95. See Colella v. State Farm Fire & Cas. Co., 407 Fed. Appx. 616, 622 (3d Cir. 2011) (“[W]hen there are two or more causes of loss, the policyholder’s claim is covered as long as the immediate or proximate cause of loss is covered by the policy.”). Some property insurers, however, use anti-concurrent causation clauses in order to exclude coverage when an excluded peril causes any portion of a loss. See, e.g., Leonard v. Nationwide Mut. Ins. Co., 499 F.3d 419, 425 (5th Cir. 2007) (“[T]his prefatory language denies coverage whenever an excluded peril and a covered peril combine to damage a dwelling or personal property.”).
96. Id.
98. See Safeco Ins. Co. of America v. Hirschmann, 773 P.2d 413, 416 (Wash. 1989) (noting that “efficient proximate cause” is an insurance-law doctrine which establishes coverage under a property insurance contract if an initial covered peril is the efficient proximate cause of a loss regardless of subsequent events’ influences).
intangible property? A majority of states have adopted the efficient proximate cause theory.101

As an illustration, consider the insured’s digital-property-loss and insurance-coverage dispute in Providence Washington Ins. Co. v. Volpe and Koenig, P.C.102 Volpe and Koenig, P.C. is a boutique law firm—comprising intellectual-property attorneys, technology specialists, patent agents and technical advisors.103 During the summer of 2003, Volpe’s computer system “crashed,” preventing the attorneys from accessing stored files and other data.104 Immediately, Volpe contacted DJS Technologies Solutions (DJS), who sent a technician to diagnose the problem. The agent discovered: 1) The central air-conditioner’s “cooling failure” caused an “extremely hot temperature” in the server room105; 2) the “extremely hot temperature” caused the server to “overheat”; and 3) the overheated computer caused the loss of data.106 Volpe paid approximately $135,000 after DJS replaced the computer and restored files.107

When the computer malfunctioned and compromised the stored data, Providence Washington Insurance Company insured Volpe law firm’s tangible and intangible property under a commercial property insurance contract.108 A computer endorsement, however, was attached to the contract. The endorsement excluded coverage for any damage caused by:

Dampness or dryness of atmosphere, or changes in or extremes of temperature, unless such conditions result from physical damage caused by a covered cause of loss to an air conditioning unit or system, including equipment and parts, which is part of, or used with the electronic data processing equipment.109

Nearly eleven months after the “computer crash” and repairs, Volpe sent a notice of loss to Providence, and disclosed the $135,000 out-of-pocket expenditures.110 The insurer admitted that the “crashed” computer was a “covered property” under the endorsement.111 Still, Providence refused to reimburse the out-of-pocket expenditures, and raised two affirmative defenses: 1) Volpe failed to file a timely notice of loss; and 2) a “covered cause of loss” did not cause the damaged property.112

101. See Michael C. Phillips & Lisa L. Coplen, Concurrent Causation versus Efficient Proximate Cause in First-Party Property Insurance Coverage Analysis, 36-WTR BRIEF 32, 34-35 (Winter 2007) (identifying thirty-four states’ embracing the efficient proximate cause standard and identifying eight states’ adopting and applying the concurrent causation theory). See also Travelers Indem. Co. v. McKillip, 469 S.W.2d 160, 162 (Tex. 1971) (embracing the concurrent causation doctrine and stressing: An insured may recover proceeds under a property insurance contract if the insured proves that a “covered risk” rather than an “excluded risk” is the dominant efficient cause of the loss).
104. Volpe, 396 F. Supp. 2d at 543.
105. Id.
106. Id.
107. Id.
108. Id.
109. Id. (Exclusion B.2.k.(7)(a) of the Computer Endorsement) (emphasis added).
110. Id.
111. Id.
112. Id.
Again, barring a few situations, the exclusion did not require Providence to pay any insurance proceeds if “changes in or extremes of temperature” caused the law firm’s property loss. But, Volpe argued: the phrase was confusing, as it could mean a change in atmospheric, indoor or outdoor temperatures. Arguably, the law firm’s interpretation was more reasonable. Why? Volpe’s intellectual property attorneys and technology specialists are highly sophisticated: they have an impressive history of fashioning and reading complex words and phrases. Yet, Providence rejected Volpe’s argument, filed a declaratory-judgment action, and asked the federal district court to declare whether or not a reimbursement was mandatory.

The district court found decisively: 1) a cooling failure in the server room caused a change in temperature, and 2) the cooling failure caused the computer damage and loss data. Applying the plain meaning rule, the district court declared that the phrase “changes in or extremes of temperature” clearly includes indoor temperature which was “unaffected by outdoor temperature.” In the end, the federal court also declared that Volpe’s property loss was not covered under the commercial property insurance contract. Understandably, unsophisticated, as well as sophisticated consumers, may reasonably expect traditional commercial and residential property insurance contracts to cover any or all property losses. However, Volpe and many other decisions reveal: the definition of coverage under property-insurance contracts is complicated. Insureds must always be prepared to prove that a specifically “named peril,” “covered peril,” or “peril insured against” caused the damaged or loss property.

113. Id.
114. VOLPE AND KORNIG, P.C, supra note 103 (“Founded in 1987, [o]ur team of IP attorneys and professional staff possess advanced technical degrees and experience working within a wide range of industries—including computer technology, electrical components and life sciences… [O]ur attorneys… know the patent process inside and out. Our goal is to… offer proactive intellectual property guidance [to protect] valuable IP portfolios… ”).
116. Id. at 544.
117. Id.
118. See generally Part V and accompanying notes.
120. Id.
122. See TAG 380, LLC v. ComMet 380, Inc., 890 N.E.2d 195, 199 (N.Y. 2008) (“Commercial property insurance is generally offered [under] an all-risk policy or a named-perils policy… [The latter] covers… enumerated risks [and] an ‘all-risk’ agreement generally covers all risks of physical loss.”); State Farm Fire & Cas. Co. v. Von Der Laeth, 54 Cal. 3d 1123, 1131-32 (1991) (reaffirming that under the efficient proximate cause doctrine a loss is covered, if a combination of covered and excluded risks cause a loss and, the covered risk was the efficient proximate cause of the loss. Conversely, “the loss is not covered if the covered risk was only a remote cause of the loss, or the excluded risk was the efficient proximate, or predominate cause of the loss.”); Fed. Life Ins. Co. v. Raley, 109 S.W.2d 972, 974 (Tex. 1937) (reaffirming that the term “proximate cause” has the same meaning as that applied in negligence cases, except proving that the “peril insured against” causes the property loss and the loss property was foreseeable or anticipated is not required.”); Ingersoll Milling Machine Co. v. M/V Bodena, 829 F.2d 293, 307 (2d Cir. 1987) (stressing that insurers sell generally all-risk or named-perils commercial property insurance contracts and all-risks contract cover property loses which are caused by any fortuitous peril).
B. COVERAGE UNDER TRADITIONAL THIRD-PARTY LIABILITY INSURANCE CONTRACTS

As disclosed previously, liability insurance contracts cover insureds’ allegedly negligent, accidental or inadvertent acts that proximately cause third-party personal injuries and property damage. Under a typical liability insurance contract, an underwriter accepts multiple contractual obligations or assumes an extremely broad spectrum of risks. To illustrate, consider the third-party insurance contract and legal dispute in *Stowers Furniture Company v. American Indemnity Company*—the ninety-year-old, frequently cited Texas case. In *Stowers*, the insurance contract contained duty-to-defend and duty-to-pay provisions which read in pertinent part:

> [T]he company agrees . . . [t]o defend . . . on behalf of the Assured any suits even if groundless . . . [We agree] to pay . . . all costs taxed against the Assured in any legal proceeding . . ., all interest accruing after entry of [a] judgment . . ., the expense [for] . . . immediate medical or surgical relief . . . [and] all [expenses for] . . . the investigation of . . . an accident, [an] adjustment of any claim, or the defense of any suit . . . .

Ninety years after *Stowers*, insurers continue to insert extremely similar contractual promises into liability insurance contracts. Consider two very recent disputes in *Mt. Hawley Insurance Company v. Roebuck* and in *Fireman’s Fund Insurance Co. v. Hyster-Yale Group, Inc.* In *Mt. Hawley*, the insured purchased a commercial general liability insurance contract. The coverage provision read in pertinent part:

> INSURING AGREEMENT: We will pay those sums that the insured becomes legally obligated to pay as damages because of “bodily injury” or “property damage” to which this insurance applies.

In *Fireman’s Fund*, the insured also purchased and renewed a series of comprehensive general liability policies. In relevant part, the Fireman’s Fund policies stated:

> COVERAGE BODILY INJURY LIABILITY EXCEPT AUTOMOBILES: [The Company promises] to pay on behalf of the insured all sums which the insured shall become legally obligated to pay as damages because of bodily injury, sickness, or disease, including death at any time resulting therefrom, sustained by any person and caused by accident.

There is one final observation. In *Stowers*, the insurer selected the name “American Indemnity Company.” Yet, the insurer sold a liability
insurance which contained both liability and indemnity coverage provisions. Thus, the duty-to-indemnify clause read in pertinent part:

[The Company agrees] to indemnify the Assured . . . [against a loss after liability has been] imposed by law upon the Assured for damages on account of bodily injuries . . . accidentally suffered or alleged to have been suffered . . . by any person or persons except employees of the Assured.134

Put simply, indemnity insurers sell an assortment of traditional insurance contracts “excess employers’ indemnity,” “professional indemnity,” “hospital indemnity,” “workers’ compensation indemnity,” and “industrial indemnity” insurance contracts.135 Among medium-to-large corporations, directors-and-officers (D&O) insurance contracts are arguably the most familiar and widely marketed indemnity agreements.136 Still, it is important to underscore another point: although traditional liability and indemnity policies are third-party insurance contracts, there are significant legal differences between the two forms of insurance.

Generally, business and professional entities purchase traditional liability insurance to help pay the costs of defending against third-party claims.137 In contrast, indemnity insurers have a contractual obligation to reimburse insureds’ out-of-pocket expenditures after insureds cover personal losses, pay or settle third-party claims, or defend themselves against third-party lawsuits.138 Under traditional indemnity insurance contracts, insurers normally do not have a contractual obligation to defend insureds against third-party lawsuits.

II. EVOLVING “SPECIALTY” AND “HYBRID” CYBER-LIABILITY INSURANCE CONTRACTS

Surprisingly, a cursory search of the Internet (or www) generated a long list of definitively and professedly actionable torts that contained the “cyber”

134. Id. at 546.
135. This information came from the Internet after using Google search engine and typing in the phrase “indemnity insurance” on April 22, 2019.
136. Cf. The Who, What & Why of Directors & Officers Insurance, THE HARTFORD BUSINESS OWNER’S PLAYBOOK, https://www.thehartford.com/management-liability-insurance/d-o-liability-insurance/explained [https://perma.cc/V9DW-GKDU] (“D&O liability insurance protects the personal assets of corporate directors and officers . . . if they are personally sued . . . for actual or alleged wrongful acts in managing a company. The insurance . . . usually protects the company as well and covers legal fees, settlements and other costs. D&O insurance is the financial backing for a standard indemnification provision . . . Directors and officers are sued for . . . breach of fiduciary duty resulting in financial losses or bankruptcy, misrepresentation of company assets, misuse of company funds, fraud, failure to comply with workplace laws, theft of intellectual property and poaching of competitor’s customers and lack of corporate governance. Illegal acts or illegal profits are generally not covered under D&O insurance.”) (emphasis added).
137. Again, multi-peril, commercial general liability, professional liability, business owners’ liability, automobile and homeowners’ insurance contracts are familiar examples of liability insurance contracts. See also Leslie Scism, AIG Considers Making Deals, Cutting Buybacks, WALL ST. J., Jun 29, 2017, at B10 (“American International Group sells property and a wide range of liability insurance to businesses globally, and is well known for its coverage of multinationals. It also . . . is a leading insurer of cars, homes and other property of the wealthy.”).
138. See, e.g., Select Insurance With Great Care, SAN DIEGO UNION TRIB., Oct. 2, 2005, at 8 (“A fee-for-service plan, indemnity insurance became less popular as managed care dominated the industry. Indemnity insurance costs more but allows an unlimited choice of primary-care doctors, specialists and hospitals. The plan will pay a medical provider directly or reimburse the patient after the bill is paid and a claim is filed.”) (emphasis added).

Nonetheless, promising to assume professionals’ and businesses’ “cyber risks,” traditional property and liability insurers have begun to market and sell standalone and specialty contracts under various labels containing the term “cyber”: cyber-insurance, cyber-risk insurance, cyber-security insurance, cyber-liability insurance and cyber-loss insurance. Typically, evolving cyberinsurance contracts cover first- and third-party claims which arise from insureds’ allegedly damaging, abusing or using without permission all types of communication devices, electronic equipment, and information sharing technologies. Also, under some cyber-risk insurance contracts, the

139. Cf. Krishnendra Joshi, Torts in the Cyber World, PLEADERS INTELLIGENT LEGAL SOLUTIONS (May 2, 2019), https://blog.ipleaders.in/cyber-torts/ [https://perma.cc/HCH-MCHL] (reporting that cyber torts are committed in various ways and that the term includes cyber stalking, cyber harassing, cyber defamation and cyber-vandalism); Vangie Beal, Cyber, WEBOPEDIA, https://www.webopedia.com/TERM/C/cyber.html [https://perma.cc/R8VE-YN4B] (last visited Nov. 25, 2019) (stressing that the “cyber” prefix has been used to fashion a growing number of new terms, torts and crimes — i.e., cybersecurity, cyberslacking, cyberlibel, cyberspace, cyberbullying, cybersquatting, cybersuicide, cyber crime and cyber kill).


143. See James Willhite, On Alert Against Cybercrime — More CFOs Weigh Insurance Against Data Breaches, Despite Limited Coverage, WALL ST. J., Aug. 13, 2013, at B6 (“Ciena… [makes] sure its technologies are protected from hackers, cutthroat competitors and other potential cybercriminals… As a result, [the company] is considering cyber-risk insurance. In the past few years, cyber-risk coverage has become one of the fastest-growing business for insurers. Insurance broker Marsh Inc. says the number of its clients buying cyber-risk policies jumped by a third last year.”).


definition of a “covered” technology is broad, encompassing a large assortment of cellular technologies, cyber-digital hardware, and communication software, as well as applications for creating, accessing, publishing, storing and sharing digital documents. A.

“HYBRID” CYBER-INSURANCE CONTRACTS—FIRST- AND THIRD-PARTY COVERAGE

Unlike traditional first- and third-party insurance contracts, cyber-insurance contracts are not standardized. Many of the words and phrases in coverage, exclusion, conditions and definitions clauses have been negotiated. Therefore, the non-standardized language is more likely to change the scope of coverage for various cyber events, cyber-losses or cyber-claims. Nevertheless, like traditional businessowners’ insurance contracts, cyber-insurance contracts are fundamentally “hybrid” contracts—providing both first-party-property and third-party-liability coverages.

In a nutshell, first-party cyber-insurance covers the following losses after a cyber-event or cyber-attack: 1) insureds’ intangible property damage and restoration costs, 2) business-interruption costs, 3) property losses and expenses arising from distributed denial of service (DDOS) attacks, 4) theft of property, and cyber-related extortion. To illustrate, consider the three

---

148. See, e.g., WILLY E. RICE, LEGAL PRACTICE TECHNOLOGY AND LAW—CASES AND MATERIALS 5 (1st ed. 2017) (stressing that legal disputes—like insureds-insurers duty-to-defend disagreements—involves solo and small-firm practitioners’ purchasing, using, designing, sharing, invading, misappropriating, and/or abusing legal-practice or law-office technologies: desktop, laptop, and network computers; smartphones; short messaging services (sms); multimedia messaging service (mms); electronic tablets; office and cloud-based computing and printing services; the Internet; website design and maintenance services; social-media services; office production software; billing, invoicing, and accounting programs; document automation and assembly programs; document management systems; document sharing systems; portable document format (PDF) software and files.

149. DYLAN C. BLACK ET AL., RISK AND INSURANCE MANAGEMENT SOCIETY, A GUIDE TO CYBER INSURANCE 2 (2018) (“As more small- and mid-market organizations purchase cyber insurance, use of ISO forms will likely grow, but variation in available policy wording will persist.”).

150. See id.

151. Id.

152. Id. (“Cyber policies often provide multiple coverage[s]… Insurers divide [those] differently and sometimes include sublimits for specific coverage types”);

153. Id at 3 (“Coverage for destruction or restoration of data following a cyber event is a core component of almost all cyber insurance policies”);

154. Id. at 3 (“Many insurers offer business interruption coverage [which] could include coverage for cyber-related business interruption”);

155. Id. at 4 (“Some insurers offer separate coverage for losses due to DDOS events.”). See also, Joy Reo, Cyber Insurance and DDOS Attack Protection, CORERO BLOG [July 21, 2017], https://www.corero.com/blog/cyber-insurance-and-ddos-attack-protection/ [https://perma.cc/3CY2-W8Q5] (“American International Group… surveyed cyber security and risk experts to [determine]… the likelihood and impact of a systemic cyber-attack—an attack on more than one target, focused on a particular industry or sector of the economy. Not surprisingly, distributed denial of service or DDoS attacks ranked highest among their concerns.”).

156. BLACK ET AL., supra note 149, at 5 (“Theft coverage under cyber policies can be quite robust… Many insurers provide coverage for a wide range of property and assets… Potentially covered property can include data, intellectual property… money or securities, finished goods or works in progress and computing resources.”).

157. BLACK ET AL., supra note 149, at 5 (“Extortion coverage is commonly offered as a standard component of most cyber policies… [But], most insurers require that the extortion to be cyber-related [before coverage is triggered].”)
“independent agreements” in Travelers Indemnity Company’s uniquely constructed and unconventional first-party cyber-insurance contract:

**BREACH RESPONSE INSURING AGREEMENTS** — The insurer will reimburse or pay . . . notification costs resulting from an actual or suspected privacy breach; . . . computer and legal expert costs resulting from an actual or suspected 1) privacy breach, 2) security breach, or 3) cyber extortion threat . . .; restoration costs, directly caused by a security breach; . . . [and] public relations costs, resulting from an actual or suspected: 1) privacy breach, 2) security breach, or 3) media act . . . .

**CYBER CRIME INSURING AGREEMENTS**—The insurer will pay the insured entity for its direct loss of money, securities, or other property, directly caused by computer fraud that is discovered during the policy period. . . . [And] the Insurer will pay the insured entity for its direct loss of money or securities, directly caused by social engineering fraud [or] by telecom fraud that is discovered during the policy period.

**BUSINESS LOSS INSURING AGREEMENTS**—The insurer will pay the insured for its business interruption loss that is directly caused by any of the following: . . . 1) A security breach that results in a total or partial interruption of a computer system, 2) a system failure . . . [and], 3) The voluntary shutdown of a computer system by the Insured, . . . to minimize the loss caused by a security breach or privacy breach[.]

Debatably, specialized-first-party cyber-insurance has two negative attributes: 1) It is remarkably more expensive than traditional first-party property insurance coverage; and, 2) It is less superior than similar coverage under standard first-party, property insurance contracts. Quite simply, fewer “perils insured against,” “covered perils” or “covered causes of loss” are listed in evolving cyber-risk insurance contracts. To support the latter assertion, consider the findings of a preeminent risk assessment and management organization:

[Cyber-risk property insurance does] not cover direct, physical damage arising out of a cyber event. [Most cyber insurers] expressly exclude property damage from coverage. Where property damage is covered, it is often limited to intangible property—such as lost data or information . . . [A cyber insurer will] replace, recreate, restore or repair the insured’s computer systems, but provides no coverage for damage to other property . . . . Unless the policy directly provides coverage for property damage, the physical impact of a

---


159. See Liz Skinner, Is Cyber Insurance Worth the Cost?, INV. NEWS (Jan. 15, 2017), https://www.investmentnews.com/article/20170115/FREE/170119958/is-cyber-insurance-worth-the-cost [https://perma.cc/RML8-URGW] (“Just as the coverage varies, the cost of cyber insurance premiums is set based on different factors such as the number of records a firm wants to cover, the number of client accounts it has or the number of investment professionals at the firm. The price also is affected by where client records are stored and how much coverage is purchased. Firms typically spend between $5,000 and $50,000 a year for policies that provide $1 million to $10 million in coverage.”) (emphasis added).

160. See, e.g., Sharon D. Nelson & John W. Simek, Cyber Insurance: Necessary, Expensive, and Confusing As Hell, 91-OCT WIS. LAW. 14, 15 (2018) (“Most lawyers have professional liability insurance, which will undoubtedly provide some cyber insurance coverage given that lawyers [generate and store legal-services data]. However, more than 50 percent of the cost of a data breach may come from digital forensics and the data breach law compliance and notification costs, and regulatory investigations costs, including fines and penalties.”) (emphasis added).
cyber event may be uncovered. 161

On the other hand, “hybrid” cyber-insurance contracts provide significantly broader coverage for third-party claims—those arising from professionals and business entities’ allegedly tortious conduct. 162 For instance, Great American E & S Insurance Company crafted a cyber-liability insurance contract and it reads in relevant part:

**LIABILITY COVERAGE**—The insurer shall pay on behalf of an insured all loss incurred as a result of any claim for multimedia wrongful act, network wrongful act or privacy wrongfully act. . . .163

**MULTIMEDIA WRONGFUL ACT**—[This term means] any actual or alleged: 1) libel, slander, trade libel, product disparagement or any defamation or harm to the character of reputation of any person or entity, 2) invasion or infringement of the right of privacy or publicity, including the torts of intrusion upon seclusion, publication of private facts, false light or misappropriation of name or likeness, 3) outrage or infliction of emotional distress, 4) dilution or infringement of title, slogan, trademark, trade name, trade dress, service mark or service name, 5) copyright infringement, plagiarism, or misappropriation of information, ideas or other similar property rights, or 6) piracy or unfair competition, but only if . . . resulting from any multimedia activity.164 . . .

**NETWORK SECURITY WRONGFUL ACT**—[This phrase means] an actual or alleged act, error or omission by or on behalf of the insured in the performance of the Company’s business that causes or fails to prevent: 1) unauthorized access to or unauthorized use of the covered network, 2) the transmission of any malicious code from the covered network to a third party’s computer systems, 3) business interruption, and/or 4) a network disruption.165 . . .

**PRIVACY WRONGFUL ACT**—[This term means] any actual or alleged: 1) negligent act, error or omission by or on behalf of the insured in the performance of the Company’s business that actually or allegedly causes or fails to prevent unauthorized access to, unauthorized use of . . . [or] the loss of any laptop, smartphone or other portable device that contains protected information . . . [or], 2) violation of any federal, state, local or foreign law or regulation regarding the maintenance, protection, use or disclosure of protected information. . . .166

Most definitely, some specialty insurers also sell cyber-liability insurance which cover claims arising from insureds’ breach of electronic security and privacy systems, 167 or from insureds’ failure to prevent unauthorized accesses to protected computers. 168

---

161. BLACK ET AL., supra note 149, at 2 (emphasis added).

162. BLACK ET AL., supra note 149, at 6 (“Liability coverage is the cornerstone of cyber insurance… [C]laims that are made against the insured during the policy period or an extended reporting period are covered under the policy, even if the underlying events occurred before the policy period…”).


164. Id. at 7 (emphasis added); see also Franklin, supra note 45 (reporting that some third-party cyber provisions cover the cost “associated with libel, slander, copyright infringement, product disparagement or reputational damage, when [the underlying third-party] allegations involve a business website, social media, or print media.”).

165. GREAT AM. E & S INS. CO., supra note 163, at 7-8 (emphasis added).

166. GREAT AM. E & S INS. CO., supra note 163, at 8 (emphasis added).

167. Franklin, supra note 45.

168. Franklin, supra note 45.
B. DUTY-TO-DEFEND COVERAGE UNDER CYBER-LIABILITY INSURANCE CONTRACTS

Like traditional CGL, professional and other liability-insurance underwriters, today’s cyber-liability insurers promise to defend insureds against third-party cyber-technology lawsuits. To review the promises, the author randomly retrieved several “embryonic”169 cyber-liability insurance contracts from various websites and compared relevant terms. And a surprising finding emerged: the duty-to-defend provisions in cyber-liability insurance agreements are *strikingly similar* to duty-to-defend clauses in traditional-liability insurance contracts.

To illustrate, consider the traditional insuring agreements in *Mt. Hawley* and in *Fireman’s Fund*. In *Mt. Hawley*, joint venturers purchased a commercial general liability insurance contract and the duty-to-defend clause read in pertinent part:

**Insuring Agreement:** . . . We will have the right and duty to defend the insured against any “suit” seeking . . . damages. However, we will have no duty to defend the insured against any “suit” seeking damages for “bodily injury” or “property damage” to which this insurance does not apply.170

And, in *Fireman’s Fund*, a business entity purchased and renewed several comprehensive general liability policies. And the duty-to-defend provisions read in relevant part:

**DEFENSE SETTLEMENT SUPPLEMENTARY PAYMENTS:** . . . [T]he company shall . . . defend any suit against the insured alleging such injury, sickness, disease or destruction in seeking damages on account thereof, even if such suit is groundless, false or fraudulent; but the company may make such investigation, negotiation and settlement of any claim or suit as it deems expedient.171

Now, consider the duty-to-defend language in two randomly selected cyber-liability insurance contracts. In the first insuring contract, a specialty insurer assumed the insured’s technology risks.172 The contract read in relevant part:

**Defense:** We have the right and duty to defend any covered claim brought against you, even if such claim is groundless, false or fraudulent. You shall not . . . incur any claims expenses, certain data breach team expenses, cyber extortion costs, or digital property replacement without our prior written consent. We have the right to appoint counsel and [provide a] defense . . . as we deem necessary. . . . You will select [a] defense counsel from our list of approved law firms, and we

---

169. See Bethany Thomas, *The Role of Cyber Insurance (And Why It’s Important)*, PROTEAN RISK [Mar. 6, 2018], https://www.proteanrisk.com/insights/2018/the-role-of-cyber-insurance/ [https://perma.cc/AZ6Q-R2UZ] (explaining why cyberinsurance is different and stressing: “Predictions that global cyber insurance premiums will more than double… has caused an explosion of choice for buyers… [W]hile the Lloyd’s insurance market there are now 77 cyber risk insurers. Despite the first cyber insurance policies[,] appearing in the late 90s, the product is still in the embryonic stage of development and evolving all the time.”).


171. See *Fireman’s Fund*, 782 N.Y.S.2d at 244 (noting that property insurance is first-party insurance).

172. *About Us*, VICTOR O. SCHINNERER & CO. INC., https://www.schinnerer.com/about-us/ [https://perma.cc/D5QW-UZSB] (“[W]e are one of the largest and most experienced underwriting managers of specialty insurance programs in the world… Our vision is to be recognized as an elite specialty insurance provider/distributor… [W]e offer a unique combination of global reach and specialized expertise with core capabilities in underwriting, technology, distribution and capital.”).
reserve the right to associate in the defense.173

International specialty underwriters also sell cyber-liability insurance agreements. And the duty-to-defend provisions in those contracts almost mirror the three clauses appearing above. Consider the insurance-defense language that an underwriter at Lloyd’s of London—Hiscox London Market174—inserted in its cyber-risk policy:

**DEFENSE AND SETTLEMENT OF CLAIMS:** The underwriters will have the right and duty to defend any covered claim . . . , even if such claim or regulatory proceeding is groundless, false, or fraudulent. . . . The underwriters will have the right to appoint defense counsel. . . . The underwriters’ duty to defend will terminate [after] the applicable limit of liability [has been exhausted].175

Once more, duty-to-defend provisions in traditional and cyber-risk insurance contracts are nearly identical. Moreover, traditional insurers and their insureds have a one-hundred-year history of litigating duty-to-defend controversies.176 Thus, in light of these realities, two questions beg for simple answers: 1) why would or should otherwise savvy and rational professional and business entities purchase decidedly more expensive third-party, cyber-liability insurance?; and, 2) would it not be wiser, and, arguably, less expensive for business entities to purchase traditional-liability insurance coverage, along with an endorsement that covers cyber-related, third-party claims? In PART IV of this Article, state and federal courts’ conflicting dispositions of traditional and cyber-specific duty-to-defend controversies are discussed. At that point, we will return to and address these questions.

### III. INSURANCE CONTRACTS, LEGAL CONTROVERSIES AND THE APPLICABILITY OF CONTRACT INTERPRETATION DOCTRINES IN DECLARATORY JUDGMENT TRIALS

Historically, insurers have defined “key” phrases in first- and third-party insurance contracts.177 Similarly, cyber-liability insurers have begun to sell


174. See About Hiscox London Market, HISCOX LONDON MARKET https://www.hiscoxlondonmarket.com/about-hiscox-london-market [https://perma.cc/6V83-E488] (“We are one of the oldest, biggest and most successful Lloyd’s syndicates. [We are] known for our leadership in the market and our underwriting blend of expertise and capacity, whatever the size and complexity of the risk.”).


176. See, e.g., Buffalo Steel Co. v. Aetna Life Ins. Co., 136 N.Y.S. 977, 986 (N.Y. 1912) (concluding the insurer and insured had a mutual understanding that the insurer would defend the insured against an underlying action while fully reserving the insurer’s rights under the insurance contract); Coast Lumber Co. v. Aetna Life Ins. Co., 125 P. 183, 186 (Idaho 1912) (declaring rights under an insurance contract respecting the insurer’s obligation to provide a legal defense of the insured); Indemnity Co. of America v. Bollas, 135 So. 174, 176 (Ala. 1931) (resolving a duty to defend controversy); New Amsterdam Cas. Co. v. Cumberland Tel. & Tel. Co., 152 F. 961, 964 (6th Cir. 1907) (interpreting a liability insurance contract and declaring the insurer’s defense obligations and reserved rights).

177. Cf. Miller v. Ho Kun Yun, 400 S.W.3d 779, 787 (Mo. Ct. App. 2013) (embracing the view that the definitions of key terms in insurance policies place a limitation on coverage); Snow-Koledoye v. Horace Mann Ins. Co., No. M2800-02954-COA-R3-CV, 2002 WL 225393, at *5 (Tenn. Ct. App. Feb. 14, 2002) (declaring that the language in the insurance contract was not vague or ambiguous, because
specialty insurance contracts which also contain definitions of “controlling” terms.178 Some examples are the ever-evolving and varying definitions of “multimedia wrongful act,” “network security wrongful act,” and “piracy wrongful act.”179 Still, notwithstanding cyber-liability insurers’ efforts to define “key” words and phrases, disputes have begun to erupt between arguably increasingly technology-savvy insureds and their insurers regarding the precise meaning of certain cyber-specific terms.180 For instance, disagreements are erupting over the meaning of “an insurer’s duty to defend an insured against a groundless claim.”181 Usually, those words and phrases are not defined in traditional- or cyber-liability insurance contracts.182

However, recognizing that “duty to defend” conflicts are inevitable,183 insurers typically reserve their contractual right to file declaratory judgment actions.184 But fairly often, underwriters exercise that right—encouraging courts to declare that the insurers’ definition of “controlling language” is correct or sound.185 This part of the Article presents a short review of declaratory
judgment statutes, along with a discussion of legal doctrines that state and federal courts employ to declare rights and obligations under traditional- and cyber-liability insurance contracts.

A. THE UNIFORM DECLARATORY JUDGMENTS ACT OF 1922

Forty states have adopted the Uniform Declaratory Judgments Act of 1922 (“UDJ”). In pertinent part, the UDJ reads: “Courts of record within . . . respective jurisdictions . . . have power to declare rights, status and other legal relation . . . The declaration may be . . . affirmative or negative . . . [and will] have the force and effect of a final judgment . . .” Furthermore, the UDJ must be “liberally construed and administered” to achieve its purpose — settling a controversy and “providing relief from uncertainty and insecurity [regarding] rights, status and other legal relations.”

Significantly, the UDJ’s standing-to-sue language is fairly broad and inclusive: “A person interested under a . . . written contract or other writings constituting a contract, or whose rights, status or other legal relations are affected by a . . . contract . . . may [ask a court to answer] any question of construction or validity arising under the . . . contract or . . . obtain a declaration of rights, status or other legal relations . . .” Even more importantly, the UDJ allows courts to declare contractual rights, obligations and relationships before an actual breach, violation or disturbance occurs—which is “a speedy and inexpensive method” for deciding or settling controversial disputes.

To repeat, courts must liberally construe the UDJ and, a declaratory-judgment action may be used “to resolve a wide variety of legal disputes.” Nevertheless, the UDJ has limits. Among other restrictions, the statute prevents courts from creating or exercising jurisdiction illegally, arbitrarily or fraudulently. The act bars courts from considering abstract questions of

provide a defense under an express reservation of rights, the insured retained legal counsel for the insured and, again agreed to provide a defense—expressly reserving its right to bring a declaratory judgment action to declare contractual rights and obligations).

194. Sunset Cay, 593 S.E.2d at 466.
195. See William F. West Ranch, LLC v. Tyrrell, 206 P.3d 722, 726-727 (Wyo. 2009) (“The Declaratory Judgments Act does not . . . extend the jurisdiction of the courts . . . [I]n order for a court to have jurisdiction over a declaratory judgment action, the ‘right’ to be declared must fall within the scope of the act and the plaintiff must be an ‘interested’ person.”).
law or giving advisory opinions—which do not settle legal disputes. Moreover, declaratory relief will be denied unless a petitioner overcomes several procedural and substantive barriers: (1) proving that the dispute is a justiciable controversy, (2) proving that the litigants have adverse interests, (3) proving that the petitioner has a legally protected interest in the controversy, and (4) proving that the disputed issue is ripe for adjudication.

Debatable, courts’ primary responsibility is to determine whether a declaration will resolve a justiciable controversy more effectively and/or efficiently than another judicial remedy. Thus, trial judges have wide-ranging discretion when deciding whether or not to grant declaratory relief—after interpreting cyber-liability or any liability insurance contract. And, to underscore the latter assertion, court of appeals are effectively precluded from altering trial judges’ declaratory judgments unless the decrees are arbitrary.

B. THE FEDERAL DECLARATORY JUDGMENTS ACT

The Federal Declaratory Judgments Act (FDJA) was enacted in 1934. In relevant part, the FDJA reads:

In a case of actual controversy within its jurisdiction. . . any court of the United States. . . may declare the rights and other legal relations of any interested party. . . . [The] declaration shall have the force and effect of a final judgment or decree, and [it] shall be reviewable. . . .

What is “a case of actual controversy”? The Supreme Court has ruled: Declaratory judgment disputes must mirror the types of “cases” and “controversies” which are justiciable under Article III of the United States Constitution. More specifically, a justiciable controversy must have certain attributes: 1) the conflicting parties must have adverse legal interests, 2) the parties’ dispute must be definite, 3) the disagreement must be a “real and substantial” controversy, and 4) the dispute must demand immediate relief which conclusively resolves the controversy.
Focusing on the phrase “within its jurisdiction,” it should be stressed: a litigant who asks for declaratory relief has the burden to prove subject matter jurisdiction by a preponderance of the evidence. However, federal district courts do not have a statutory or constitutional obligation to exercise subject matter jurisdiction and adjudicate a declaratory judgment action. A federal court’s decision to exercise jurisdiction is totally discretionary. And, assuming that a district court decides to review a pleading, the court has additional and unbridled discretion to deny or grant completely or partially a request for declaratory relief.

There are, however, limitations. For example, depending on the type of controversy, a district court’s efforts to comply with the Erie doctrine might be thwarted—forcing the court to “Erie guess,” apply the “laws of federal panels or circuits,” and/or apply the laws of another state. In Hermann Holdings Ltd. v. Lucent Technologies Inc., the Fifth Circuit gave a synopsis of a federal judicial practice, which could present a problem for businesses and professionals who litigate duty-to-defend disputes under evolving cyber-insurance contracts. The appellate court stated:

[Exercising diversity of citizenship jurisdiction], we have a duty to apply Texas law. The Texas Supreme Court has not . . . ruled on the enforceability of [these] clauses in breach-of-contract actions. Accordingly, . . . we are required to make an Erie guess [to determine] what the Texas Supreme Court would most likely decide. . . . In making an Erie guess, we defer to intermediate state appellate court decisions “unless convinced by other persuasive data that the highest court of the state would decide otherwise.” We may also refer to rules in other states that Texas courts might consider.

---


208. See Brillhart v. Excess Ins. Co. of America, 316 U.S. 491, 494 (1942) (stressing that the district court had no obligation to exercise its jurisdiction although it had jurisdiction under the Federal Declaratory Judgments Act).


210. Id.

211. See Erie R.R. Co. v. Tompkins, 304 U.S. 64, 77-78 (1938) (requiring federal courts to apply state supreme courts’ rulings, laws or declarations when determining questions of state law).


214. 302 F.3d 552, 558 (5th Cir. 2002).

215. Id. (emphasis added) (citing Erie R. Co. v. Tompkins, 304 U.S. 64, 79-80 (1938)); Barfield v. Madison County, Miss., 212 F.3d 269, 271-72 (5th Cir. 2000); United Parcel Service, Inc. v. Weben Indus., Inc., 794 F.2d 1005, 1008 (5th Cir. 1986); First Nat’l Bank of Durant v. Trans Terra Corp., 142 F.3d 802, 809 (5th Cir. 1998); and Hill v. Londin, Stetchen, & Kirkwood, Inc., 906 F.2d 204, 207 (5th Cir.1990)).
Briefly put, although district courts have broad discretionary power under the FDJA, a keen appreciation of federalism requires district courts to determine (1) whether deciding the controversy would promote or undermine state courts’ comity interests—applying state laws, adjudicating claims and rendering final judgments, (2) whether state or federal courts would resolve a dispute more efficiently, (3) whether overlapping questions of fact or law are present—triggering unnecessarily both state and federal courts’ adjudicating the dispute, and (4) whether a plaintiff’s litigating a claim in federal court is merely forum shopping or procedural fencing. Undeniably, federal appellate courts have sufficient power to review district courts’ declaratory judgments—looking for lower courts’ abuse of discretion or failure to deliver practical and judicious decisions.

C. INSURANCE CONTRACTS AND CONFLICTING DOCTRINES OF INTERPRETATION

A prominent member of the American Law Institute (“ALI”) underscored a provable historical truth: “Liability insurance is an [interaction] between tort and contract law.” In fact, a close scrutiny of this Article’s title provides support for the ALI jurist’s observation. Furthermore, when interpreting liability insurance contracts, state and federal courts may apply “basic contract-doctrines of interpretation,” “insurance-specific doctrines of interpretation,” or a combination of various legal and equitable doctrines. Still, viewed from insurers’ perspectives, a major problem exists: traditional and cyber-liability insurers sell the same contract in several states, while doctrines of contract interpretation can “vary from jurisdiction to jurisdiction.”

Thus, in declaratory judgment trials, liability insurers have a long history of encouraging courts to apply “insurance specific,” as well as common-law doctrines when interpreting contractual rights and obligations.

---


219. Id. (“The [ALI] has been working on a liability insurance Restatement since 2010. The draft… cover[s] a range of liability insurance law topics… [One chapter] addresses the special application of… basic contract-law doctrines of interpretation… in an insurance-law context… [Another chapter] addresses insurance-law doctrines relating to duties of insurers and insureds in the management of potential insured liability actions.”).

220. Id. See also Willy E. Rice, CONTRACT LAW—PRACTICE, INTERPRETATION, AND ENFORCEMENT 74-86, 105-10, 121-33 (Jamie Giganti et al. eds., 1st ed. 2014) (disclosing the numerous and competing legal doctrines that state and federal courts employ to create, interpret and enforce contracts under the common law.).

221. Tourial, supra note 218 (“[Prominent jurists adopted new] guidelines for liability insurance case law after [facing] strong opposition from the insurance industry… The American Law Institute approved the Restatement of the Law for Liability Insurance in 2018… [Opponents argued that ALI’s proposals are too sweeping and could] undermined insurance contracts… The American Insurance Association accused the ALI of using the liability insurance Restatement as ‘a reform document’ rather than as a summation of [current] insurance liability laws.”).
Depending on the jurisdiction, courts might employ one or a combination of the following principles: adhesion doctrine, ambiguity doctrine, reasonable expectation doctrine, plain meaning rule, and traditional rules of contract construction and interpretation.\textsuperscript{222}

Typically, the formation of an adhesion contract occurs when 1) a powerful or more sophisticated party fashion a one-sided and/or standardized agreement, and 2) a less powerful party may only accept or reject the contract.\textsuperscript{223} Simply put, standard insurance contracts are contracts of adhesion—requiring “special rules of interpretation.”\textsuperscript{224} Consequently, to promote the purposes of insurance, the adhesion doctrine requires courts to construe liberally the terms of, say, a standard cyber-insurance contract in favor of the insured.\textsuperscript{225}

Second, for the most part, courts interpret insurance contracts like any other business contract.\textsuperscript{226} But, when interpreting a standardized liability insurance contract, courts apply a slightly variant rule, if arguably ambiguous terms are present.\textsuperscript{227} In theory, courts must interpret ambiguous insurance terms in favor of insureds.\textsuperscript{228} Similarly, theoretically, and under the doctrine of reasonable expectation, words and phrases in a cyber- or traditional liability insurance contract must be construed to satisfy the reasonable expectations of insureds.\textsuperscript{229}

On the other hand, absent ambiguous language, standardized liability insurance contracts must be construed according to their “plain and ordinary meaning.”\textsuperscript{230} Furthermore, under traditional common-law rules of contract construction and interpretation, cyber-liability and all liability insurance contracts must be construed to satisfy the parties’ intent and mutual understanding at the time when the contract was formed and executed.\textsuperscript{231}

These are not bright-line or ironclad doctrines. For example, in \textit{Forbeau v. Aetna Life Insurance},\textsuperscript{232} the Texas Supreme Court declared, as a matter of law, that “every conflicting interpretation of an insurance contracts is not an ambiguity.”\textsuperscript{233} However, in \textit{Ritchie v. Allied Property & Casualty Insurance Company},\textsuperscript{234} the Missouri Supreme Court embraced contrary views: 1) courts

\textsuperscript{222} See Rice, \textit{supra} note 213, at 855 nn.278-80 (discussing the five doctrines that courts apply to interpret and construe insurance contracts).

\textsuperscript{223} See Rodgers v. Tecumseh Bank, 756 P.2d 1223, 1226 (Okla. 1988).


\textsuperscript{227} Id. at 116 n.9.


\textsuperscript{230} See, e.g., Masters v. Celina Mut. Ins. Co., 224 A.2d 774, 776 (Pa. Super. Ct. 1966) (reaffirming that provisions in an insurance contract must be read together and construed according to the plain meaning of the words —to avoid ambiguity and to ensure that each provisions’ purpose is achieved).


\textsuperscript{232} Forbeau v. Aetna Life Ins., 876 S.W.2d 132 (Tex. 1994).

\textsuperscript{233} Id. at 134.

\textsuperscript{234} 307 S.W.3d 132, 135 (Mo. 2009) (en banc).
must resolve ambiguities in favor of insureds; and, 2) contractual words and phrases are ambiguous, if they lend themselves to more than one reasonable interpretation. Arguably, state supreme courts’ propensity to fashion contradictory, competing or varying “doctrines of ambiguity” has created a major problem for insured professionals and businesspersons: both state and federal courts are significantly more likely to deliver fairly unpredictable and inconsistent decisions in declaratory judgment trials when interpreting duty-to-defend provisions in both cyber-insurance and traditional-insurance contracts.

IV. CYBER-TECHNOLOGY TORTS, THIRD-PARTY COMPLAINANTS, AND INSURERS’ AMBIGUOUS LEGAL DEFENSE OBLIGATIONS UNDER TRADITIONAL AND CYBER-LIABILITY INSURANCE CONTRACTS

The term “technology” appears numerous times in this presentation. And, although a universal definition does not exist, most jurists would embrace a narrow meaning: technology is knowledge that persons amass and apply, creating “tools,” and ever learning how to employ “tools” efficiently and effectively. Certainly, “tools” can be tangible or intangible, comprising simple stone-age tools, less-simple bronze- and iron-age tools, more sophisticated twentieth-century biochemical-physical tools, and today’s cyber-technologies. Even more relevant, both supposedly primitive and highly sophisticated technologies can produce, and have produced, property damage, personal injuries and legal actions—“sounding in contract,” “sounding in tort,” and “sounding under both contract and tort principles.”

To illustrate how apparently unsophisticated technology can generate tort-based claims, consider the facts in several classic tort cases—which are required readings for many first-year law students. First, in Weaver v. Ward, McGuire v. Almy, and I de S et ux. v. W de S the defendants committed...
intentional torts by using professedly simple technologies—"a powder-
charged musket,"244 "a low-boy leg,"245 and "a hatchet,"246 respectively. In
each case, a judge or jury established tort liability by applying the common
law. More importantly, in Weaver, McGuire and I de S, the specific character-
istics, or sophistication, of those applied technologies had no bearing on the dis-
positions of the controversies.247

But, consider the dispositions of the personal-injury and property-dam-
age claims in three additional law-school and classic-tort cases—Katko v.
Briney,248 Vaughan v. Menlove,249 and Lubitz v. Wells.250 In Katko, Edward and
Bertha Briney owned an old and uninhabited farmhouse in Iowa.251 To deter
or stop trespassers from accessing, stealing or using their property, the
Brineys installed a rudimentary residential-security system: they attached
"a 20-gauge spring shotgun" to an iron bed and focused the barrel’s aim on
the bedroom doorknob.252 Without securing the Brineys’ permission, Marvin
Katko accessed and invaded the property.253 He was severely injured and
filed an action for damages.254

Ultimately, the Katko jury awarded $30,000 for actual and punitive
damages. The jury reached that verdict after considering the judge’s instruc-
tions and charges, which focused on both 1) the specific characteristics of the
Brineys’ security technology, and 2) whether settled tort-law principles allow
property owners to employ dangerous property-security technologies. The
jury charges read in pertinent part:

[A property owner] is prohibited from setting ‘spring guns’ and [similar]
dangerous devices which [are] likely take life or inflict great bodily injury. . . .

244. Weaver v. Ward, 80 Eng. Rep. 284 (K.B. 1616) (Weaver and Ward were members of a trained
band. And while they were “skirmishing” in a military exercise with powder charged muskets, Weaver
was injured. Ultimately, Weaver commenced trespass actions—assault and battery—against Ward and
he was liable.). See VICTOR E. SCHWARTZ ET AL., PROSSER, WADE AND SCHWARTZ’S TORTS: CASES

245. McGuire, 8 N.E.2d at 761 (Almy and McGuire were “insane patient” and nurse, respectively.
Almy disassembled some furniture and hit McGuire on the head—using the leg of a low-boy. McGuire
filed an assault and battery lawsuit against the patient.). See also SCHWARTZ ET AL., supra note 244 (pre-
senting the entire case); and Law: Boy®, SIZEWISE, https://sizewise.com/products/bed-frames/low-
boy [https://perma.cc/BDG6-WQGL] (“As the industry’s first bariatric low bed…, Low Boy® allows
patients to enter or exit comfortably and safely by providing unlimited height adjustments… It will
transport in any high/low position to assist in reducing the risk of caregiver injury. . . .”)

irate customer’s using a hatchet to commit an assault against a tavern-keeper’s wife—who sued success-
fully); and SCHWARTZ ET AL., supra note 244 (presenting the entire case).

247. See supra notes 244-46 (A review of the cited materials will verify that the Weaver, McGuire and I
de S courts did not consider the tortfeasors’ technology when deciding whether to impose liability).

perma.cc/24IN-SV48].

LAW SCHOOL CASE BRIEFS (Oct. 10, 2014), http://www.lawschoolcasebriefs.net/2014/10/vaughan-v-
menlove-case-brief-summary.html [https://perma.cc/Y34P-CL92].

perma.cc/K24H-LX92].

251. Katko, 183 N.W.2d at 658.
252. Id.
253. Id.
254. Id.
[A property owner may only install] a ‘spring gun’ or a [similar] dangerous device . . . when [a trespasser is committing violence] or a felony punishable by death, or [when a trespasser is] endangering human life.255

In Vaughan, Menlove was a farmer and Vaughan was his neighbor. Menlove applied incorrectly a supposedly simple technology—the art of stacking hay.256 Ignoring Vaughan’s incessant warnings of a spontaneous combustion, Menlove stacked moist hay in a negligent manner.257 In the course of events, the hay burst into flames, and the spreading fire consumed Vaughan’s cottages.258 The neighbor filed a negligence action.259

The jury concluded that Menlove was liable for the consequences of the hayrick fire.260 To reach the verdict, the Vaughan judge also instructed a jury to weigh the specific characteristic of the applied technology that produced the property damaged. Unquestionably, before entering the judgment, the court acknowledged: Menlove made an honest mistake, because he did not possess “the highest order of intelligence.”261 Still, embracing the jury’s verdict, the court focused on the actual and potential risks associated with the applied technology and stressed: among “objectively reasonable people” who understand hay-stacking techniques, it is well known that improperly stacked hay will ferment, explode and cause a fire.262

Finally, in Lubitz, Judith Lubitz and James Wells, Jr. were nine and eleven-years-old, respectively.263 They were childhood friends. James junior’s father—James Wells, Sr.—owned a golf club. On one fateful day, the father left the golf club lying on the ground in his backyard.264

Swinging the golf club at a stone lying on the ground, James junior struck Judith on her jaw and chin.265 A negligence cause of action was filed against the father and son—asserting that 1) junior negligently failed to warn Judith of his intention to swing the club, and 2) the father was vicariously liable for failing to remove the golf club from the backyard.266

255. Id. at 659.
258. Id. at 490-91.
259. Id.
260. Id.
261. Id.
262. Id. at 491. Cf. Alvin-Smith, supra note 256 (“Always stack hay with the cut side down… [S]trong lines [should] always be on the side of the bale when you look at the stack… Hay should be stacked in a crisscross manner— one layer in one direction and the next layer the other direction… [I]t should not be] packed too tightly… Never store hay directly on concrete or the ground… [I]t will pull up moisture… [Use] a tarpaulin cover for the floor… [If your haystack is] building excessive heat, call the fire department immediately… [I]t may spontaneously combust with the introduction of fresh oxygen… Every year thousands of barns burn down just because of poor hay handling practices.”).
264. Id.
265. Id.
266. Id. at 323.
The Lubitz court, however, refused to embrace young Judith’s theory of liability. Rather than considering and applying only settled principles of tort law, the court focused almost exclusively on the purpose and characteristics of the technology—golf clubs. In the end, the judge declared: 1) it would be nonsensical to conclude that a golf club is “obviously and intrinsically dangerous,” and, 2) it would also be totally nonsensical to conclude that the father was negligent for leaving the golf club on the ground.

Undeniably, tortfeasors employ various technologies to destroy property and cause personal injuries. And, in some trials, judges and juries have weighed a combination of factors to determine whether defendants were liable for committing intentional and negligence-based torts. To summarize, those factors are 1) whether plaintiffs proved their theories of recovery, 2) whether defendants used an “inherently dangerous” or an otherwise harmless instrument, tool or technology to damage property interests or intentional torts, and 3) whether defendants’ allegedly negligent use or failure to use a certain tool or technology caused property damage or personal injuries.

Therefore, in light of these observations, a highly related question seeks an answer: in declaratory judgment trials, and when determining whether traditional and cyber-liability insurers have a contractual duty to defend insureds, are judges more likely to weigh the characteristics and sophistication of the technologies that generated the cyber-technology torts? Or, are state and federal courts more likely to apply various doctrines of contract construction when fashioning and issuing duty-to-defend declarations? In this part of the article, these questions are addressed.

A. CONFLICTING JUDICIAL DECLARATIONS: WHETHER TRADITIONAL LIABILITY INSURERS MUST DEFEND INSUREDS AGAINST NEGLIGENCE-BASED CYBER-TECHNOLOGY TORTS

As discussed earlier, insurers voluntarily insert duty-to-defend clauses into traditional as well as into evolving cyber-insurance contracts. The general rule is fairly clear: if the language in a liability insurance agreement reasonably describes an allegation in a third-party complaint, the insurer has a duty to defend. Certainly, some supreme courts have constructed slight variations of the general rule: 1) the duty to defend arises if the underlying allegation falls potentially within the insuring agreement; 2) the duty to defend arises if there is a mere possibility of the liability insurance contract covering the third-party claim; and, 3) an insurer has a duty to defend if a fairly

267. Id.
268. Id.
269. Id.
270. Fire Ins. Exchange v. Estate of Therkelsen, 27 P.3d 555, 560 (Utah 2001) (“Throughout the United States, ‘as a general rule, an insurer’s duty to defend is determined by comparing the language of the insurance policy with the allegations in the complaint’” (citing 14 LEE R. RUSS & THOMAS F. SEGALLA, COUCH ON INSURANCE § 200:18 (3d ed. 1999))); Penn–America Ins. Co. v. Disabled American Veterans, 268 Ga. 564, 565 (1997) (reaffirming that, as a general rule, the duty to defend is determined by comparing the insurance contract and the allegations against the insured in the complaint).
debateable dispute occurs about whether the contract covers a third-party claim.\(^{273}\)

However, a cursory search of online legal-research databases reveals: third-party complainants typically file multiple-claims or mixed theories of recovery against insureds.\(^{274}\) Therefore, assume: a third party files a multiple-claims lawsuit against an insured business entity. Also assume: the third party’s negligence-based and cyber-related claims are probably covered under the insured’s insurance contract; however, various federal and statutory claims are probably excluded. Now, consider the question: are traditional liability insurers excused from defending the business entity against the cyber-technology claim, since the third-party complaint contains both covered cyber-tort claims and excluded federal-statutory claims?

To help answer this question, ponder the duty-to-defend controversies and conflicting declaratory judgments in two noteworthy cyber-technology cases. First, in Abrams, Fensterman, Eisman, Greenberg, Formato & Einiger, LLP (“Abrams Firm”) v. Underwriters at Lloyd’s, London,\(^{275}\) the material facts are undisputed. Scott and Roselee Morrell were married. Arguably, Scott was a sophisticated investor.\(^{276}\) He had a long history of taking risks and investing relatively large sums of money in various ventures.\(^{277}\) Attorneys Abrams and Fensterman were partners in the Abrams Firm.\(^{278}\) Like numerous law partners and associates across America,\(^{279}\) Abrams and Fensterman owned and operated auxiliary businesses—MZ Consulting Company, LLC, MZ National, LLC, and the Golden Goslings, Inc.\(^{280}\) Ultimately, these entities merged into MyZiva, Inc.—a business entity which was totally separated from the attorneys’ law practice.\(^{281}\)

MyZiva was a cyber-technology company: it sold Internet-based products and information to professionals who were affiliated with the nursing


\(^{274}\) The following query was executed on Westlaw: (“DUTY TO DEFEND” /S CLAIMS THEORIES /P INSURANCE INSURER!). More than 10,000 cases were retrieved—in which the underlying third-party complaints contained multiple claims and theories of recovery.


\(^{276}\) See Def.’s Rule 56.1 Statement of Undisputed Material Facts in Support of Its Mot. Summ. J. ¶¶ 61, 84, 92, Abrams, Fensterman, Eisman, Greenberg, Formato & Einiger, LLP v. Underwriters at Lloyd’s of London, No. CV 11 0665, 2012 WL 11852481 (E.D.N.Y. Aug. 10, 2012) [hereinafter Lloyd’s Underwriter’s Statement of Undisputed Material Facts] (“Morrell instructed his bank to wire $500,000 [to the Abrams Firm]… [O]n or about August 13, 2008, Morrell executed a Subscription Agreement whereby he applied to purchase a $500,000 Investor Membership Interest in AGIC… [O]n December 6, 2008, Attorney Fensterman sent an e-mail to Morrell stating that AGIC signed a deal with Aetna Insurance Company, [received] a letter of intent to from the Dubai Health Care Ministry, and was awarded a deal under which AGIC would insure one million families and generate approximately $7 million to $8 million per year.”).

\(^{277}\) Id.

\(^{278}\) Id. ¶ 1.

\(^{279}\) See Helen Hierisch, When Wearing Two Hats May Get You Burned, OR. ST. B. BULL., Dec. 2010, at 9 (“It is becoming more common to see lawyers who are also real estate brokers, mortgage brokers, financial planners, fiduciaries, psychologists, mediators and arbitrator… [M]ore and more lawyers seem to be supplementing their law practices with some other professional practice.”).

\(^{280}\) Lloyd’s Underwriter’s Statement of Undisputed Material Facts, supra note 276, ¶¶ 166-173.

\(^{281}\) Lloyd’s Underwriter’s Statement of Undisputed Material Facts, supra note 276, ¶¶ 166-173.
home industry. Allegedly, after weighing Attorney Fensterman’s representations and legal advice, Scott loaned $400,000 to MyZiva. Additionally, he invested $100,000 in the cyber-tech company and received a 5% ownership interest. Roselee also invested $100,000 in MyZiva. Even more pertinent, the Morrells received copies of various agreements—which “memorialized the terms and conditions” of the loan and investments.

Approximately eight years after the parties executed the agreements, the cyber-technology entity experienced financial distress and was unable to repay the $400,000 loan. In response, the Morrells sued the Abrams Firm and the two law partners in a New York state court (“Morell suit”). The mixed- and multiple-claims complaint comprised several theories of liability: 1) breach of contract, 2) unjust enrichment, 3) breach of fiduciary duty, 4) legal malpractice, and 5) fraudulent inducement.

Within the legal profession, it is general knowledge that attorneys purchase liability insurance and pay insurers for accepting the risks and the costs of defending law partners and associates solely against negligence-based claims. Therefore, before the financial dispute occurred, the Abrams Firm purchased a traditional professional liability insurance contract from Underwriters at Lloyd’s of London. The insuring agreement read in relevant part:

**COVERAGE:** [We agree to pay damages and expenses] which the insured shall become legally obligated to pay because of any claim or claims . . . arising out of any act, error or omission of the insured in rendering or failing to render professional services for others in the insured’s capacity as a lawyer.

**DEFENSE:** The Underwriters shall have the right and duty to defend, . . . any claim against the insured . . ., even if any of the allegations of the claim are groundless, false or fraudulent . . .

The Abrams Firm sent a timely demand letter to the Underwriters, providing details of the underlying Morrell suit, and demanding a legal defense. Citing an exclusion in the insurance contract, the Underwriters

282. Abrams, 918 F. Supp. 2d at 118.
284. Lloyd’s Underwriter’s Statement of Undisputed Material Facts, supra note 276 ¶ 187-188.
286. Lloyd’s Underwriter’s Statement of Undisputed Material Facts, supra note 276 ¶ 192.
287. Lloyd’s Underwriter’s Statement of Undisputed Material Facts, supra note 276 ¶ 164-165.
288. Lloyd’s Underwriter’s Statement of Undisputed Material Facts, supra note 276 ¶ 164-165.
291. Lloyd’s Underwriter’s Statement of Undisputed Material Facts, supra note 276, ¶ 8 (emphasis added).
292. Lloyd’s Underwriter’s Statement of Undisputed Material Facts, supra note 276, ¶ 8 (emphasis added).
refused to defend. Responding to the rejection, the Abrams Firm filed a declaratory judgment action in the Federal District Court for the Eastern District of New York. The litigants filed cross-motions for summary-judgment. The federal district court reviewed the two exclusion clauses, that read:

- [This policy does not cover] any claim arising out of any insured’s activities as a . . . partner, officer, director or employee of . . . [a] corporation, company or business, other than that of the named insured.

- [This agreement] excludes from coverage any claim made . . . in connection with any business enterprise . . . which is owned by any insured . . . . [H]owever, this exclusion only applies to any claims made . . . against any business enterprise in which an insured has an ownership interest equal to or greater than: 1) 5% of the issued and outstanding voting stock of the shares in any business enterprise which is publicly traded; or 2) 10% if the shares in the business enterprise are closely or privately held.

After focusing almost entirely on the exclusion clauses, the federal judge declared that the Underwriters had no obligation defend the Abrams Firm against the Morrell suit. Federal district judges have complete discretion to grant or deny summary-judgment motions or declaratory relief. Still, the Abrams court conducted an arguably curious analysis to reach its conclusion. The federal court focused its attention almost entirely on the attorneys’ ownership interests in the cyber-technology company, applying almost exclusively New Jersey, Minnesota and the First Circuit’s laws, and declaring that the cyber-torts arose from those ownership interests. Viewed from the attorneys’ perspective, the federal court’s analysis and conclusion were fatal, because the underlying cyber-negligence claim was not fully addressed, and the court did not apply New York’s multiple-claims rule strictly. New York’s rules are exceedingly clear and pro-insureds. A liability insurer has a duty to defend if certain conditions are present: 1) a third party filed an underlying mixed-theories or mixed-claims complaint, 2) an insured purchased a liability insurance contract to cover negligence claims, and 3) all underlying third-party claims arose from the “covered events.” In contrast, the Abrams court acknowledged but also refused to apply an equally important New York law: the duty to defend arises whenever allegations in an underlying lawsuit fall within the scope of the risks insured against—even if the allegations are false or groundless.

---
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third-party complaint also contains some allegations which are barred under the insurance policy’s exclusion clauses is wholly immaterial.304

Now, consider the cyber-tort claims and duty-to-defend dispute in Governo v. Allied World Insurance Company.305 David Governo founded the Governo Law Firm (“GLFirm”)—a boutique entity that litigates asbestos and toxic-tort disputes.306 Approximately sixteen years after the firm’s formation, a group of David’s law partners tried to purchase GLFirm and its assets.307 Governo—the managing partner—refused to sell.308 In the course of events, the dissatisfied partners left GLFirm and formed a competing firm—CMBG3 Law, LLC (“CMFirm”).309

David accused the departing attorneys of taking GLFirm’s tangible and intangible property—proprietary and case-management databases, clients’ electronic records, laptop computers, and iPads.310 The CMFirm attorneys refused to return the property; therefore, GLFirm filed a lawsuit in a Massachusetts superior court (the “GLFirm suit”).311 GLFirm’s complaint identified eight defendants—the CMFirm and seven attorneys who left the GLFirm.312 Several theories of recovery and mixed claims appeared in GLFirm’s cyber-torts complaint: 1) conversion, 2) misappropriation of trade secrets, 3) breach of loyalty, 4) tortious interference with contractual and advantageous relations, 4) civil conspiracy, and 5) unfair and deceptive trade practices.313

Responding to the GLFirm’s cyber-torts lawsuit, CMFirm and the departing attorneys filed a third-party, cyber-tort lawsuit against Governo and GLFirm (“CMFirm suit”).314 In the second underlying complaint, CMFirm included a declaratory-judgment action—asking the court to declare whether GLFirm or CMFirm owned the disputed tangible and intangible legal-practice technologies.315 Also, in the CMFirm suit, the departing attorneys sued Governo and GLFirm for allegedly interfering with the departing attorneys’ contractual business relationships, and failing to transfer and release certain clients’ paper and electronic files.316

Before the underlying lawsuits commenced, GLFirm purchased a lawyers’ professional liability insurance contract from Allied World Insurance Company.317 Thus, Governo contacted the insurer—demanding a legal defend against the underlying CMFirm suit.318 After Allied World rejected the
demand, Governo filed a declaratory-judgment action in federal court.319 Before the District Court for the District of Massachusetts, Governo encouraged the federal judge to declare that Allied World had a duty to defend GLFirm and himself.320

To begin its analysis, the Massachusetts district court examined the coverage provision in the professional liability insurance contract. In pertinent part, the contract read:

INSURING AGREEMENT: [Allied World has] the right and duty to defend any claim seeking damages that are covered by this policy and made against the insured . . . . The insurer will pay on behalf of an insured . . . all amounts . . . that an insured becomes legally obligated to pay as damages and claim expenses because of a claim arising out of any of the following wrongful acts by an insured first made during the policy period or any extended reporting period: A) legal services wrongful act, B) privacy wrongful act, and C) network-security wrongful act.321

Even more significantly and unlike the federal district court in Abrams, the Governo court embraced squarely the Erie doctrine—judiciously examining, discussing and applying a state’s duty-to-defend rules.322 In particular, the Governo court acknowledged: business-dispute claims—rather than “wrongful legal-services acts”—arose when David terminated the organizational structure, modified certain attorney-client relationships, changed management procedures, and refused to transfer certain electronic files.323 Still, the district judge concluded that the business-dispute allegations did not preclude Allied World’s obligation to defend GLFirm against CMFirm’s mixed, traditional, cyber-related and tort-based claims.324

To help reach its conclusion, the Governo court applied Massachusetts’ laws: 1) Ambiguous language must be construed against the insurer,325 and 2) an insurance clause is ambiguous only if words and phrases are susceptible to multiple meanings and reasonably intelligent persons disagree about the terms proper definitions.326 Additionally, the federal court cited the Massachusetts Supreme Court’s declaration in Billings v. Commerce Insurance Company327 and reaffirmed:

The duty to defend is . . . based on the [allegations] in the complaint. . . . [F]or the duty of defense to arise, the underlying complaint need only show, through general allegations, a possibility that the liability claim falls within the insurance coverage. There is no requirement that the [allegations] in the complaint [to] specifically and unequivocally [state] a
claim within the coverage.  \footnote{328}{Billings v. Commerce Ins. Co., 936 N.E.2d 408, 414 (Mass. 2010) (emphasis added).}

B. SPLIT JUDICIAL DECLARATIONS: WHETHER TRADITIONAL LIABILITY INSURERS MUST DEFEND INSUREDS AGAINST CYBER-SPECIFIC “PERSONAL AND ADVERTISING INJURY” CLAIMS

Many professionals and businesspersons as well as consumers and insurers do not completely understand the difference between the Internet and “World Wide Web” (the Web).  \footnote{329}{See In re Doubleclick, Inc., Privacy Litig., 154 F. Supp. 2d 497, 501 (S.D.N.Y. 2001).}

Many professionals and businesspersons as well as consumers and insurers do not completely understand the difference between the Internet and “World Wide Web” (the Web). \footnote{329}{See In re Doubleclick, Inc., Privacy Litig., 154 F. Supp. 2d 497, 501 (S.D.N.Y. 2001).} The Internet is the cyber world’s physical infrastructure—comprising network servers, laptop and desktop computers, fiber-optic cables and routers.  \footnote{330}{Doubleclick, 154 F. Supp. 2d at 501.} Stated slightly differently, the Internet is a global network, comprising hundreds of thousands of independent computer networks, personal computers and servers’ sending and receiving digitized information.  \footnote{331}{Id.}

In contrast, the Web comprises intangible digital technologies—“electronic packets” or digital files—which transfer electronic documents, photographs, videos, and audio clips over the Internet.  \footnote{332}{Id.}


Thus, given the accelerated and exponential growth of Web traffic, millions of professional and business entities advertise goods and services on the Web. \footnote{334}{Id.}

Online advertisements appear under different labels—affiliate, contextual, pay-per-click, email, video, content, search-engine-optimization, social-media and network marketing. \footnote{335}{Id.}

To help track or monitor web users’ purchasing and viewing habits, cyberspace advertisers use a “web beacon” application, or install “cookies” technology on users’ smartphones, tablets, laptops and desktop computers. \footnote{336}{Id.}

appear under several broad headings—intentional torts, state and federal intellectual-property-rights violations, and statutory deceptive trade practices violations.


To help defend against cyber-technology claims and legal actions, some businesses and professionals purchase traditional comprehensive general liability ("CGL") insurance contracts, that contain a “personal and advertising injury” provision. Commencing in 1986, CGL insurers began offering so-called “Coverage B” or “personal and advertising injury” coverage. Typically, Coverage B provisions read in relevant part:

We will pay those sums that the insured becomes legally obligated to pay as damages because of personal injury or advertising injury. Advertising injury means injury arising out of one or more of the following offenses:

a) Oral, written, televised or videotaped publication of material that slanders or libels a person or organization or disparages a person’s goods, products or services;

b) Oral, written, televised or videotaped publication of material that violates a person’s right of privacy;

c) Misappropriation of advertising ideas or style of doing business; or

d) Infringement of trademark, copyright, title or slogan.

However, among and between state and federal courts, major disagreements exit over whether the standard clause requires CGL insurers to defend insured professional and business entities against “controversial” advertising-injury claims. For example, some state courts preclude persons from consumers’ personal information as well as intellectual property, copyright or trademark infringement claims.

339. Id. ("Errors in advertising [are] torts like defamation, invasion of privacy, improper use of someone’s advertising idea, or violation of someone else’s advertising idea.").

340. Id. ("Intellectual property includes copyrights, patents, trademarks, service marks, trade dress and trade secrets. Federal law bars the use of this property without the permission of the creator.").

341. Id. ("[A]n online ad might violate federal fair trade laws [and states’ deceptive trade practices statutes]… [T]hese laws are designed to protect the public from [businesses’] unfair, deceptive or fraudulent practices…").


343. Bryan et al., supra note 342.


345. See and compare the cases and parenthetical statements in infra notes 346 and 349.
insuring against the adverse consequences of their intentional torts.346 Yet, those same courts interpret the “personal injury” provision liberally, and force CGL insurers to defend insureds against third-party intentional-tort claims.347 Similarly, several state courts enforce Coverage-B “personal and advertising injury” clauses, and compel CGL underwriters to defend against its insureds’ against defamation—an intentional tort.349

Additionally, federal courts are seriously divided over whether an unsolicited fax advertisement is an advertising injury under a CGL insurance contract.350 The Fourth and Seventh Circuits have declared: a “personal and advertising injury” clause does not cover claims arising from insureds’ unsolicited “junk advertising faxes.”351 A majority of federal courts, however, embrace a different position; privacy includes the right to be left alone— freeing from the invasion of unsolicited facsimiles.352 Therefore, construing


347. See, e.g., Waffle House, Inc. v. Travellers Indem. Co. of Ill., 114 S.W.3d 601, 612 (Tex. Ct. App. 2004) (concluding that CGL insurer had a duty to defend the insured against a former employee’s defamation and tortious interference with contractual relationship claims); Barnett v. Fireman’s Fund Ins. Co., 108 Cal.Rptr.2d 657, 664 (Cal. Ct. App. 2001) (declaring that CGL insurer had a duty to defend against defamation claims); McCormack Baron Mgmt. Serv., Inc. v. Am. Guarantee & Liab. Ins. Co., 989 S.W.2d 168, 171 (Mo. 1999) (finding that the CGL insurance policy required the insurer to defend the insured against a tortious interference with contractual relationship claim); Maine State Academy of Hair Design, Inc. v. Commercial Union Ins. Co., 699 A.2d 1153, 1159 (Me. 1997) (concluding the CGL policy provided “personal injury” coverage, which required the insurer to defend employee against employer’s sexual-harassment and invasion of privacy claims); 12th Street Gym, Inc. v. Gen. Star Indem. Co., 93 F.3d 1158, 1163 (3d Cir. 1996) (declaring that the CGL policy provided “personal injury” coverage and requiring the insurer to defend the insured against the gym patron’s invasion of privacy, civil conspiracy, defamation and intentional/negligent infliction of emotional distress claims).

348. See, e.g., 407 F.3d 631, 640 (4th Cir. 2005) (declaring that an insured’s sending unsolicited fax advertisements was not covered under the insurance policies’ advertising injury provisions); Am. States Ins. Co. v. Capital Assoc’s. of Jackson County, Inc., 392 F.3d 939, 943 (7th Cir. 2004) (declaring that the CGL insurer did not have a duty to defend the insured because advertising injury provisions do not cover the normal consequences of “junk advertising faxes”).

350. See Park University Enterprises, Inc. v. Am. Casualty Co. of Reading, Pennsylvania, 314 F.Supp.2d 1094, 1109 (D. Kan. 2004) (insurer had a duty to defend under the policy’s advertising injury provision, because transmitting an unwanted fax constitutes an intrusion on seclusion and a violation of one’s right of privacy); Hooters of Augusta, Inc. v. Am. Glob. Ins. Co., 272 F.Supp.2d 1365, 1373 (S.D. Ga. 2003) (declaring that insured’s sending unsolicited facsimiles to businesses violated the Act and was an advertising injury under the coverage provision); Western Protectors Ins. Co. v. Gulf Ins. Co., 269 F.Supp.2d 836, 846-47 (N.D. Tex. 2003), aff’d, 96 Fed. Appx. 960 (5th Cir. 2004) (declaring that faxing an unwanted advertisement may constitute a written publication); Prime TV, LLC. v. Travellers Ins. Co., 223 F.Supp.2d 744, 753 (M.D.N.C. 2002) (concluding that the insured’s faxing allegedly unsolicited advertisements was an advertising injury within meaning of policy). See also TIG Ins. Co. v. Dallas Basketball,
“advertising injury” clauses in favor of insureds, most federal courts force CGL insurers to provide a legal defense when allegedly unsolicited faxes violate third parties’ right to privacy.353


As discussed earlier, many courts apply the reasonable expectation doctrine when interpreting insurance contracts.354 To satisfy insureds’ reasonable and bargained-for-exchange expectations, state and federal courts are more likely to construe controversial insurance provisions in favor of insureds.355 The common-law illusory coverage doctrine is closely related to the reasonable expectation doctrine.356 In fact, courts fashioned the doctrine of illusory coverage to protect the reasonable expectations of insureds.357

Generally, insurance coverage is illusory when an insured purchases insurance, pays sufficient consideration to cover certain risks, and discovers unexpectedly 1) a purportedly “deceptively constructed” exclusion clause bars the very “risks insured against” or, 2) the exclusion precluded any reasonable expectation of coverage.358 Stated slightly differently, illusory insurance coverage arises when insuring terms provide extremely minimal coverage, and “no realistic coverage” for specific groups of injured persons.359 The general rule is clear: an illusory-coverage clause violates public policy.360 And, the violation prevents courts from enforcing any deceptively fashioned exclusion or limitation clause in an insurance contract.361

Cyberspace advertisers are increasingly raising the question: does a standard CGL “personal and advertising injury” provision create merely an “illusion of coverage” for enumerated risks, when an accompanying exclusion clause bars coverage for the very same risks.362 However, research reveals that courts apply conflicting legal standards when addressing the
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356. See Western Reserve Mut. Cas. Co. v. Holland, 666 N.E.2d 966, 968 (Ind. Ct. App. 1996) (reaffirming that public policy disfavors illusory coverage and courts will enforce a provision to satisfy an insured’s reasonable expectation); Monticello Ins. Co. v. Mike’s Speedway Lounge, 949 F. Supp. 694, 702 (S.D. Ind. 1996) (“[A]n insurance policy that provides only illusory coverage will be enforced… to [support] the reasonable expectation of the insured.”).
360. See, e.g., Fid. & Guar. Ins. Underwriters, 25 F.3d at 490; Landis v. Am. Interinsurance Exch., 542 N.E.2d 1351, 1354 (Ind. Ct. App. 1989) (declaring that the coverage provision provided illusory coverage and interpreting the language to satisfy the reasonable expectations of the insured).
362. See infra notes 360-400 and accompanying discussion.
question. Some courts declare that insurance coverage is illusory when an exclusion clause only contradicts a “personal and advertising injury” coverage provision. Other courts embrace a different standard: insurance coverage is illusory if an exclusion clause bars completely the possibility of any coverage under the insuring clause.

Again, professionals and businesspersons are increasingly using the Web and social media to advertise goods and services. Thus, those entrepreneurs are encouraged to act prudently, and only purchase cyber-insurance contracts that promise to unequivocally defend insureds against cyber-technology torts. But, cyberspace advertisers should be aware that complex coverage issues and competing rules influence whether cyber insurers must defend insureds against “personal and advertising injury” claims. To underscore cyberspace advertisers’ serious legal challenges, and the unpredictability of courts’ duty-to-defend rulings, consider the plight of several web-based advertisers in two timely and highly instructive decisions.

In Princeton Express v. DM Ventures USA LLC, the cyberspace advertiser is DM Ventures USA, LLC (“DLLC”). DLLC’s principal place of business as well as its ventures—restaurants and entertainment venues—are located in Palm Beach County, Florida. To promote its businesses, DLLC used websites, social media and other forms of advertisements. In 2015, DLLC “published” several professional models’ photographs on various DLLC’s websites and shared the images on social media. The professionals did not

363. See and compare the cases and parenthetical statements in infra notes 364 and 365.
366. See infra notes 2-4 and accompanying text.
367. See, e.g., Press Release, Verisk, ISO Introduces Cyber Risk Program to Help Cover $7 Trillion E-Commerce Market (Jan. 11, 2005), https://www.verisk.com/archived/2005/iso-introduces-cyber-risk-program-to-help-cover-7-trillion-e-commerce-market/ [https://perma.cc/LWG5-UD3E] (“[Insurance Services Office Inc. (ISO)] has introduced a new line of insurance to cover cyber risk. ...ISO’s Internet Liability And Network Protection Policy... [covers] website publishing liability, ... network security liability... replacement or restoration of electronic data, cyber extortion... and coverage for loss of business income or extra expenses incurred as a result of an extortion threat or e-commerce incident... Under the liability insuring agreements, the insurer has a duty to defend its policyholders in litigation. Defense expenses are payable within the limits of the policy.”).
368. See infra notes 349-397, 429-434 and accompanying text.
give their consent. 374 Apparently DLLC and the complainants were strangers. The models resided approximately 2,775 miles away in Orange, Los Angeles and Santa Barbara Counties, California.375

In late August 2015, the complainants filed a lawsuit (“Underlying suit”), raising multiple common law and statutory causes of action: 1) civil theft, 2) defamation, 3) conversion and misappropriation, 4) invasion of privacy, 5) fraudulent misrepresentation and misappropriation, 6) direct and vicarious-liability negligence, 7) an action under the federal Trademark-Lanham Act, 8) an action under Florida’s trade and commerce statute—alleging that DLLC misappropriated the models’ name or likeness, 9) an action under Florida Deceptive and Unfair Trade Practices Act, and 10) an unfair-trade-competition action.376

Princeton Express and Surplus Lines Insurance Company (“Princeton Express”) insured DLLC’s ventures under multiple commercial general liability (“CGL”) insurance contracts.377 Upon learning about the Underlying suit, Princeton filed a federal declaratory judgment action in the Southern District Court for Florida.378 Princeton asserted that it had no obligation to defend DLLC against the “advertising injury” claims in the Underlying lawsuit.379

The controversial traditional CGL contract comprised several coverage provisions. However, DLLC sought relief under the widely marketed and standardized “Coverage B” provision.380 It read: “We will pay those sums that the insured becomes legally obligated to pay as damages because of ‘personal and advertising injury’. . . . We will have the. . . duty to defend the insured against any ‘suit’ seeking those damages.”381 The CGL defined “personal and advertising injury” as an injury which arises from certain offenses: . . .

d) [A] written publication. . . that slanders or libels a person or organization;

e) [A] written publication . . . that violates a person’s right of privacy;

f) The use of another’s advertising idea in your “advertisement”; or

g) Infringing upon another’s copyright, trade dress or slogan in your “advertisement”. 382

The insuring agreement in Princeton also read: “‘Advertisement’ means a notice that is . . . published . . . about your. . . products or services for the purpose of attracting customers. . . . [Notices also] include material placed on the Internet or on similar electronic means of communication. . . . Regarding websites, only that part of a website that [discusses] your goods. . . or services [to attract] customers. . . is considered an advertisement.”383
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378. Id. at 1255.
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Significantly, when DLLC received a copy of the CGL agreement, a “general policy changes” endorsement was attached. More importantly, an extraordinarily broad, and, apparently, never-before-disclosed “field of entertainment exclusion” clause was in the endorsement:

This insurance does not apply to any... “suit” for damages... arising out of... any:

a) Actual or alleged... intellectual property infringement [of]... copyright, patent, trade dress, trade secrets, trade name, trademark or service mark;
b) Actual or alleged invasion of privacy;
c) Actual or alleged libel, slander, or any form of defamation; [or],
d) Actual or alleged unauthorized use of [names, ideas, characters]... or other material.

Significantly, DLLC and Princeton agreed on two points: 1) the exclusion precluded all remedies for any injury appearing in the Coverage-B “personal and advertising injury” section, and, 2) The exclusion-clause language directly contradicted the language in the advertising-injury coverage clause. But Princeton insisted: the “field of entertainment exclusion” appeared in an endorsement; therefore, the exclusion language was superior to the terms in the contract — precluding any alleged duty to defend. In response, DLLM stressed that the unduly broad exclusion clause effectively made any ostensibly advertising-injury coverage illusory.

To begin its analysis, the federal judge found several probative facts: the Coverage-B clause unambiguously covered an “advertising injury.” The “field of entertainment exclusion” did not preclude coverage just for some types or classes of “advertising injuries.” Instead, the exclusion barred coverage for all types of “advertising injuries.” And, the CGL exclusion clause completely contradicted the coverage provision.

The federal district court weighed several relevant principles which govern the interpretation of insurance contracts in Florida:

1. An ambiguous exclusion provision must be construed in favor of the insured;
2. An insuring agreement is not ambiguous, if an exclusion clause modifies or limits the scope of coverage;
3. Insurance coverage is illusory when limitations or
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exclusions completely contradict the terms in a coverage provision;\textsuperscript{397} and 4) To determine whether an insurer has a duty to defend, a court must compare the allegations in an underlying complaint with the terms in the insurance contract.\textsuperscript{398} Ultimately, the district court applied the illusory coverage doctrine, and declared that Princeton had a duty to defend DLLM against the Underlying lawsuit.\textsuperscript{399} And, the court reached that decision, because enforcing the exclusion clause would have made coverage for an “advertising injury” illusory under Florida’s law.\textsuperscript{400}

Now, consider a fairly similar dispute, but a contrary declaration in Secard Pools, Inc. v. Kinsale Insurance Company\textsuperscript{401}—which was decided one year after Princeton. Secard Pools, Inc. is a family-owned business in California.\textsuperscript{402} Joe Secard and his son, Edmund Secard, are the company’s executives and majority shareholders.\textsuperscript{403} When this dispute erupted, Joe Secard had been selling pool products for nearly a half century.\textsuperscript{404} Solar Sun Rings, Inc. (“SSR”) is also a family-owned and California-based enterprise.\textsuperscript{405} In 2003, SSR began selling solar-heating products for pools and spas in various venues. SSR advertised the products on its website—\textit{www.solarsunrings.com}.\textsuperscript{406}

In 2007, Secard became aware of SSR’s primary product—circular objects which float on the surface of a pool and absorb heat from the sun (“Solar Sun Rings”).\textsuperscript{407} In December 2011, Joe Secard became inspired and decided to improve Solar Sun Rings.\textsuperscript{408} He designed and created “Solar Sun Squares.”\textsuperscript{409} More relevant, he registered the domain name \textit{solarsunsquares.com},\textsuperscript{410} built the \textit{http://www.solarsunsquares.com} website, and published information about the competitive products.\textsuperscript{411}


\textsuperscript{399} Princeton Express, 209 F.Supp.3d at 1260.

\textsuperscript{400} Id.


\textsuperscript{403} Id.


\textsuperscript{407} Id. ¶ 16-18.

\textsuperscript{408} Solar Sun Rings, 2016 WL 6139615, at *1.

\textsuperscript{409} Id.

\textsuperscript{410} Id.

\textsuperscript{411} Secard Pools, 318 F. Supp. 3d at 1154.

Like DLLM in Princeton, Secard Pools purchased a traditional CGL insurance contract. It became effective in August 2014—three months before the underlying SSR lawsuit commenced. Kinsale Insurance Company sold the policy—which insured Secard Pools against the risks associated with “personal and advertising injury” claims. Under a Coverage-B clause, Kinsale promised to compensate third-party victims, if Secard Pools caused an “advertising injury,” and the insured became “legally obligated to pay” damages. Kinsale’s insuring agreement also promised to defend Secard Pools, as well as Joe and Edmund Secard, against “advertising injury” claims.

More importantly, the definition of “personal and advertising injury” in the Kinsale’s agreement mirrored the definition in Princeton’s insuring contract:

“Personal and advertising injury” means injury—including consequential “bodily injury”— arising out of one or more of the following offenses: . . .
f) The use of another’s advertising idea in your “advertisement”; or
g) Infringing upon another’s copyright, trade dress or slogan in your “advertisement.”

In addition, the definition of “advertisement” in Kinsale’s liability insurance contract mirrored precisely the definition in Princeton’s Coverage-B provision. In relevant part, it read: “‘Advertisement’ means a [published notice regarding] your . . . products or services for the purpose of attracting customers . . . [Notices also] include material placed on the Internet or on similar electronic means of communication . . . Regarding websites, only that part of a website

---
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that [discusses] your goods... or services [to attract] customers...is considered an advertisement.421

Even more significantly, when Kinsale sold the CGL policy, the agreement contained a standard exclusion clause—which excluded coverage for copyright-infringement, patent, trademark, trade-secret and some advertising-injury claims.422 Like the CGL insurer in Princeton, Kinsale replaced its original exclusion clause by attaching an endorsement. However, in Kinsale, the modified language was an exceedingly broader "intellectual property exclusion" ("IP-exclusion") rather than a "field of entertainment exclusion."423 In relevant part, the IP-exclusion read:

This insurance does not apply to any claim or "suit" arising out of any:
1) Actual or alleged infringement of copyright, patent, trademark, service mark, slogan, trade dress, trade secret or... intellectual property rights;
2) Actual or alleged false advertising [or] false designation of origin... or
3) Products... manufactured [or] sold...by the insured [which violate] any law, ... including... the Lanham Act.424

One month after SSR filed its lawsuit, Joe Secard sent a letter to Kinsale, demanding a legal defense.425 The insurer rejected the demand.426 In response, Secard Pools sued Kinsale in federal court, claiming that the insurer breached the CGL insurance contract, and its implied covenant of good faith and fair dealing.427 Before, the District Court for the Southern District of California, Kinsale cited language in the broad IP-exclusion and insisted that the "advertising injury" clause did not cover any of the claims in the SSR lawsuit.428

The federal district court embraced Kinsale’s defenses, and declared that the liability insurer had no duty to defend Secard Pools and its executives.429 Arguably, the district court did not weigh and apply judiciously California’s well-established principles: 1) disputed insurance exclusion provisions are "strictly construed against the insurer and liberally interpreted in favor of the insured";430 and 2) an insurer has a duty to defend if third-party claims are possibility or potentially covered under the insuring agreement.431

Instead, the district court considered and applied overwhelming the laws of various federal panels and circuits.432 One major federal principle reads: “A ‘personal and advertising injury’ provision provides illusory coverage only when an exclusion clause totally eliminates the possibility of any

421. Appellate Brief, supra note 402, at *6 (emphasis added).
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432. Secard Pools, 318 F. Supp. 3d at 1150-54.
Debatably, the Secard court’s heavy reliance on federal substantive judicial decisions generated a questionable and less-than-judicious analysis, because the district court declared: 1) Kinsale’s eIP-exclusion expressly excluded coverage every common-law and statutory cyber-tort allegation in the SSR complaint; and 2) The potentiality of coverage for the third-party cyber-technology claims never existed under the “advertising injury” provision.

Yet, the federal judge also insisted: 1) “[T]he mere possibility of some coverage under the ‘advertising injury’ clause was sufficient to defeat an illusory-coverage argument”; and 2) The “personal and advertising injury” provision would cover a cyberspace defamation claim—if Joe or Edmund Secard’s hypothetical “defamatory remarks” appeared on websites or on social-media platforms.

Clearly, a cyber-related defamation claim did not appear in the SSR complaint. But assuming that it did, the district court’s decision would still beg for a more persuasive and well-reasoned analysis. Why? Under California’s common law, defamation can be an intentional or a negligence-based tort. Also, statutory defamation comprises both slander and libel, which could include trade libel. The IP-exclusion in Secard Pools, however, plainly stated: “This insurance does not apply to any claim or ‘suit’ arising out of any . . . actual or alleged . . . trade libel.” Thus, under California’s law, Kinsale would a duty to defend. Quite simply, the exclusion would have barred all cyber-related-tort claims—including “trade libel”—and substantiated that the clause provided only an illusion of coverage.

Again, the declarations in Princeton and Secard Pools are only examples of conflicting duty-to-defend decisions involving the scope of cyber-liability coverage under traditional CGL insurance contracts. Assuredly, there are other splits. For instance, so-called “first publication,” “prior acts,” and “prior
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436. Id. at 1153-54.
437. Id. at 1154.
439. See Polygram Records, Inc. v. Superior Court, 216 Cal. Rptr. 252, 255-256 (Cal. Ct. App. 1985) (reaffirming that “trade libel” and defamation are independent and very similar torts and stressing that and underscoring that under the Civil Code section 46, slander includes “a false and unprivileged publication . . . which . . . [injures any person’s] . . . trade or business[,]”).
441. See, e.g., Maxtech Holding, Inc. v. Fed. Ins. Co., 202 F.3d 278 (9th Cir. 1999) (finding that the first publication of the offending and injurious name “Maxtech” occurred before the formation of the insurance contract and declaring that the insurer had no duty to defend defendant Maxtech Holding under the contract’s “prior acts exclusion.”)
publication” exclusions appear in traditional CGL insurance contracts. Such coverage limitations prevent insureds from purchasing insurance to cover third-party claims that occurred before the formation of the insurance contract. However, courts disagree about the scope of these rules’ applicability. A minority of courts adopt the position that a prior-publication exclusion extinguishes an insurer’s duty to defend an insured only against some alleged publication and advertising injuries. Most courts, however, embrace and apply a contrary rule: a first-publication exclusion totally abrogates an insurer’s duty to defend, if the insured’s actual or alleged conduct caused any injury before purchasing a CGL insurance contract.

Finally, courts are also divided over 1) whether a traditional CGL “personal and advertising jury” clause covers all, some or certain types of cyber-tort theories of recovery, and 2) whether traditional insurers have a duty to defend insureds against technology-abuse claims—those “sounding only in tort,” “sounding only in contract,” or “sounding in both tort and contract.”


See Capitol Indemnity Corp. v. Elston Self Service Wholesale Groceries, Inc., 559 F.3d 616, 620 (7th Cir. 2009) (declaring that a prior publication exclusion clause abrogates an insurer’s duty to defend only if the allegedly injurious material in the underlying third-party complaint occurred before the insurance contract was purchased); Taco Bell Corp. v. Continental Casualty Co., 388 F.3d 1069, 1072 (7th Cir. 2004) (applying the prior publication exclusion to resolve a duty-to-defend dispute involving third-party misappropriation and copyright-infringement claims); Ringer Assoc. Inc. v. Mid. Gas. Co., 80 Cal. App. 4th 1165, 1185 (2000) (concluding that an insurer has no duty to defend because the first-publication exclusion broadly bars coverage for the allegedly underlying defamatory utterances or publications of material whose first publication took place before the inception of the insurance contract); Matagorda Ventures Inc. v. Travelers Lloyds Ins. Co., 203 F. Supp. 2d 704, 718 (S.D. Tex. 2000) (applying the first publication exclusion and defeating all personal and advertising injury” claims); Applied Bolting Technology Products, Inc. v. United States Fidelity & Guaranty Co., 942 F. Supp. 1029, 1037-38 (E.D. Cal. 1996) (declaring that the insurer had no duty to defend the insured against third-party claims because the insuring agreement


448. Compare Motorola, Inc. v. Associated Indem. Corp., 878 So. 2d 824, 830-37 n.5 (La. Ct. App. 2004) (declaring that the liability insurer had no duty to defend Motorola against “delinquent or mixed” causes of action that “sounded in tort”—negligent or intentional misrepresentation of cellphones’ radiation emissions, and the negligent or intentional misrepresentation health risks, effects, and dangers associated with using Motorola’s cellphones) (emphasis added), and Bryant Hills Cent. School Dist. No. 1 v. State Ins. Fund, 467 N.Y.S.2d 609, 691-92 (1983) (declaring that the state insurance fund had no duty to defend a school district against two underlying claims that “sounded in contract”—which the insurance policy excluded] (emphasis added), with Burlington Ins. Co. v. United Coatings Mfg. Co., Inc., 518 F. Supp. 2d 1241, 1251-52 nn.3-4 (D. Haw. 2007) (declaring that the commercial general liability insurer had no duty to defend an acrylic-coating seller against third-party claims because the insuring agreement
V. The Scope of Insurers’ Duty to Defend Against Third-Party Claims Under “True” and Standalone Cyber-Liability Insurance Contracts

Generally, insurers offer four types of cyber-insurance agreements. Some underwriters offer a traditional 1940s-vintage insurance agreement, like the arguably “bait-and-switch” contracts in *Princeton* and *Secard Pools*. Such agreements cover cyber-tort, cyber-event and advertising-injury claims, but simultaneously and routinely exclude coverage for the same cyber-perils in an endorsement. Many insurers sell standard CGL policies which weave both “cyber-risk and traditional-risk coverage” into a totally integrated and binding contract. Still, other offer a traditional insuring agreement, comprising a “single coverage extension or endorsement” that covers cyber-injury claims. Specialty insurers offer a stand-alone cyber-insurance contract—containing varying “coverage grants, exclusions, conditions and definitions.”

Market forecasters and analysts report that until the late 2020s, the cyber-insurance market will remain immature. Nevertheless, some small-to-large businesses have begun to purchase “specialized” cyber-insurance contracts and CGL-cyber-risk endorsements. More relevant, businesspersons and professionals have begun to sue cyber-risk insurers for allegedly refusing to provide a legal defense against third-party, cyber-technology claims. Consequently, novel and timely cyberinsurance questions have emerged: 1) whether a standard 1940s-era CGL policy—plus an attached cyber-insurance endorsement—comprise a totally integrated cyberinsurance “contract”; 2) whether a cyber-insurance endorsement expands, narrows or totally replaces a Coverage-B provision in a CGL insuring agreement; and 3) whether cyber-risk endorsements and “specialized” insurance contracts

449. *See infra* notes 451-455 and accompanying text.
450. *Cf. Hardy v. Progressive Specialty Ins. Co.,* 67 P.3d 892, 897 (Mont. 2003) (rejecting the insurer’s “bait and switch” exclusion defense); *Penn Star Ins. Co. v. Real Estate Consulting Specialists, Inc.*, 1 F. Supp. 3d 1168, 1175 (D. Mont. 2014) (ordering the insurer to defend the insured and stressing that 1) a court may not give effect only to an insurer’s interpretation which excludes coverage; and, 2) “exclusions cannot be accomplished by bait-and-switch tactics.”); *Comcast Spectator L.P. v. Chubb & Son, Inc.,* No. 05-1507, 2006 U.S. Dist. LEXIS 55226, at *1 (E.D. Pa. Aug. 8, 2006) (a professional hockey-team owners’ alleging that they purchased a performance-bonus insurance contract for a player from Certain Underwriters at Lloyd’s, London and the underwriters executed a “bait and switch” by changing the terms of the contract without notifying the owners).
452. *See BLACK ET. AL., supra* note 149, at 1.
453. *See id.
454. *See id.* (“Cyber policies often provide multiple coverage grants. Insurers divide these coverages differently and sometimes include sublimits for specific coverage types. Cyber coverage grants are more narrowly divided than coverage grants in other common policy forms.”).
455. *See id.* at 13.
456. *See id.* at 1.
457. *See, e.g., BLACK ET. AL., supra* note 149, at 10, 12-13 (discussing first- and third-party cyber-insurance and litigated insurance-disputed cases).
require insurers to defend insureds against all types of cyber-tort claims.\footnote{458} This part of the article reviews duty-to-defend cases in which courts provided conflicting answers to these timely questions.

A. CYBER-LIABILITY INSURERS’ CONFLICTING LEGAL-DEFENSE OBLIGATIONS UNDER “WEB XTEND” ENDORSEMENTS

Beginning in the mid-twentieth century, businesses allowed consumers to pay for goods and services—using credit and debit cards as well as smartphone applications.\footnote{459} In addition, some businesses allow their customers to access dedicated websites and print or download receipts.\footnote{460} Historically, online-register receipts have displayed credit cards’ expiration dates, as well as “more than the last five digits” of credit-card numbers.\footnote{461} Therefore, to arrest consumers’ concerns, Congress enacted the Fair and Accurate Credit Transaction Act (“FACTA”)\footnote{462}—an amendment to the Fair Credit Reporting Act.\footnote{463} In relevant part, FACTA reads:

Truncation of Credit Card and Debit Card Numbers—(1) Except as otherwise provided, no person [who] accepts credit cards or debit cards for the transaction of business shall print more than the last 5 digits of the card number or the expiration date upon any receipt provided . . . at the point of the sale or transaction. . . . (2) This subsection shall apply only to receipts [which] are electronically printed and shall not apply to transactions. . . . which . . . [record] a credit card or debit card account number . . . by handwriting or by an imprint or copy of the card.\footnote{464}

Whether FACTA § 1681c(g) covers internet-transaction receipts has generated much litigation between consumers and businesses.\footnote{465} More significantly, federal courts have debated whether a displayed “e-mail order confirmation” on a computer screen is an “electronically printed receipt,” under FACTA. Applying the plain meaning rule, most federal courts embrace the view: a displayed confirmation of a business transaction on a
A significant minority of courts, however, adopt the opposite view.467

The judicial split surrounding the scope of FACTA’s protections has contributed to the confusion surrounding another issue: whether evolving cyberinsurance endorsements require CGL insurers to defend businesses against consumers’ FACTA lawsuits. To illustrate, consider the duty-to-defend controversies in *Travelers Property Casualty Company of America v. Kansas City Landsmen, LLC,*468 and *Whole Enchilada, Inc. v. Travelers Property Casualty Company of America.*469 Remarkably, the disputes in both cases have common features: the same insurer-defendant, identical cyberinsurance endorsements, and similar third-party, cyber-tort claims under FACTA. Yet, the courts’ respective analyses and dispositions are very different.

First, in *Kansas City Landsmen,* Robert Galloway filed a putative class action in the District Court for the Western District of Missouri (the “Galloway suit”).470 The defendants were Kansas City Landsmen, LLC, d/b/a Budget Rent A Car, and A Betterway Rent–A–Car, Inc. (“Budget Rentals”).471 In the underlying complaint, Galloway alleged that Budget Rentals knowingly violated FACTA by failing to protect Galloway and other similarly situated consumers against identity theft and credit-card fraud.472 More specifically, the complaint alleged that Budget Rentals printed credit-card receipts that displayed “more than the last five digits of the card’s number and expiration date.”473

Before the Galloway suit evolved, Travelers Property Casualty Company of America insured Budget Rentals under several commercial general liability insurance policies.474 Upon learning about the underlying suit,
Travelers filed a declaratory judgment action in the District Court for the Northern District of Georgia, asserting that it had no duty to defend the car-rental company. Budget Rentals countersued, raising breach-of-contract and bad-faith claims.

The district court reviewed the traditional CGL insurance contract and established several facts. First, a “Web Xtend Liability Endorsement” amended the Coverage-B provision in the 1940s-era CGL policy. The modified provision read: “Coverage B. Personal and Advertising Injury Liability is deleted in its entirety and replaced by Coverage B. Personal Injury, Advertising Injury and Web Site Injury Liability.” The amended provision read: “We will pay [damages that] the insured becomes legally obligated to pay [after causing a] ‘personal injury,’ ‘advertising injury’ or ‘web site injury’ . . . .” In fact, barring the phrase “web site injury,” the CGL policy and Web-Xtend endorsement contained identical Coverage-B provisions.

Second, the Web-Xtend endorsement also included a familiar definition of “personal injury”: “[An] injury, other than ‘bodily injury,’ [that arises] out of one or more of the following offenses: . . . (e) Oral, written or electronic publication of material that appropriates a person’s likeness, unreasonably places a person in a false light or gives unreasonable publicity to a person’s private life.” Additionally, there was an exclusion clause in the endorsement. It stated that, “This insurance does not apply to. . . [personal injury] caused by or at the direction of the insured [who knows that an] act would violate the rights of another and . . . inflict personal injury.”

Travelers moved for summary judgment. The district court, however, did not decide whether the Web Xtend endorsement covered the Galloway allegations. Instead, the district court granted Travelers’ motion, finding that the Web-Xtend exclusion precluded coverage for allegedly and knowingly FACTA violations, and declaring that Travelers had no duty to defend. Budget Rentals appealed to the Court of Appeals for the Eleventh Circuit.

Significantly, without deciding the issues, the Eleventh Circuit assumed implicitly: 1) electronic-payment technologies are inherently Internet-based systems which can foster identity theft and 2) credit- and debit-card violations
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484. Id. at 886 (observing that FACTA’s stated purpose is to “prevent identity theft” and stressing that the remedial statute “should be construed broadly”); cf. U.S. v. Bormes, 568 U.S. 6, 8-9 (2012) (“The Fair Credit Reporting Act [was enacted] to ‘protect consumer privacy’ . . . [Attorney Bormes] filed a putative class action. . . under FCRA . . . [Using his credit card, he] paid a $350 federal-court filing fee . . . on Pay.gov—an Internet-based system [for processing] online payment transactions. According to Bormes,
are cyber-torts like other federal misappropriation and infringement violations, 485 and 3) Traveler’s Web-Xtend endorsement created a completely “new” cyberinsurance contract. 486 Even more relevant, to resolve the duty-to-defend dispute, the Eleventh Circuit did not fashion new doctrines to interpret the cyberinsurance endorsement. Instead, the appellate court diligently applied Georgia’s settled rules,487 concluding that the Web-Xtend provision could potentially cover the FACTA allegations,488 and declaring that the Web-Xtend exclusion did not abolish Traveler’s duty to defend. 489

Now, consider the simple facts and a contrary decision in Whole Enchilada, a case which involved a similar controversy, the same insurer, and the same Web-Xtend cyberinsurance contract. Big Burrito Holding Company (“BBHC”) is a parent corporation, and Whole Enchilada, Inc. (“Enchilada”) is its subsidiary.490 In March 2007 and on behalf of himself and other similarly situated persons, Thomas A. Reed Jr. filed a class action against Enchilada (“Reed suit”). 491 The suit commenced in the Western District Court for the District of Pennsylvania.492 The underlying FACTA-related complaint alleged: 1) Enchilada willfully printed receipts that revealed expiration dates and “more than the last five digits” on customers’ credit or debit cards;493 and 2) Enchilada willfully exposed its customers to “an increased risk of identity theft and credit- and/ or debit-card fraud.”494

Like Budget Rentals in Kansas City Landsmen, BBHC and Enchilada purchased Traveler’s traditional CGL Coverage-B insurance contract.495 The same controversial Web-Xtend cyber-insurance endorsement was attached to Enchilada’s CGL policy.496 Still, Traveler refused to defend Enchilada, asserting that the underlying FACTA allegations did not fall within the

his Pay.gov electronic receipt included the last four digits of his credit card [and the]… expiration date—a willful violation of § 1681e(g)(1).”)


486. Kansas City Landsmen, 592 Fed. Appx. at 879-80 (stressing that the Web-Xtend endorsement “amended” and “replaced” entirely the CGL contract—promising to “pay on behalf of… the named insured all sums. . .that the named insured becomes legally obligated to pay as damages… under an insured contract”) [emphasis added].

487. Id. at 382 (stressing that any doubt regarding a liability insurer’s duty to defend should be resolved in favor of the insured (citing Penn–Am. Ins. Co. v. Disabled Am. Veterans, Inc., 490 S.E.2d 374, 376 (Ga. 1997)); First Specialty Ins. Corp. v. Flowers, 2 644 S.E.2d 453, 455 (Ga. App. Ct. 2007) (holding that an insurer may rely solely on the allegations in a third-party complaint to determine whether an exclusion precludes coverage); Nationwide Mut. Fire Ins. Co. v. Somers, 391 S.E.2d 430, 434 (Ga. App. Ct. 2005) (holding that an insurer has a duty to defend an entire action even if some of the allegations ultimately are not covered under an insurance contract); City of Atlanta v. St. Paul Fire & Marine Ins. Co., 498 S.E.2d 782, 784 (Ga. Ct. App. 1998) (declaring that an insurer has no duty to defend when an exclusion clause bars coverage for the underlying allegations).
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CGL’s traditional Coverage-B provision.\textsuperscript{497} Therefore, eight months after the Reed suit commenced, Enchilada filed a declaratory judgment action in the same federal district court.\textsuperscript{498} Enchilada asserted that Travelers had a contractual duty to provide a legal defense.\textsuperscript{499}

Unlike the Eleventh Circuit in \textit{Kansas City Landsmen}, the federal judge in \textit{Whole Enchilada} declared that Travelers did not have to defend Enchilada against the cyber-technology torts.\textsuperscript{500} To reach that conclusion, the district court fashioned an arguably complicated analysis, acknowledging but refusing to apply various doctrines of contract interpretation in favor of Enchilada.\textsuperscript{501} The federal judge reviewed Pennsylvania’s law: 1) a court must respect and enforce the plain meaning of words and phrases in insuring agreement\textsuperscript{502}; 2) an insurance provision is ambiguous when its terms are susceptible to more than one possible construction\textsuperscript{503}; 3) when an ambiguity exists, a court must construe the language in favor of the insured and against the insurer\textsuperscript{504}; and, 4) when construing an insurance contract, a court must give effect to the reasonable expectations of the insured.\textsuperscript{505}

Curiously, although the “Web-Xtend Coverage B” clause completely replaced the “traditional CGL Coverage B” provision, the district court declared: Enchilada’s duty-to-defend argument stretched “beyond any reasonable expectation of coverage.”\textsuperscript{506} Moreover, citing very specific language in the Web-Xtend clause, and dismissing the allegations in the Reed complaint, the district court declared: “[I]n order to trigger a duty to defend, the underlying complaint must allege [that a]...written or electronic publication...appropriates a person’s likeness, unreasonably places a person in a false light or gives unreasonable publicity to a person’s private life.”\textsuperscript{507} Clearly, the \textit{Whole Enchilada} court’s declaration clashes with the Supreme Court of Pennsylvania’s settled principles that the allegation in an underlying complaint solely determines an insurer’s duty to defend.\textsuperscript{508} Moreover, under Pennsylvania’s law, FACTA-related allegations, rather than a particular cause of action, or just the wording in a Web-Xtend, Coverage-B provision, must trigger an insurer’s duty to defend.\textsuperscript{509} Once more, the Rush complainants asserted that Enchilada’s “electronically printed receipts...increased the risk of identity theft,”
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which probably explained BBHC’s and Enchilada’s decisions to purchase cyberinsurance.\textsuperscript{510} Arguably, that specific allegation potentially fell within the Web-Xtend coverage for personal injuries—as it arose from an “electronic publication” and gave “unreasonable publicity to a person’s private life.”\textsuperscript{511}

\section*{B. CYBER-LIABILITY INSURERS’ CONFLICTING LEGAL-DEFENSE OBLIGATIONS UNDER STAND-ALONE “CYBERFIRST TECHNOLOGY ERRORS & OMISSIONS LIABILITY” INSURANCE CONTRACTS}

As reported earlier, insurers have begun to sell standalone cyberinsurance contracts.\textsuperscript{512} Thus, businesspersons, practicing attorneys and other professionals must exercise elevated prudence, caution and judgment before purchasing a supposedly “true” cyberinsurance policy. And the reason is not terribly complicated: a standalone policy might be a cyber-indemnity rather than a cyber-liability insurance contract. Generally, under cyber-indemnity agreements, insurers do not promise to defend insureds against tort- and contract-based claims.\textsuperscript{513} Instead, indemnity underwriters agree to reimburse out-of-pocket expenditures after insured merchants and professionals hire attorneys and pay legal-defense costs.\textsuperscript{514} Also, indemnity insurers promise to pay damages only if certain cyber-perils or cyber-events cause third-party “website injury” or “personal and advertising injuries.”\textsuperscript{515}

\textsuperscript{510.} Whole Enchilada, 581 F. Supp. 2d at 683 (emphasis added).

\textsuperscript{511.} Id. at 685. See Gedeon v. State Farm Mutual Auto. Ins. Co., 188 A.2d 320, 321-322 (Pa.1963) (“Since the insurer thus agrees to relieve the insured of the burden of defending even those suits which have no basis in fact, our cases have held that the obligation to defend arises whenever the complaint filed by the injured party may potentially come within the coverage of the policy.”) (emphasis added).

\textsuperscript{512.} See Harrington, supra note 141 (“There is a very distinct move from cyber-related coverage bundled into property and liability policies to standalone cyber coverage… [M]ore than two-thirds of cyber premiums in the United States are now written on standalone policies.”).

\textsuperscript{513.} See BLACK ET. AL., supra note 149, at 10 (“Many, though not all, cyberinsurance policies impose a duty on the insurer to defend its insured [against third-party claims]”) (emphasis added). See also TRAVELERS INDEMNITY COMPANY, CYBERFIRST TECHNOLOGY ERRORS & OMISSIONS LIABILITY COVERAGE FORM – PR T1 02 01 12 (2012), http://www.eperils.com/pol/prt102.pdf. [https://perma.cc/G7A4-KPSY] (last visited June 8, 2019) (A product of the Insurance Services Office, Inc). Professionals, practicing attorneys and others who use the Web frequently to “publish” and make transactions are strongly encouraged to read the entire insuring agreement carefully.

\textsuperscript{514.} See Millennium Lab., Inc. v. Allied World Assurance Company (U.S.), Inc., 726 Fed. Appx. 571, 574 (9th Cir. 2018) (underscored that indemnity insurance contracts “are not written on a duty-to-defend basis” like a comprehensive general liability policy and reaffirming that defense costs are damages requiring indemnification); Exec. Risk. Indem., Inc. v. Jones, 89 Cal. Rptr. 3d 747, 751 n.4 (Cal. Ct. App. 2009) (“D & O policies are indemnity-only policies, whereby the insurer reimburses defense expenditures only after the insured selects counsel, controls the defense, and submits the defense bill.”).

\textsuperscript{515.} Cf. Florida Farm Bureau Ins. Co. v. Martin, 377 So. 2d 827, 829 (Fla. Dist. Ct. App. 1979) (stressing that indemnity insurance’s primary purpose is to pay restitution after a loss); Harriett v. Bal- las, 383 Pa. 124, 130 (Pa. 1955) (reaffirming that “the purpose of buying indemnity insurance is primarily to protect oneself from serious financial losses”); Automobile Underwriters’ Ins. Co. v. Murrah, 40 S.W.2d 233, 235 (Tex. Ct. App. 1931) (stressing that the insured purchased an indemnity-insurance contract to pay proceeds when the insured accidentally injures third parties and becomes legally obligated to pay damages). See also CyberFirst® Coverage for Technology Companies, TRAVELERS INSURANCE, https://www.travelers.com/cyber-insurance/technology [https://perma.cc/B2SR-SLYN] (last visited June 8, 2019) (reporting that CyberFirst provides broad and flexible coverage to meet the complex needs of technology companies. And, it covers the risks and liabilities associated with technology errors and omissions, network and information systems breaches and communications-media violations).
Still, given the purportedly bright-line distinction between cyber-liability and cyber-indemnity insurance, an important question has evolved: whether cyber-indemnity insurers have a duty to defend cyberspace users and cyber-technology companies against cyber-tort lawsuits? Quite unexpectedly, the author uncovered two striking, timely and highly instructive decisions which provide conflicting analyses and different answers. Yet, the controversies in both cases involved the same cyber-insurer, the same cyber-insurance contract, and fairly identical third-party conversion claims.


G-Fitness collected membership fees, using its members’ credit-card or bank-account information. Needing professional data-management assistance, G-Fitness formed a “servicing contract” with FRA. G-Fitness promised to upload the members’ credit-card, checking-account, and/or savings-account information to FRA’s encrypted website. FRA agreed to withdraw appropriate funds from the members’ accounts, deduct a service fee, and transfer the remaining funds to G-Fitness. To minimize security risks and on behalf of G-Fitness, FRA retained the only digital copy of the members’ accounts and payment history.

In due course, G-Fitness decided to sell its enterprise and transfer its customers’ accounts to L.A. Fitness. FRA only returned some of the electronic data, withholding the members’ account data until G-Fitness satisfied allegedly outstanding debts. Ultimately, G-Fitness sued both FRA/FRS in the District Court for the Eastern District of Kentucky, alleging conversion of property, tortious interference with a contractual relationship, breach of
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contract, and breach of the implied covenant of good faith and fair dealing. ("G-Fitness suit"). The underlying action was transferred to the District Court for the District of Utah.

When the G-Fitness dispute unfolded, Travelers Casualty Insurance Company of America ("Travelers Casualty"), and Travelers Property-Casualty Company of America ("Travelers Property") insured "FRA and/or FRS" under two different policies. Travelers Casualty insured only FRA under a commercial general liability ("CGL") insurance contract. Rather significantly, excluding an endorsement, FRA’s CGL policy mirrored exactly the CGL insurance contracts that the insureds purchased in Kansas City Landsmen and Whole Enchilada. In particular, FRA’s policy contained a Coverage-B “personal and advertising injury” clause, which required Travelers Casualty to pay proceeds when FRA became “legally obligated to pay... damages.” The CGL agreement also obligated Travelers Casualty—the liability insurer—to defend FRA “against any suit.”

In contrast, Travelers Property insured “both FRA and FRS” under a “CyberFirst Technology Errors and Omissions Liability” insurance contract (“CyberFirst policy”). Although the word “liability” appeared in the name, the CyberFirst agreement was a standalone cyber-indemnity insurance contract. To prove the point, the “Errors and Omissions Liability Coverage” provision read in pertinent part:

a) We will pay those sums that the insured must pay as “damages”. . . . The amount we will pay for “damages” is limited. . . . b) This insurance applies to [a] loss only if... [t]he loss arises out of... “your work” [that was]. . . performed for others. . . [or the] loss is caused by an “errors and omissions wrongful act” . . . .

And to underscore that the CyberFirst contract was a cyber-indemnity rather than a cyber-liability agreement, the coverage provisions contained the following relevant definitions:

*Damages* means . . . compensatory damages imposed by law. . . or consequential damages for the breach of a contract. . . . Errors and omissions wrongful act means any error, omission or negligent act arising out of your “technology products or services.” . . . [And] technology products or services means any computer or electronic information technology product . . . or service provided or performed for others, including:

a) System, network . . . or web-site analysis. . . or related services;

b) Software development, installation. . . licensing or maintenance;
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c) Technical training, staffing, maintenance, repair or support services;

d) Electronic or computer hardware marketed or sold to others;

e) Electronic [data] processing, storage, and transmission; or

f) Hosting, managing or administering computer systems.  

Referencing the coverage provisions under the CyberFirst indemnity and the CGL agreements, FRA and FRS asked both Travelers Property and Travelers Casualty to provide a legal defense against the G-Fitness action.  

Reserving its rights to litigate the duty-to-defend issue, Travelers Casualty launched a defense.  

Although the CyberFirst contract did not have a duty-to-defend clause, Travelers Property also reserved its rights and began to defend FRA.  

Shortly thereafter, the insurers filed a declaratory-judgment action.  

The question before the federal district court was whether Travelers Property had a duty to defend FRA and FRS under the CyberFirst policy.  

Curiously, to interpret the indemnity insurance contract, the district court applied duty-to-defend rules, that the Utah courts, and a majority of supreme courts, only apply to interpret liability insurance contracts.  

Finding that the G-Fitness complaint did not include a negligence claim, the district court declared that Travelers Property had no duty to defend FRA under the CyberFirst indemnity policy.  

Arguably, the District Court of Utah misapplied liability-insurance-specific rules to resolve a duty-to-defend dispute under a cyber-indemnity insurance agreement, because the CyberFirst contract did not contain a duty-to-defend clause which required an interpretation.  

However, the G-Fitness complaint included another allegation—breach of the implied covenant of good faith and fair dealing.  

Under Utah’s law, a cause of action for breaching the implied covenant sounds in contract.  

However, in other states, the same breach sounds in tort.  

Thus, will courts
force cyber-indemnity insurers to defend cyber-technology designers, manufacturers, marketers, sellers, and consumers for allegedly breaching the implied covenant of good faith and fair dealing? Very likely, the federal court’s decision in *Federal Recovery Services* will contribute to more judicial confusion surrounding the scope of coverage under evolving cyber-indemnity insurance contracts.

To illustrate, consider the final duty-to-defend dispute in *Travelers Property Casualty Company v. Medversant Technologies, LLC*. 551 Affiliated Health Care Associates (“AHCC”) is an Illinois professional corporation. 552 Edward Simon is a chiropractor who provides medical services in California. 553 Medversant Technologies, LLC is a California-based technology company, providing data management, innovative technologies as well as centralized, standardized, and automated services to the healthcare industry. 554

The Telephone Consumer Protection Act (“TCPA”) 555 was enacted to protect privacy interests. 556 TCPA bars faxed advertisements and other highly intrusive, artificial or prerecorded messages. 557 The Junk Fax Prevention Act of 2005 (“JFPA”) 558 amended TCPA, and created an exception: if a business or professional entity forms a business relationship with a consumer, JFPA allows the entity to send commercial facsimiles to the consumer without securing the consumer’s express consent. 559

In September 2014, Simon filed a class action against Medversant in the District Court for the Central District of California. 560 The complaint alleged that Medversant sent “tens of thousands of unauthorized junk faxes” to Simon and other similarly situated professionals — violating the TCPA

| 553. | Id. at 8. |
| 554. | About Us, MEDVERSANT, https://www.medversant.com/about-us.html [https://perma.cc/5685-ZX3H] (last visited June 13, 2019) (“Our web-based provider data management platform automatically and continuously checks for changes in license, OIG status, DEA certification, contact information, and much more... Whether you are a government agency, healthcare organization, or medical provider, our solutions decrease cost and risk while increasing patient safety). |
| 556. | See International Science & Tech. Inst. v. Inacom Commc’n., Inc., 106 F.3d 1146, 1150 (4th Cir. 1997) (“the TCPA was enacted to ‘protect the privacy interests of residential telephone subscribers by placing restrictions on unsolicited, automated telephone calls to the home and to facilitate interstate commerce by restricting certain uses of facsimile [f]ax machines and automatic dialers’” (citing S. Rep. No. 102–178, at 1 (1991))). |
and JFPA ("Simon suit"). Three months later, AHCA also filed a class action against Medversant in the District Court for the Eastern District of Illinois ("AHCA suit"). The AHCA complaint contained similar cyber-tort claims: common-law nuisance, conversion, trespass to chattel as well as allegedly violations under Illinois Consumer Fraud Act and the TCPA.

When the two class actions commenced, Travelers Property Company of America ("Travelers Property") insured Medversant’s business activities under multiple insurance contracts: 1) a series of pre-2012 commercial general liability (CGL) insurance contracts, 2) a post-2012 CGL policy, and 3) a CyberFirst Technology Errors and Omissions Liability (CyberFirst) insurance contract. Medversant contacted Travelers Property and demanded a legal defense. Travelers agreed to defend Medversant, reserving its right to petition a court for a review and various remedies.

Eventually, the insurer filed a declaratory-judgment action in the Central District Court for California. Before the federal district court, Travelers Property asserted: 1) the CyberFirst indemnity-insurance policy as well as each CGL insurance contract expressly excluded coverage for the Simon and AHCA claims; 2) the CyberFirst indemnity and CGL policies precluded a legal defense; and 3) the contracts required Medversant to reimburse funds that Travelers had spent to defend Medversant.

The federal judge reviewed relevant sections in the various insurance contracts. Like the Coverage-B insurance provisions in Princeton Express, Secard Pools, Kansas City Landsmen, Whole Enchilada and Federal Recovery Services, each of the pre- and post-2012 policies stated that Travelers Property would defend Medversant "against claims which are covered or potentially covered under the policy." Furthermore, covering a five-year period, an exclusion endorsement was attached to each CGL policy. The definition of "unsolicited communication" in the pre-2012 endorsement read:

This insurance does not apply to ‘bodily injury’, ‘property damage’, ‘personal injury’, ‘advertising injury’, or ‘website injury’ arising out of unsolicited communications by... any insured. Unsolicited communications means any form of communication—facsimile, electronic mail, posted mail or telephone—[and]. . . communications which [actually or allegedly violate] the Telephone Consumer Protection Act . . . and/or state statutes[.]."

565. Id.
566. First Am. Compl., supra note 552, ¶ 5.
569. First Am. Compl., supra note 552, ¶ 5.
570. First Am. Compl., supra note 552, ¶ 12.
571. First Am. Compl., supra note 552, ¶ 16.
In 2012, Travelers modified the “unsolicited communications” definition, removing all references to TCPA-based claims. The post-2012 CGL exclusion read: “‘Unsolicited communication’ means any communication, in any form, that the recipient . . . did not specifically request[.]” Reading the exclusionary language broadly and applying California’s law, the district judge determined that the CGL policies unambiguously precluded coverage for all of the Simon and AHCA claims. Consequently, Travelers had no obligation to defend Medversant against those charges.

Like the policy in Federal Recovery Services, the CyberFirst contract in Medversant did not have a duty-to-defend clause. But, relying on the representations of Travelers’ agent, Medversant assumed that its failure to include an “opt out notice on thousands of unauthorized junk faxes” would be “potentially covered,” triggering the insurer’s duty to defend. For nearly a year, Travelers actually defended Medversant. Then, the insurer suddenly stopped defending less than six months before the underlying trial began. Moreover, the cyber-indemnity insurer demanded and Medversant paid a $10,000 deductible—a condition precedent under the insurance contract.

So, did the cyber-insurer have a contractual duty to defend under the CyberFirst-indemnity insurance contract? Travelers said “no.” Medversant said “yes.” The Central District Court for California agreed with Medversant, and also said “yes.” Applying the doctrine of waiver, the court found that Travelers potentially waived an otherwise sound “no-coverage defense” by demanding and accepting the deductible payment. In the end, the federal judge denied Travelers Property’s motion for summary-
judgment, and refused to declare that the cyberinsurance contract barred a legal defense.585

Like the court’s truncated analysis in Federal Recovery Services, the Medversant court’s waiver analysis is likely to generate another judicial split surrounding the scope of coverage under evolving cyber-indemnity insurance contracts. The reason is familiar: an insured’s subjective understanding of its insurer’s conduct is insufficient to fashion a successful waiver argument.586 Instead, an effective waiver defense requires clear and convincing evidence of an intentional relinquishment of a known right.587 Such evidence is clearly absent in Medversant. Furthermore, the general rule is clear: the doctrines of waiver and estoppel may not expand or create any coverage or obligation (duty-to-defend or otherwise) under any insurance contract.588 Both an insurer’s and insured’s intent to enter into an agreement—the meeting of minds—is necessary to add, expand or modify rights and obligations under insurance contracts—including evolving cyberinsurance contract.589 Arguably those prerequisites are not satisfied in Medversant.

VI. AN EMPIRICAL STUDY OF DECLARATORY JUDGMENTS IN FEDERAL AND STATE COURTS’ DISPOSITIONS OF DUTY-TO-DEFEND DISPUTES UNDER TRADITIONAL AND CYBER-RISK INSURANCE CONTRACTS

In recent years, diverse sets of opinions have emerged about whether cyber-professionals and cyber-technology businesses should purchase traditional or markedly more expensive cyber-liability insurance.590 For example, cyber-liability insurers and brokers stubbornly assert that every twenty-four hours, a majority of “commercial businesses face very scary cyber-related risks—hackers, data breaches, computer viruses, cyber extortion, security breach-related expenses, fines and penalties and the potential loss of reputation.”591 Cyber-liability insurers also stress that cyber-risk insurance “is absolutely necessary”592; therefore, law practitioners and other businesses “need cyber

585. Id.
587. Id.
588. Cf. Ulico Cas. Co. v. Allied Pilots Assoc., 262 S.W.3d 773, 787 (Tex. 2008) (reiterating that waiver and estoppel “generally cannot be used to create insurance coverage when none exists under the terms of an insurance policy… Changing a policy’s coverage to encompass risks [which are] not covered must be… contractual) (emphasis added).
589. Id. 590. See Virginia Hamill, Cyber Liability Insurance: Cost, Coverage & More, FITSMALLBUSINESS.COM (May 22, 2019), https://fitsmallbusiness.com/cyber-liability-insurance/ [https://perma.cc/6N3B-EYB5] “[A] number of factors—including revenue and number of stored personal records—can raise annual premiums to the higher end of the price, around $7,500 for businesses of all sizes. Small businesses whose primary operation is handling larger firms’ data may see significantly higher costs—sometimes as high as $40,000 per year.”) (emphasis added). See also Nelson & Simek, supra note 160, at 14 (“Expensive? Oh yes. Get ready for sticker shock when you purchase cyber insurance”).
insurance,” if they rely on various cyber technologies.” On the other hand, some cyber-technology experts and cyber-savvy attorneys argue: 1) cyber-risk insurance contracts are extremely complicated, comprising too many ambiguous words and phrases; 2) cyber-risk insurance contracts confuse even highly sophisticated professionals and business owners, who are more likely to “flood the cyberinsurance market”; and, 3) many consumers’ cynicism about cyberinsurance is totally justified.

Certainly, one should not readily embrace or summarily dismiss these competing opinions, before weighing some compelling and provable facts. First, approximately sixty national and international underwriters sell unstandardized cyber-liability insurance contracts. Moreover, in theory, cyberinsurance is “relatively new.” It is important to highlight, however, a prior observation: barring a few cyber-related terms, the Coverage-B language in standalone cyber-liability insurance contracts mirrors the Coverage-B language in vintage-1940s liability insurance contracts. And, yes. Like traditional liability insurance, cyber-liability insurance confuses many “sophisticated” and “unsophisticated” professionals and business people. Still, the cyber-insurance market is expanding rapidly, promising to generate approximately $6.2 billion in sale by 2020 and growing 20 to 30 percent per year in the near future.

Even more relevant, to predict future losses and litigation costs, traditional liability insurers regularly analyze an extremely large historical database, which contains insurance claims-loss and judicial-outcomes information. In contrast, cyber-liability insurers have not generated a critical mass of cyber-insurance-specific experiences and claims-loss data that would allow them to predict their likelihood of winning duty-to-defend lawsuits.

596. Harrington, supra note 141.
599. See infra notes 697-699 and accompanying text.
600. See infra notes 697-699 and accompanying text.
601. See Judy Selby, supra note 598.
against professionals and businesses. Therefore, given the absence of statistically reliable predictive models, another important question has emerged: why do cyber-liability insurers advertise their contracts so widely, confidently and aggressively without relying on cyber-insurance-specific claims-loss information?

Briefly, the Insurance Services Office (“ISO”) regularly collects claims-loss and costs-loss statistics focusing on approximately twenty predictor variables. Currently, ISO’s database comprises “more than 32,000” historical or traditional-insurance-dispute cases—including the outcomes of litigated and settled insurance disputes. ISO sells predictive analytics and historical data to cyber-risk insurers. Therefore, like traditional insurers, cyber-liability insurers can search ISO’s huge database, employ robust predictive models, secure answers to traditionally litigated questions, and make sound statistical inferences about the likelihood of winning cyber-related, duty-to-defend disputes in the state, and federal courts.

Actually, ISO’s combined databases contain approximately twenty billion insurance-claims records. Thus, after carefully retrieving and analyzing traditional duty-to-defend cases, cyber-liability insurers probably have found reasonably sound inferential answers to several timely questions: 1) whether underlying negligence or intentional cyber-technology claims are likely to influence courts’ disposition of duty-to-defend disputes; 2) whether state or federal courts are likely to decide duty-to-defend controversies against cyber-liability insurers.

604. Deloitte Center for Financial Services, Demystifying Cyber Insurance Coverage (2017), https://www2.deloitte.com/content/dam/Deloitte/ni/Documents/financial-services/deloitte-2017-demystifying-cyber-insurance-coverage-report.pdf ("[I]nsurers have struggled to get their arms around cyber risk… [because] the lack of historical data… makes it difficult to build… predictive models that can help assess probability of loss… [I]nsurers have not been selling cyber insurance long enough or on a big enough scale to generate their own critical mass of data… Another challenge facing cyber insurers… is the inherent volatility of this ever-evolving risk, which limits the value of historical experience and undermines the exposure’s predictability. Existing cyber exposures keep mutating, while new ones are continually arising… [E]ven as insurers collect more data and hone predictive models based on prior cyberthreats, the underlying exposure keeps changing. It’s therefore difficult to create a reliable predictive model… Insurers simply don’t know what they don’t know when it comes to cyber risks") (emphasis added).
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608. See Marianne Bonner, What is the Insurance Services Office?, The Balance Small Business [May 16, 2019], https://www.thebalancesmb.com/insurance-services-office-iso-462706 ("[I]nsurers can predict future losses more accurately when they have a large amount of loss data... [M]any insurers rely on ISO for data, ISO collects loss data from the insurers, …processes all of the data… and resells it ] to the insurers—[who use the] data to… look for loss trends") (emphasis added).
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insurers or in favor of insured cyber-professionals and cyber-merchants; 3) whether third parties’ federal cyber-technology claims are likely to influence courts’ dispositions of insurance-defense disputes; and 4) whether cyber-liability insurers’ contract-based affirmative defenses are likely to influence courts’ duty-to-defend declarations.

Once more, Coverage-B provisions in both traditional- and cyber-liability insurance agreements are nearly identical. And cyber-liability insurers use historical claims-loss data and outcomes in litigated cases to predict future cyber-specific loses and litigation costs. On the other hand, both “sophisticated” and “unsophisticated” insureds—various business entities, law firms, solo attorneys, and other professionals—are precluded from accessing ISO’s rich databases. Therefore, the author conducted an empirical study to determine the statistical effects of certain predictors on courts’ dispositions of duty-to-defend disputes.

The discussions in Parts IV and V revealed two important facts. Cyber-liability insurance is fairly new. Thus, the very same legal principles should trigger both traditional- and cyber-liability insurers’ duty to defend. As of 2019, less than one hundred cyber-related insurance disputes had been litigated. Nevertheless, split judicial declarations have begun to occur among state and federal courts over whether cyberinsurers have a duty to defend insureds against cyber-technology torts.

In this part, the author presents the results of the empirical study. The investigation covered both traditional- and cyber-liability insurance coverage. The study was designed to measure the effects of legal and extralegal variables on courts’ disposition of duty-to-defend disputes. Perhaps, the reported statistically significant findings will help insured businesspersons and professionals to predict or make reasonable inferences about their likelihood of prevailing against ISO-supported cyberinsurers in state and federal courts.

A. SOURCE OF DATA AND SAMPLING PROCEDURES

A simple null hypothesis was crafted: no statistically significant difference exists between insurers’ and their insureds’ likelihood of winning duty-to-defend actions. The alternate hypothesis is equally simple: extralegal or extrajudicial variables are more likely to explain any statistically significant

611. See id. (“ISO serves as an administrative backbone and guiding resource... for insurance companies. Its databases and risk management... give the company a unique ability to provide necessary products and services to insurers”). But compare Pennsylvania Nat’l Mutual Cas. Ins. Co. v. Progressive Direct Ins. Co., No. 6:14-CV-0038-SLB, 2015 WL 5719178, *13 (N.D. Ala. Sept. 30, 2015) (“[T]his case does not present an unsophisticated insured against a sophisticated insurer. Both Penn National and Progressive are well acquainted with the requirements... in insurance policies”), with Strauss Painting, Inc. v. Mt. Hawley Ins. Co., 26 N.E.3d 218, 227 (N.Y. 2014) (“It might be possible for... a relatively sophisticated representative of an insured to have a good faith, reasonable belief that notice... is sufficient. [But] Drewes was not an unsophisticated 21-year-old—who was dependent upon... the insurance broker... [He] was the longtime day-to-day operations manager of two construction contractors in New York City”).

612. See, e.g., Recent Publications, 124 HARV. L. REV. 1343, 1344 (2011) (reviewing and reporting an author’s empirical findings: “[The author employs] an expertise in political science and a robust understanding of legal analysis to illuminate the impact [of extrajudicial factors on the decision in a case]. By tracing the judicial response to the recent explosion in immigration appeals, [the author] sketches a
difference between liability insurers’ and insureds’ probability of winning duty-to-defend disputes in state or federal courts.

The author searched law reporters as well as LEXIS-NEXUS and WESTLAW databases. The goal was to uncover reported and unreported duty-to-defend dispute that involved cyber-liability insurance. Given that cyber-insurance is a recent development, the search uncovered less than one hundred duty-to-defend cases involving cyber-specific, standalone contracts. The author, therefore, fashioned an extremely broad query to include any duty-to-defend case which involved any traditional third-party-liability, professional-liability, business-owners-liability or first-party-property insurance contract. The second search generated approximately 6,800 decisions.

To secure a targeted sample of duty-to-defend and cyber-related cases, the author crafted a narrower query which contained only cyber-technology words and phrases: technology, computer, smartphone, hardware, software, cyberspace, cyber!, website, webpage, “domain name,” “office equipment,” “virtual office,” internet, online, “social media,” “chat room” and more. The third search produced 2,325 decisions. After deleting cases which did not focus exclusively on a duty-to-defend question, nearly nineteen hundred (N= 1,840) declarations were selected for the study. Ultimately, multiple binary (0,1) or “dummy” variables were created, a content analysis of each case was performed, data were collected and inserted into a large matrix, various statistical procedures were applied, and the results were analyzed.
TABLE 1. ATTRIBUTES OF INSUREDs AND INSURERS WHO LITIGATED TRADITIONAL DUTY-TO-DEFEND
DISPUTES IN TRIAL AND APPELLATE DECLARATORY JUDGMENT PROCEEDINGS, 1940-2019

<table>
<thead>
<tr>
<th>Attributes</th>
<th>Trial Courts (N = 1,520)</th>
<th>Appellate Courts (N = 903)</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Types of Jurisdictions:</strong></td>
<td></td>
<td></td>
</tr>
<tr>
<td>State-Court Jurisdiction</td>
<td>51.7</td>
<td>43.4</td>
</tr>
<tr>
<td>Federal-Court Jurisdiction</td>
<td>48.3</td>
<td>56.7</td>
</tr>
<tr>
<td><strong>Geographic Origins of Litigation:</strong></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Eastern Courts</td>
<td>23.8</td>
<td>21.8</td>
</tr>
<tr>
<td>Midwestern Courts</td>
<td>29.1</td>
<td>31.3</td>
</tr>
<tr>
<td>Southern Courts</td>
<td>16.3</td>
<td>14.7</td>
</tr>
<tr>
<td>Southwestern Courts</td>
<td>10.0</td>
<td>14.5</td>
</tr>
<tr>
<td>Western Courts</td>
<td>20.8</td>
<td>17.7</td>
</tr>
<tr>
<td><strong>Insureds and Plaintiffs:</strong></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Individuals &amp; Property Owners</td>
<td>22.2</td>
<td>18.7</td>
</tr>
<tr>
<td>Professionals &amp; Small Businesses</td>
<td>19.1</td>
<td>19.9</td>
</tr>
<tr>
<td>Medium-to-Large Corporations</td>
<td>39.5</td>
<td>42.3</td>
</tr>
<tr>
<td>Local &amp; State Governments</td>
<td>7.3</td>
<td>7.1</td>
</tr>
<tr>
<td>Allegedly Third-Party Victims</td>
<td>6.0</td>
<td>6.1</td>
</tr>
<tr>
<td>Financial &amp; Medical Services Entities</td>
<td>5.8</td>
<td>5.9</td>
</tr>
<tr>
<td><strong>Traditional Property &amp; Liability Insurance Contracts:</strong></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Comprehensive General Liability (CGL)</td>
<td>39.5</td>
<td>60.8</td>
</tr>
<tr>
<td>Professional Malpractice Insurance</td>
<td>2.5</td>
<td>3.1</td>
</tr>
<tr>
<td>Business Owner’s Liability Insurance</td>
<td>5.7</td>
<td>5.9</td>
</tr>
<tr>
<td>Commercial Property Insurance</td>
<td>2.8</td>
<td>3.4</td>
</tr>
<tr>
<td>Residential Property Insurance</td>
<td>10.3</td>
<td>8.5</td>
</tr>
<tr>
<td>Vehicle &amp; Automobile Insurance</td>
<td>14.9</td>
<td>13.2</td>
</tr>
<tr>
<td>Other Insurance Coverage</td>
<td>4.3</td>
<td>5.0</td>
</tr>
<tr>
<td><strong>Underlying Third-Party Claims:</strong></td>
<td></td>
<td></td>
</tr>
<tr>
<td>“Negligence”</td>
<td>38.5</td>
<td>39.1</td>
</tr>
<tr>
<td>“Breach of Contract”</td>
<td>1.8</td>
<td>1.8</td>
</tr>
<tr>
<td>“Breach of Warranty”</td>
<td>3.6</td>
<td>3.8</td>
</tr>
<tr>
<td>“Trespass to Person and Property”</td>
<td>5.5</td>
<td>5.3</td>
</tr>
<tr>
<td>“Battery and Malfeasion”</td>
<td>2.2</td>
<td>2.1</td>
</tr>
<tr>
<td>“Fraudulent Misrepresentation”</td>
<td>5.2</td>
<td>4.6</td>
</tr>
<tr>
<td>“Conversion of Property”</td>
<td>2.2</td>
<td>1.8</td>
</tr>
<tr>
<td>“Intentional Infliction of Mental Distress”</td>
<td>5.2</td>
<td>4.6</td>
</tr>
<tr>
<td>“Defamation—Libel &amp; Slander”</td>
<td>2.0</td>
<td>1.8</td>
</tr>
<tr>
<td>Mixed Common-Law Claims</td>
<td>3.5</td>
<td>4.9</td>
</tr>
<tr>
<td>State &amp; Federal Statutory Claims</td>
<td>30.2</td>
<td>30.0</td>
</tr>
</tbody>
</table>

**Outcomes of Duty-to-Defend Disputes:**
- Favorable for Insureds: 42.4%
- Unfavorable for Insureds: 57.6%

*The table database comprises N = 1,420 cases. This table does not include duty to indemnify and related cases.*

B. DEMOGRAPHIC CHARACTERISTICS OF INSURERS AND INSUREDs

Table 1 illustrates some demographic characteristics of insureds and insurers who litigated duty-to-defend disputes in trial and appellate courts’ declaratory-judgment proceedings. The findings reveal that 1,520 began their litigation in lower courts. Of the 1,520 cases that were initially litigated in state-trial or federal-district courts, nearly 60% of the litigants (n = 903) appealed adverse declarations to state and federal courts of appeals.
The six categories of percentages illustrate more specific information about the litigants: Types of Jurisdictions, Geographic Origins of the Lawsuits, Types of Insured-Plaintiffs, Types of Traditional Insurance Contracts, Types of Underlying Third-Party Claims, and Outcomes of Duty-to-Defend Disputes. Comparing the two columns of percentages, some noteworthy findings are revealed. First, state trial courts rather than federal district courts exercised slightly more jurisdiction over duty-to-defend controversies—51.7% and 48.3%, respectively. However, appreciably more litigants appealed to federal rather than to state courts of appeals—56.7% and 43.4% respectively. Also, litigants initially filed a majority of lawsuits in Eastern and Midwestern trial or federal district courts—23.8% and 29.1%, respectively. Similarly, the Eastern and Midwestern appellate courts also resolved the majority of duty-to-defend controversies. The respective percentages are 21.8% and 31.3%, respectively.

Table 1 also describes the types of plaintiffs who commenced declaratory judgment actions in trial courts. Three large aggregates of fairly similar complainants filed the overwhelming majority of duty-to-defend pleadings—“single individuals and property owners,” “professionals and small businesses,” and “medium-to-large corporations.” At the trial-court level, the aggregates’ respective percentages were 22.2%, 19.1% and 39.5%.

As discussed earlier in this article, many property and automobile insurance contracts are “hybrid” contracts, providing both first-party-property coverage, as well as third-party-liability coverage.621 Consequently, both automobile and property insurance agreements also generate duty-to-defend disputes. Table 1 highlights the types of insurance contracts which produced the majority of disputes: they are “comprehensive or commercial general liability (“CGL”),” “vehicle-automobile,” and “residential-property insurance contracts.” At the trial court level, the respective percentages are 59.5%, 14.9% and 10.3%.

Why do third parties sue various insured professionals, business entities and others? Nearly forty percent (38.5%) of the underlying third-party complaints contained common-law negligence claims. Additionally, thirty percent (30.2%) of the underlying complaints comprised state and federal statutory claims—which are typically negligence-based rather than intentional torts.622 These two findings are not surprising, because most businesses, professionals and other consumers purchase liability insurance to cover third-party negligence-based claims and lawsuits.623 Another finding, however, is more

621. See supra notes 61, 149-52, 162 and accompanying text.
623. See, e.g., Sony Comput. Entm’t Am. Inc. v. Am. Home Assur. Co., 532 F.3d 1007, 1012 (9th Cir. 2008) (stressing that the policy obligated the insurer to provide defense costs for lawsuits arising from a “negligent publication”); Sundaram v. COVERYS, 130 F. Supp. 3d 419, 424 (D. Maine. 2015) (finding that the professional liability insurance contract promise to pay damages for any third-party negligence
interesting: third parties filed multiple and a variety of intentional-tort allegations against insureds. Collectively, these latter allegations appeared in **31.2%** of the underlying third-party pleadings.

Finally, **TABLE 1** shows the “outcomes of duty-to-defend disputes.” In declaratory-judgment proceedings, both trial and appellate courts are significantly more likely to rule against insureds and in favor of insurers. Among trial courts and **viewed from the insureds’ perspectives**, the reported “favorable” and “unfavorable” percentages are **42.4%** and **57.6%**—respectively. Among courts of appeals, the respective percentages are **46.5%** and **53.5%**.

C. **BIVARIATE RELATIONSHIP BETWEEN PREDICTORS AND APPELLATE COURTS’ DECISIONS TO GRANT OR DENY DECLARATORY RELIEF IN DUTY-TO-DEFEND PROCEEDINGS**

Underscoring a prior observation, as of early 2019, insurers had not collected a large amount of cyber-specific claims-loss data. 624 Thus, using only cyber-insurance-specific data, insurers cannot predict confidently the likely outcomes of cyber-insurance disputes in state and federal courts. 625 Yet, insurers are hastily, confidently and persuasively advertising and selling cyber-insurance. 626 Does traditional liability insurers’ propensity to win a significant majority of duty-to-defend controversies explain in part cyber-liability insurers’ confidence and billions-dollars sales? The short answer is, perhaps. Thus, it is important to determine which factors are more likely to increase insureds’ or insurers’ propensity to win duty-to-defend disputes.

**TABLE 2** highlights some statistically significant and bivariate relationships between several predictors and the outcomes of duty-to-defend disputes. First, both state and federal courts of appeals are more likely to decide in favor of insurers—**51.4%** and **55.0%**, respectively.

On the other hand, when focusing on the “types of liability insurance contracts,” the results show insureds are more likely to win against “professional-malpractice” liability insurers—**67.9%** versus **32.1%**. Also, insureds are significantly more likely to prevail against “automobile-vehicle liability” insurers—**55.5%** versus **44.5%**. In contrast, “CGL,” “business-owners’,” “commercial-property” and “residential-property liability” insurers are substantially more likely to prevail against insureds. The statistically significant percentages are **54.6%**, **62.3%**, **61.3%** and **57.1%**—respectively.

---

624. Nelson & Simek, supra note 160, at 17 (reporting that “in 2016, the cyber insurance industry grew by 33 percent”; “the global market may reach $14 billion by 2022”; a lot of lawyers will have to determine if the words and phrases in cyber-insurance contracts actually mean what insurers think they mean; and “cyber insurance is evolving [without the help] of precedents”).


Once more, CGL insurers are significantly more likely to win duty-to-defend disputes. But a totally unexpected statistically significant finding appears in TABLE 2: when third parties file “advertising injury” claims against insureds and the CGL insurance contracts cover “advertising injury” claims, insureds are substantially less likely to prevail. Or, stated slightly differently, the findings reveal that courts of appeals overwhelmingly declare that CGL insurers have no obligation to defend insureds against any “advertising injury” claim when liability-insurance contracts cover such claims. The respective percentages are 42.9% versus 57.1%. In contrast, when third-party complainants file identical claims and the CGL policy does not cover an

<table>
<thead>
<tr>
<th>JURISDICTIONS</th>
<th>Subcategories</th>
<th>Favorable</th>
<th>Unfavorable</th>
</tr>
</thead>
<tbody>
<tr>
<td>State Appellate Courts</td>
<td></td>
<td>48.6</td>
<td>51.4 (N = 391)</td>
</tr>
<tr>
<td>Federal Appellate Courts</td>
<td></td>
<td>45.0</td>
<td>55.0 (N = 512)</td>
</tr>
<tr>
<td>Eastern Courts</td>
<td></td>
<td>49.2</td>
<td>50.8 (N = 198)</td>
</tr>
<tr>
<td>Midwestern Courts</td>
<td></td>
<td>51.0</td>
<td>49.0 (N = 283)</td>
</tr>
<tr>
<td>Southern Courts</td>
<td></td>
<td>41.0</td>
<td>59.0 (N = 132)</td>
</tr>
<tr>
<td>Southwestern Courts</td>
<td></td>
<td>48.1</td>
<td>51.9 (N = 131)</td>
</tr>
<tr>
<td>Western Courts</td>
<td></td>
<td>38.4</td>
<td>61.6 (N = 160)</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>TYPES OF TRADITIONAL &amp; PROPERTY LIABILITY &amp; HYBRID INSURANCE CONTRACTS</th>
<th>Subcategories</th>
<th>Favorable</th>
<th>Unfavorable</th>
</tr>
</thead>
<tbody>
<tr>
<td>CGL Insurance</td>
<td></td>
<td>44.4</td>
<td>54.6 (N = 549)**</td>
</tr>
<tr>
<td>Professional Malpractice</td>
<td></td>
<td>67.9</td>
<td>32.1 (N = 28) **</td>
</tr>
<tr>
<td>Business Owners’ Liability</td>
<td></td>
<td>37.7</td>
<td>62.3 (N = 53) **</td>
</tr>
<tr>
<td>Commercial Property</td>
<td></td>
<td>38.7</td>
<td>61.3 (N = 31)</td>
</tr>
<tr>
<td>Residential Property</td>
<td></td>
<td>42.9</td>
<td>57.1 (N = 77)</td>
</tr>
<tr>
<td>Automobile &amp; Vehicle</td>
<td></td>
<td>55.5</td>
<td>44.5 (N = 119) **</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>CGL COVERAGE FOR “ADVERTISING AND “PUBLISHING” INJURY</th>
<th>Subcategories</th>
<th>Favorable</th>
<th>Unfavorable</th>
</tr>
</thead>
<tbody>
<tr>
<td>Coverage—Present</td>
<td></td>
<td>42.9</td>
<td>57.1 (N = 406)*</td>
</tr>
<tr>
<td>Coverage—Absent</td>
<td></td>
<td>52.3</td>
<td>47.7 (N = 143) *</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>TYPES OF UNDERLYING CLAIMS AND THEORIES</th>
<th>Subcategories</th>
<th>Favorable</th>
<th>Unfavorable</th>
</tr>
</thead>
<tbody>
<tr>
<td>“Negligence Claims”</td>
<td></td>
<td>53.8</td>
<td>46.2 (N = 353) **</td>
</tr>
<tr>
<td>“Breach of Contract”</td>
<td></td>
<td>41.2</td>
<td>58.8 (N = 17) **</td>
</tr>
<tr>
<td>“Breach of Warranty”</td>
<td></td>
<td>50.0</td>
<td>50.0 (N = 34)</td>
</tr>
<tr>
<td>“Trespass /Invasions”</td>
<td></td>
<td>41.7</td>
<td>58.3 (N = 48)</td>
</tr>
<tr>
<td>“Battery/Molestation”</td>
<td></td>
<td>21.1</td>
<td>78.9 (N = 19)</td>
</tr>
<tr>
<td>“Fraud/Misrepresentation”</td>
<td></td>
<td>42.9</td>
<td>57.1 (N = 42) **</td>
</tr>
<tr>
<td>“Conversion of Property”</td>
<td></td>
<td>50.0</td>
<td>50.0 (N = 16)</td>
</tr>
<tr>
<td>“Intent-Emotional Distress”</td>
<td></td>
<td>26.2</td>
<td>73.8 (N = 42)</td>
</tr>
<tr>
<td>“Defamation”</td>
<td></td>
<td>52.9</td>
<td>47.1 (N = 17) **</td>
</tr>
<tr>
<td>“Mixed-Claims Complaint”</td>
<td></td>
<td>45.5</td>
<td>54.5 (N = 44)</td>
</tr>
<tr>
<td>Statutory Claims</td>
<td></td>
<td>42.8</td>
<td>57.2 (N = 271)</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>INSURERS’ TRADITIONAL LAW &amp; COMMON LAW &amp; AFFIRMATIVE DEFENSES</th>
<th>Subcategories</th>
<th>Favorable</th>
<th>Unfavorable</th>
</tr>
</thead>
<tbody>
<tr>
<td>“No Occurrence”</td>
<td></td>
<td>53.6</td>
<td>46.4 (N = 224)</td>
</tr>
<tr>
<td>“Excluded Perils”</td>
<td></td>
<td>46.0</td>
<td>54.0 (N = 311)</td>
</tr>
<tr>
<td>“Excluded Intentional Acts”</td>
<td></td>
<td>41.8</td>
<td>58.2 (N = 158)</td>
</tr>
<tr>
<td>“Breach of Conditions”</td>
<td></td>
<td>43.6</td>
<td>56.4 (N = 62)</td>
</tr>
<tr>
<td>Procedural Defenses</td>
<td></td>
<td>43.2</td>
<td>56.8 (N = 148)</td>
</tr>
</tbody>
</table>

** Chi square test statistically significant at p < .01
* Chi square test statistically significant at p < .04

1 Forty-five workers’ compensation, marine and inland-marine insurance cases were not used in this calculation.

Otherwise, the level of statistical significance would be Chi square 12.08 at p = .06
“advertising injury” claim, appellate courts are significantly more likely to “decide in favor of insureds”—52.5% versus 47.5%.

What explains these latter and, arguably, bizarre findings? As communicated earlier, before 1986, CGL insurance contracts did not cover cyber-technology claims. However, after 1986, CGL agreements began to cover “advertising injury claims.” The post-1986 CGL agreements also contained a cyber-exclusion provision. Perhaps, when a cyber-exclusion clause is present, appellate courts are more likely to apply the purportedly “draconian” or “harsh” plain-meaning rule, and declare that CGL insurers have no obligation to defend insureds against any cyber-related or any “advertising injury” claim. Nonetheless, the universal rules are exceedingly clear: Insurers have a duty to analyze third parties’ allegations to determine whether coverage is possible. And, if there is any doubt about coverage, it must be resolved in favor of insureds.

TABLE 2 also illustrates the statistically significant effects of “third parties’ allegations and actions” on the dispositions of duty-to-defend disputes. First, courts of appeals are substantially more likely (53.8%) to compel a legal defense when third parties file negligence actions against insureds. This is not surprising, since liability insurance contracts are structured and sold to cover negligence-based lawsuits. Other findings, however, are somewhat surprising. For example, when third parties file defamation actions against insureds, appellate courts are significantly more likely (52.9%) to compel a legal defense. On the other hand, insurers are significantly more likely to prevail when third parties file various “intentional-tort” actions against insureds. The respective percentages are 58.8%, 58.3%, 78.9%, 57.1% and 73.8%. This latter finding is also unexpected, since insurers must provide a legal defense against any potentially or possibly covered third-party cause of action.

Furthermore, the law is fairly clear regarding another issue: insurers must defend insureds, if 1) third-party complainants allege “multiple” or “mixed” common-law and statutory claims, and 2) the insurance contract excludes some of the claims. Yet, in TABLE 2, the findings reveal an

627. BLACK ET AL., supra note 149, at 2 ("As more small- and mid-market organizations purchase cyber insurance, use of ISO forms will likely grow, but variation in available policy wording will persist").

628. BLACK ET AL., supra note 149, at 2.

629. BLACK ET AL., supra note 149, at 2.

630. Cf. Koken v. Reliance Ins. Co., 893 A.2d 70, 82 (Pa. 2006) ("In light of the plain language… the lower [court concluded that a different reading]… would lead to a harsh or draconian result… [It is important to note that a plain language interpretation… does not… produce a harsh, absurd or unreasonable result"); Larson v. Nationwide Agribusiness Ins. Co., No. CIV. 12-1290 RHK/FLN, 2013 WL 375581, at *1 (D. Minn. Jan. 31, 2013), aff’d, 739 F.3d 1143 (8th Cir. 2014) ("The policy language is clear… Although the result in this case may be harsh, the policy’s language is unambiguous… [W]hen language in an insurance contract is unambiguous, [a] court must apply it according to its plain meaning") (emphasis added).


633. Id.

634. See, e.g., State Farm Fire and Cas. Co. v. Schwan, 308 P.3d 48, 51 (Mont. 2013) ("Montana follows what other courts have termed the ‘mixed-action’ rule—which requires an insurer to defend all counts in a complaint so long as one count potentially triggers coverage, even if the remaining counts
unsettling truth: appellate courts are markedly less likely to compel a legal defense when third parties file “mixed-actions” (54.5%) or “statutory claims” (57.2%) against insureds.

Finally, both traditional and cyber-liability insurers insert substantially similar “occurrence,” “conditions,” and “exclusion” provisions into insurance contracts. For example, in one cyberinsurance contract, the “occurrence” provision stated in relevant part: “[Coverage] will apply... only if the following conditions precedent to coverage are satisfied:...[T]he insured incurs...expenses within 12 months of discovering...that a privacy breach...had occurred, and the privacy breach...occurs during the policy period.” And, in standard liability insurance contracts, a typical “occurrence” clause reads in pertinent part: “The company will pay... all sums which the insured shall become legally obligated to pay as damages because of bodily injury...caused by an occurrence.” Generally, an occurrence is an accidental bodily injury which was “neither expected nor intended from the standpoint of the insured.”

Stated briefly, insurers frequently raise “no-occurrence,” “breach-of-condition” and “exclusion” defenses in duty-to-defend trials. Therefore, consider the last five rows of data in TABLE 2. The bivariate relationship between disposition of cases and types of affirmative defenses is not statistically significant for an obvious reason: when appellate courts weigh insurers’ “exclusion,” “breach-of-condition” and “common-law procedural” defenses, insurers are predictably and substantially more likely to prevail. The reported percentages are 54.0%, 58.2%, 56.4% and 56.8%. Conversely, insureds are slightly more likely (53.6%) to prevail, only when insurers advance a “no-occurrence” defense.
Again, insurers are aggressively marketing and selling cyber-liability insurance contracts which cover purportedly cyber-technology torts or “occurrences.” Nevertheless, before purchasing these contracts, professionals and businesspersons should be cautious: state and federal courts are seriously divided over whether certain torts are indeed “occurrences” under liability insurance agreements. Even more disquieting, when insurers raise a no-occurrence defense, the “geographic locations” of state and federal courts influence whether a particular tort is an “occurrence” and whether insurers have an obligation to defend their insureds.

To support the last assertion, consider the six columns of results in TABLE 3. The initial five rows of percentage data illustrate the bivariate relationship between appellate courts’ geographic locations, and insureds’ likelihood of winning/losing duty-to-defend disputes, focusing exclusively on cases in which insurers advanced a “no-occurrence” defense. First, among “state appellate courts” in the “Midwest” and “West,” a “no-occurrence defense” slightly increases insurers’ likelihood of winning. The respective percentages are 53.5% and 60.9%. Additionally, among federal courts of appeals in the “Southwest” and “West,” a “no-occurrence defense” substantially increases insurance underwriters’ likelihood of winning duty-to-defend disputes. The statistically significant percentages are 64.5% and 66.7%—respectively.

In contrast, among “state courts of appeals” in the “East,” “South” and “Southwest,” insureds are more likely to win duty-to-defend disputes, even when insurers advance a no-occurrence defense. The respective percentages are 67.6%, 60.0% and 85.7%. Similarly, among federal appellate courts in the “East,” “Midwest” and “South,” insureds are substantially more likely to prevail when liability insurers raise a “no-occurrence defense.” The statistically significant percentages are 68.0%, 61.7% and 59.1%—respectively.

Again, TABLE 2 reports an unexpected finding: insureds are more likely (53.6%) to win of duty-to-defend disputes when liability insurers raise the “no-occurrence defense.” The last two rows of statistics in TABLE 3 provide a plausible explanation: state appellate courts order significantly more insurers to defend their insureds—dismissing insurers’ “no-occurrence defense” and ignoring...

---

639. For example, courts are split over whether various insureds’ allegedly negligent misrepresentations are “occurrences.” Compare Wood v. Safeco Ins. Co. of Am., 980 S.W.2d 43, 54 (Mo. Ct. App. 1998) (declaring that a third party’s “negligent misrepresentation” claim is an “occurrence” and forcing the insurer to defend the insured); and Sheets v. Brethren Mutual Ins. Co., 679 A.2d 540, 551 (Md. 1996) (same), with Miller v. Western General Agency, Inc., 49 Cal. Rptr. 2d 55, 58 (Cal. Ct. App. 1996) (declaring that the insured’s purposeful misrepresentations—which caused investment and economic losses—were not occurrences or accidental events); Allstate Ins. Co. v. Chaney, 804 F. Supp. 1219, 1221-22 (N.D. Cal. 1992) (declaring that under California law, negligent misrepresentation is essentially fraudulent conduct rather than an “accident” or an “occurrence” under an insurance policy); Safeco Ins. Co. of Am. v. Andrews, 915 F. 2d 500, 502 (9th Cir. 1990) (declaring that the insured’s misrepresentations—in connection with the sale of property—were not “occurrences” under the policy).

**Cyber-Technology Torts**

<table>
<thead>
<tr>
<th>Types of Traditional Insurance Contracts:</th>
</tr>
</thead>
<tbody>
<tr>
<td>Other &quot;Hybrid&quot; &amp; Third-Party Insurance</td>
</tr>
<tr>
<td>Comprehensive General Liability (CGL)</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Number</th>
<th>Percent</th>
<th>Number</th>
<th>Percent</th>
<th>Number</th>
<th>Percent</th>
<th>Number</th>
<th>Percent</th>
<th>Number</th>
<th>Percent</th>
</tr>
</thead>
<tbody>
<tr>
<td>100</td>
<td>99.0</td>
<td>93</td>
<td>93.5</td>
<td>175</td>
<td>98.6</td>
<td>75</td>
<td>90.8</td>
<td>167</td>
<td>90.2</td>
</tr>
<tr>
<td>190</td>
<td>92.7</td>
<td>105</td>
<td>92.3</td>
<td>186</td>
<td>92.1</td>
<td>105</td>
<td>89.2</td>
<td>167</td>
<td>90.2</td>
</tr>
<tr>
<td>190</td>
<td>91.6</td>
<td>105</td>
<td>91.6</td>
<td>186</td>
<td>91.6</td>
<td>105</td>
<td>91.6</td>
<td>167</td>
<td>91.6</td>
</tr>
</tbody>
</table>

**Predictor Variables**

<table>
<thead>
<tr>
<th>Viewed From Insurers' Perspectives</th>
<th>Repeated Course of Appeal, Declerations</th>
<th>On Second Appeal, Course of Declerations</th>
</tr>
</thead>
<tbody>
<tr>
<td>No Occurrence, Defense and Igs</td>
<td>No Occurrence, &quot;Deese and Ilgs&quot;</td>
<td>No Occurrence, &quot;Deese and Ilgs&quot;</td>
</tr>
</tbody>
</table>

**Table 3:** The Effects of the "No Occurrence, Affirmative Defense on the Outcomes of Traditional Proceedings"
whether insureds had purchased “CGL” or “hybrid” liability insurance contracts. The percentages are 50.3% and 60.8%—respectively. Federal appellate courts also are more likely (61.0%) to find a duty to defend—dismissing underwriters’ no-occurrence argument under “hybrid” insurance agreements. On the other hand, federal courts of appeals are less likely (51.5%) to compel a legal defense—when “CGL” underwriters raise a “no-occurrence defense.”

Finally, several important facts were highlighted in PART IV.B.1 of this article: millions of professionals and businesses advertise goods and services on the Web.641 Consumers and allegedly third-party victims are increasingly filing personal-injury lawsuits against cyberspace advertisers, retailers and marketers who publish or share purportedly offensive information.642 Cyber advertising torts can be deceptive trade practices,643 intentional torts,644 or violations of intellectual property rights.645 More importantly, state and federal courts are divided over whether CGL insurers in particular must defend insured professionals and businesses against all types of “personal and advertising injury” claims.

TABLE 4 displays the last cluster of bivariate and statistically significant relationship between third parties’ “personal and advertising injury” claims and duty-to-defend outcomes—among persons who purchased comprehensive or commercial general liability insurance contracts.

Focus on the two left columns of data that appear under the heading, THE EFFECTS OF “PERSONAL & ADVERTISING INJURY” CLAIMS ON APPELLATE COURTS’ RULINGS—WITHOUT CONTROLLING FOR THE AMBIGUITY DOCTRINE’S EFFECTS. From insureds’ perspectives, the findings are less than ideal. Appellate courts are significantly more likely to force commercial general liability insurers to defend insureds only when third parties file “negligence,” “breach-of-warranty” and “conversion/misappropriation” lawsuits against insureds. The respective percentages are 54.8%, 63.6% and 63.6%.

Now consider the two right columns of data under the title, THE EFFECTS OF “PERSONAL & ADVERTISING INJURY” CLAIMS ON APPELLATE COURTS’ RULINGS—MEASURING THE AMBIGUITY DOCTRINE’S EFFECTS. Again, from various insureds’ points of views, the findings are disappointing for similar reasons. Courts of appeals are more likely to force CGL-Coverage-B insurers to provide a legal defend only when third parties file “negligence,” “breach-of-warranty,” “conversion/misappropriation,” and “defamation” claims against insureds. The reported percentages are 56.1%, 63.6%, 63.6% and 60.0%.

641. See, e.g., Press Release, Interactive Advertising Bureau, supra note 335.
643. Bonner, supra note 338 (“[A]n online ad might violate federal fair trade laws [and states’ deceptive trade practices statutes]… [T]hese laws are designed to protect the public from [businesses’] unfair, deceptive or fraudulent practices…”).
644. Bonner, supra note 338 (“Errors in advertising [are] torts like defamation, invasion of privacy, improper use of someone’s advertising idea, or violation of someone else’s advertising idea”).
645. Bonner, supra note 338 (“Intellectual property includes copyrights, patents, trademarks, service marks, trade dress and trade secrets. Federal law bars the use of this property without the permission of the creator”).
<table>
<thead>
<tr>
<th>Percent</th>
<th>Number</th>
<th>Favorable</th>
<th>Unfavorable</th>
<th>TOTAL</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td>Favorable</td>
<td>Unfavorable</td>
<td></td>
</tr>
<tr>
<td>Personal and Advertising Injury</td>
<td>32%</td>
<td>50</td>
<td>120</td>
<td>152</td>
</tr>
<tr>
<td>Third-Party Compensated</td>
<td>36%</td>
<td>54</td>
<td>120</td>
<td>174</td>
</tr>
</tbody>
</table>

**Chi-square test statistically significant at \( p < 0.002 \) **

**Chi-square test statistically significant at \( p < 0.009 \) **
Unquestionably, professionals and businesspersons should be somewhat concerned and cautious, 1) if they use the Web, social media or other cyber-communication platforms to advertise and sell goods or services, and 2) if they plan to purchase CyberFirst, WebXtend, or cyber-liability insurance—which essentially mirrors traditional CGL-Coverage-B insurance.646

Business entities and professionals must also exercise prudence for another important reason. The overwhelmingly majority of pro-insurer findings in TABLE 4 strongly suggest that under CGL-Coverage-B insurance contracts, “personal and advertising injury” provisions provide only an “illusion of coverage.”647 Why?

The doctrine of ambiguity is quite clear: As a matter of law, ambiguous duty-to-defend terms are construed in favor of insureds—triggering liability insurers’ duty to defend.648 Yet, as revealed in TABLE 4, appellate courts declare quite often: Comprehensive general liability insurance contracts do not cover the overwhelming majority of third-party “personal and advertising injury” claims. Even more significant, state and federal courts of appeals are particularly less likely to find a duty to defend—when they apply or refuse to apply the pro-insured ambiguity doctrine. Therefore, a commonsensical question arises: What are insureds’ billions of dollars purchasing each year?649 Again, is not coverage illusory when an insurance contract promises to cover “personal and advertising injury” claims, and an unambiguous exclusion clause precludes coverage for large categories of “personal and advertising injury” claims?650

D. A TWO-STAGE MULTIVARIATE PROBIT ANALYSIS OF APPELLATE COURTS’ DUTY-TO-DEFEND DECISIONS INVOLVING TRADITIONAL-LIABILITY INSURANCE CONTRACTS AND SOME CYBER-LIABILITY INSURANCE ENDORSEMENTS

Thus far, we have explored several bivariate and statistically significant relationships between duty-to-defend dispositions and certain predictors. Arguably, the findings provide plausible explanations of several previously judicial splits. Again, the findings are derived from a stratified sample of traditional-liability and some cyber-liability insurance cases.651 Therefore, a

646. See supra notes 167-174 and accompanying text.
647. See supra notes 362-365 and accompanying text.
650. Cf. Streim, supra note 59 (“There has been… high-profile cyberattacks and data breaches leaving businesses with millions of dollars in losses. Don’t worry… [Insurers] offer coverage [to] help mitigate your risk… So, you finally bought cyber insurance. Now you’re fully protected, right? Not so fast… As a general matter, companies’ purchasing cyber coverage should not place blind faith in the insurers’ assurances… [Companies] must be very careful [when] determining which cyber coverage is right… and [do] not allow an insurer to sell… only the illusion of coverage.”) (emphasis added).
651. See, e.g., Parts IV and V supra notes 626-639 and accompanying text.
variety of third-party, tort-based claims appear in the study, including cyber-related and technology-specific negligence, conversion, trespass and breach of warranty claims.

Still, an even more important point needs stressing: categorically, bivariate-relationships do not prove that judicial splits evolve from courts’ allegedly pro-insured or pro-insurer “biases.” As explained elsewhere, to increase the validity as well as the predictive, inferential and explanatory power of one’s survey-research findings, two important questions must be answered:

652. Compare Salem Group v. Oliver, 607 A.2d 138, 140 (N.J. 1992) (holding that the insurer had a duty to defend the insured against underlying negligence and gross negligence claims associated with a minor’s use of an all-terrain vehicle), and North Star Mutual Insurance Co. v. Johnson, 552 N.W.2d 791, 794 (Minn. Ct. App. 1994) (holding that the insurer had a duty to defend an insured farmer against a negligence action after a chemical sprayer on the farmer’s pickup truck malfunctioned and smashed into the windshield of an oncoming car), and Simon v. Marylund Cas. Co., 353 F.2d 609, 613-614 (5th Cir. 1965) (declaring that the general liability insurer had a duty to defend contractor against negligence claims after the latter’s faulty technology—converting an electrical system from low to a higher voltage—caused a fire and damaged a third party’s property), and Danek v. Hommer, 100 A.2d 198, 205 (N.J. Super. A.D. 1953) (holding that the insurer had a duty defend against an underlying negligence action in which an employer failed to distribute necessary protective guards and devices to an employee whose hand was amputated by the employer’s machine), with North Star Mut. Ins. Co. v. Holy, 402 N.W.2d 452, 457 (Iowa 1987) (declaring that the insurer had no duty to defend an insured farmer against a negligence action after an allegedly protruding and swerving auger caused third-party injuries), and Atlantic Mut. Ins. Co. v. Field Co., 380 N.W.2d 122, 126 (Minn. 1986) (declaring that the comprehensive general liability insurer had a duty to defend an insured wholesaler against third-party negligence, claims after a contractor purchase defective underground sewage system technology from the vendor).

653. Compare John Deere Ins. Co. v. Shamrock Industries, Inc., 929 F.2d 413, 418 (8th Cir. 1991) (declaring that the insurer was obligated to defend the employer under misappropriation of trade secrets claims surrounding an employee-inventor’s “improved machine for filling ice cream containers”) (emphasis added), and Zurich Ins. Co. [U.S. Branch] v. Killer Music, Inc., 998 F.2d 674, 678-79 (9th Cir. 1993) (declaring that a CGL insurer had a duty to defend the insured against a copyright-infringement claim involving “digital television and radio music jingles, because the contract covered damages for “personal injury” or “advertising injury”), with Konami (America) Inc. v. Hartford Ins. Co. of Ill., 761 N.E.2d 1277, 1285 (III. Ct. App. 2002) (declaring that a CGL insurer had no duty to defend a video game manufacturer who allegedly infringed on a third party’s patents for digital circuitry for television gaming apparatus), and A. Kush & Associates, Ltd. v. American States Ins. Co., 927 F.2d 929, 932-36 (7th Cir. 1991) (concluding that the liability insurer had no duty to pay defense costs on behalf of an insurer who was sued for copyright infringement, trademark infringement and false advertising surrounding the sale of pendants), and Alliance Ins. Co. v. Colella, 995 F.2d 944, 946 (9th Cir. 1993) (declaring that the insurer had no duty to defend because the third-party unfair competition claim did not fall under the policy’s “advertising injury” clause).

654. Compare Titan Holdings Syndicate, Inc. v. City of Keene, N.H., 898 F.2d 265, 274 (1st Cir. 1990) (declaring that the insurer had a duty to defend the city against homeowners’ trespass and nuisance complaint—after the city continuously bombarded and exposed homeowners to putrid odors, gases and particulates emanating from the city’s sewage treatment plant), and Scottish Guarantee Ins. Co., Ltd. v. Dwyer, 19 F.3d 307, 312 (7th Cir. 1994) (declaring that the insurer had to defend the insured against third parties’ negligent trespass after the insured allegedly released chemicals into the ground and damage third parties’ property), with E & I Chipping Co., Inc. v. Hanover Ins. Co., 962 S.W.2d 272, 278 (Tex. Ct. App.-Beaumont 1998) (concluding that the insurer had no duty to defend the company who allegedly sprayed water on an onsite fire—causing a run-off of contaminated water which polluted streams on landowners’ property), and Indiana Lumbermens Mut. Ins. Co. v. West Oregon Wood Products, Inc., 268 F.3d 639, 646 (9th Cir. 2001) (declaring that a commercial general liability insurer had no duty to defend a manufacturing plant against third-party trespass to land and personal injury claims—resulting from a manufacturing plant’s pollution emissions).

655. Compare St. Paul Fire & Marine Ins. Co. v. National Computer Systems, Inc., 490 N.W.2d 626, 632 (Minn. App. Ct. 1992) (declaring that CGL insurer had a duty to defend insured against a third party’s computer-based and “misappropriation of confidential proprietary information” claims), and Retail Sys., Inc. v. CNA Ins. Cos., 469 N.W.2d 735, 736-37 (Minn. App. 1991) (declaring that a general liability insurer had a duty to defend the insured who allegedly lost a third party’s computer tape that contained voter-preference survey data), with Magnetic Data, Inc. v. St. Paul Fire & Marine Ins. Co., 442 N.W.2d 153, 154-56 (Minn.1989) (declaring that the CGL insurer had no duty to defend insured who allegedly and mistakenly erased magnetically encoded data on a customer’s cartridges).
1) whether the published judicial cases in law reporters mirror factually and completely appellate courts’ propensity to grant or deny relief; and 2) whether appellate courts intentionally or unintentionally allow legal as well as extrajudicial factors to determine the outcome legal disputes. Historically, survey findings are more likely to be valid and predictive when researchers 1) test for “selectivity bias” in the sample data, 2) use more “powerful” inferential statistics, and 3) measure the individual, combined and concurrent effects of multiple legal and extrajudicial variables on the dispositions of legal disputes.

A test for “selectivity bias” is important for several reasons. Appellate courts, rather than state and federal lower courts, are likely to pen and publish a “final” decision. After receiving an adverse ruling in a trial or federal district court, some litigants accept the decision and decide not to seek appellate review. Other litigants, however, refuse to accept the lower courts’ adverse ruling and challenge the unfavorable outcome in a state or federal appellate court.

Thus, the “selectivity bias” question becomes whether a statistically significant difference exists between litigants who “decide to appeal” and those who “decide not to appeal.” If a statistically significant difference is discovered, self-selection bias or the groups’ diverse characteristics—rather than “biased courts”—probably explain appealer’s propensity to win or lose controversies in courts of appeals. As disclosed earlier, the present sample contains some background information about the litigants who appealed adverse duty-to-defend rulings. Therefore, the author performed a multivariate, Search Term End two-staged probit analysis. The procedure tests for “selectivity bias” and other factors that may influence the outcome of legal disputes.
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bias” and measures the unique, combined and concurrent effects of multiple extrajudicial and legal factors on the dispositions of duty-to-defend disputes in state and federal appellate court.661

To begin the brief discussion, consider the information in TABLE 5. It presents the results of two multivariate-probit analyses—MODEL A and MODEL B.

The findings in TABLE 5 are based on an analysis—using all 1,840 cases in the sample.662 This number comprised both duty-to-defend and some duty-to-indemnify cases—1,520 and 320, respectively. Of the 1,520 duty-to-defend cases which were initiated in lower courts, litigants appealed 1,473 adverse rulings to federal and state appellate courts. However, of the 1,473 appealed cases, some legal and extrajudicial variables had missing data. In addition, the two models in TABLE 5 contain a different mix of predictors or “dummy” variables. Thus, one or a combination of these data-management issues explain the different sample sizes for MODEL A and MODEL B—n = 1,473 and n = 1,261, respectively.

In light of these additional disclosures, consider MODEL A in TABLE 5. It comprises four predictor variables—along with their subcategories. “Courts’ Locations” has five categories; “Circuits” has four categories; “Traditional Insurance Contracts & Some Cyber-Liability Endorsements” has five categories, and, three subcategories appear under “Insureds and Third-Party Claims.”

MODEL A presents two distributions of probit values—along with their respective robust standard errors. The asterisks describe the probit values’ levels of statistical significance.663 The probit values appearing under the caption DECISIONS TO APPEAL ADVERSE DECLARATORY JUDGMENT RULINGS TO STATE AND FEDERAL COURTS OF APPEALS (n= 1473) answer the question: whether or not the multiple and simultaneous effects of the four clusters of predictors significantly influenced litigants’ decisions to appeal their adverse duty-to-defend rulings.

Some of the probit values are statistically significant—strongly indicating that some of the factors influenced litigants’ “decisions to appeal unfavorable lower-court rulings” to state and federal courts. Similarly, in MODEL B, many of the same variables influenced litigants’ “decisions to appeal” state trial courts’ and federal district courts’ adverse rulings. Thus, in MODEL A or B, litigants’ “decision to appeal or not appeal” can be explained by knowing one or a combination of facts: 1) the appellate courts’ geographic locations, 2) litigants appealed only to state courts, and 3) litigants appealed to the Fifth Circuit rather to the other federal circuits, 4) the complainants were insured under comprehensive general liability insurance contracts and under some cyber-insurance endorsements, 5) the insurance contract insured a single person, and 6)

661. Id.
662. See TABLE 1 at the bottom.
663. See, e.g., Michael S. Kang & Joanna M. Shepherd, The Partisan Price of Justice: An Empirical Analysis of Campaign Contributions and Judicial Decisions, 86 N.Y.U. L. REV. 69, 100 n.144 (2011) (reporting probit estimates, the marginal effects of all variables—including control variables—on the probability of voting, t-statistics, standard errors and the corresponding symbols which represent the 1%, 5%, and 10% levels of statistical significance).
insureds or underlying third parties filed trespass and/or invasion of privacy claims.

Perhaps, viewed individually, these initial statistically significant “decision-to-appeal-or-not-to-appeal” findings are interesting. However, there is an overriding question: whether or not “selectivity bias” appears in the sample data. Or, stated another way, are there meaningful differences between litigants who decided to appeal and litigants those who decided not to appeal adverse rulings? To find an answer for MODEL A, a “test” for similarities between two equations — the two distributions of probit values — is required. An identical test is required for MODEL B.

At the bottom of each model in TABLE 5, a Wald test for independent equations appears. The respective Chi-square values are not statistically significant and they suggest: no meaningful self-selection or other-selection bias exists in the sample data. Now, consider the ultimate or more compelling question: whether the multiple, independent, concurrent and simultaneous effects of the respective predictors in MODEL A and MODEL B are significantly more or less likely to influence appellate courts’ dispositions of duty-to-defend disputes. The answer is, yes.

Reconsider MODEL A and examine the probit values under the heading DISPOSITIONS OF DECLARATORY JUDGMENTS ACTIONS IN STATE AND FEDERAL COURTS OF APPEALS. Four predictors have corresponding statistically significant probit values. The “Southern-Courts” and “Southwestern-Courts” variables have positive .1474 and .3093 probit value, respectively. And the interpretations are straightforward: insureds generally are substantially more likely to prevail in both state and federal appellate courts which are located in southern and southwestern states. Moreover, insureds are still more likely to prevail even when those courts weigh insurers’ usually effective “exclusion” and/or “no-occurrence” affirmative defenses.664

On the other hand, the next two statistically significant probit values in MODEL A are negative. The negative -.3579 coefficient indicates that in the Court of Appeals for the Tenth Circuit, insureds are significantly less likely to win duty-to-defend disputes. Similarly, the negative -.2723 probit coefficient means insureds are significantly less likely to win when third parties sue insureds and raise “trespass-to-property” and “invasion-of-privacy” claims.

The probit values in MODEL B answer the general question: whether extrajudicial variables are more likely to influence the outcomes of duty-to-defend disputes when appellate courts only apply the supposedly pro-insureds doctrine of ambiguity. Again, the answer is, yes. Four statistically significant probit coefficients appear under the caption, DISPOSITIONS OF

664. See, e.g., Maryland Casualty Company v. Integration Concepts, Inc., 119 F. Supp. 3d 1322, 1324 (S.D. Fla. 2015) (embracing the comprehensive general liability insurer’s argument and reaffirming that the policy’s “computer software,” “computer consulting or programming services” and “professional services” exclusions generally preclude coverage for claims based on bodily injury which arise from the insured companies’ “professional services as computer consultants, programmers or advisors”); Hoosier Ins. Co. v. Audiology Found. of Am., 745 N.E.2d 300, 309 (Ind. Ct. App. 2001) (stressing a coverage exclusion is usually an effective affirmative defense, “an unambiguous exclusionary clause is ordinarily entitled to enforcement,” and “generally, insurers are allowed to limit liability in any manner which is not inconsistent with public policy”) (emphasis added).
DECLARATORY JUDGMENT ACTIONS IN STATE AND FEDERAL COURTS OF APPEALS. The positive .5344 probit value in MODEL B mirrors a similar finding in MODEL A: Generally, when adverse duty-to-defend rulings are appealed to state and federal appellate courts in the “Southwest,” insureds are significantly more likely to prevail.

Conversely, when insureds appeal specifically to the Fifth Circuit Court of Appeals, they are substantially less likely to prevail. The corresponding negative and statistically significant probit value is -.3540. Why are insureds more likely to lose—even when the Fifth Circuit applies the purportedly pro-insured ambiguity doctrine? Among other plausible explanations, the Fifth Circuit decides insurance-defense controversies which arise in Mississippi, Louisiana and Texas.665 The largest percentage of duty-to-defend disputes originate in Texas666—forcing the Fifth Circuit to apply Texas’s draconian and decidedly pro-insurer doctrine of ambiguity more frequently. Put simply, Texas’s multi-pronged doctrine states that conflicting expectations and disputes do not automatically or necessarily create an ambiguity.667 Texas Supreme Court embraces the position: since insureds and insurers are likely to adopt conflicting views, every competing interpretation of an insurance contract is not an ambiguity.668 Therefore, under Texas law, courts are precluded from construing duty-to-defend provisions against insurers merely because an insurer and its insured have conflicting views.669

Refocusing on MODEL B, the remaining two extrajudicial and statistically significant variables also produced different outcomes—even though appellate courts applied the doctrine of ambiguity. Consider the three categories under the heading Traditional Insurance Contracts and Cyber-Liability Endorsements. The binary variable—“commercial property insurance”—has a corresponding negative -.5903 probit value. It strongly suggests: Insureds generally are substantially less likely to prevail when they sue commercial-property insurers who offered third-party coverage under a cyber-liability endorsement or under a traditional insurance contract. By comparison, residential-property owners are exceedingly more likely to prevail against any insurer on appeal. Near the bottom of TABLE 5, the corresponding probit value .5204 is positive and statistically significant.

Therefore, what is the practical importance of these statistically significant bivariate and multivariate findings? Arguably, when third parties file traditional tort-based allegations or cyber-technology claims against businesses and professionals, those insured entities understand, accept or contemplate two possibilities: 1) their liability insurers might refuse to provide a
legal defense against traditional- and/or cyber-technology claims; and, 2) a series of lawsuits might be necessary—which hopefully, will force insurers to honor their contractual duty. And, if duty-to-defend litigation commences, insureds as well as other reasonable minds expect appellate courts to apply consistently and commonsensically settled legal principles. Also, insured businesspersons and professionals expect courts to decide controversies “judiciously, expeditiously and fairly.” Any serious weighing of extrajudicial factors—wittingly, unwittingly or systematically—is a totally unexpected event.

Yet, the multivariate and statistically significant findings in this study reveal insured businesses, professionals and others are more or less likely to win duty-to-defend disputes depending on several extralegal factors: 1) the “geographic locations” of appellate courts, 2) whether the tribunal is a state or federal court of appeals, and 3) whether insureds accuse insurers of breaching a liability provision in “commercial- or residential-property” insurance contracts.

However, should courts’ geographic locations—rather than insurers’ “affirmative exclusionary defenses”—affect insureds’ likelihood of winning or losing duty-to-defend controversies? Does case law predict that insurers should have a greater likelihood of winning duty-to-defend disputes when courts of appeals apply the doctrine of ambiguity? Moreover, should insured businesspersons and professionals reasonably expect to lose in the Fifth and Tenth Circuits—even after removing the influence of insurers’ “no-occurrence and exclusion” defenses? Or, asked globally, should rational jurists expect any of the extrajudicial predictors in TABLE 5 to influence the outcomes of insurance-defense controversies in state and federal courts of appeals? The commonsensical answer to each question is no.

670. Cf. Nieves v. Bartlett, 139 S. Ct. 1715, 1739-41 (2019) (Sotomayor, J., dissenting) (“Perhaps the majority is worried that statements… can be easy to allege and hard to disprove. Such concerns… are insufficient reason… to change the burden of proof for an entire category of claims… [M]ore than ever before, an audiovisual record of key events is now often obtainable… Smartphones that become video cameras… are ubiquitous… [T]he majority’s approach will yield arbitrary results and shield willful misconduct from accountability… What exactly the Court means by ‘objective evidence’… is far from clear. I hope that courts approach this new standard commonsensically”) (emphasis added); Obama v. Klayman, 800 F.3d 559, 564 (D.C. Cir. 2015) (“[Plaintiffs have presented] specific evidence showing that the government operates a bulk-telephony metadata program that collects subscriber information from domestic telecommunications providers, including Verizon Business Network Services… [W]hile post hoc obstacles may undermine a program’s efficacy, they do not alter its intended objective, which remains… commonsensically… the comprehensive collection of telephonic metadata”) (emphasis added); Czekalski v. LaHood, 589 F.3d 449, 453-54 (D.C. Cir. 2009) (“Czekalski contends that the magistrate judge improperly instructed the jury on… the applicable legal principles and standards… But we believe this perceived defect is simply the result of faulty punctuation… [W]e therefore decline to read the instruction in such a manner as to give it a commonsensically false meaning”) (emphasis added); Cheryl B. v. Berryhill, No. 417CV00035SEBTAB, 2018 WL 4691081, at *5 (S.D. Ind. Sept. 30, 2018) (“In his report and recommendation, the magistrate judge read the ALJ’s decision… as a whole and commonsensically—concluding that the ALJ’s discussion… was substantively sufficient”) (emphasis added).

671. Cf. Werner v. Bd. of Educ. of Pope Cty. Cmty. Unit Sch. Dist. No. 1, No. 3:11-CV-01095-JPG, 2012 WL 1134006, at *2 (S.D. Ill. Apr. 4, 2012) (“[T]he court finds it would impede judicial economy and resources to vacate the state court’s order… [I]t is in the interest of justice to resolve this case judiciously and expeditiously”); Alberti v. Sheriff of Harris County, Texas, 406 F. Supp. 649, 659 (S.D. Tex. 1975) (“[C]ases are disposed of within 69 days… [which] is very close to the 60-day minimum amount of time necessary to process a… case judiciously and fairly…”) (emphasis added).

672. Id.
VII. SUMMARY-CONCLUSION

In the 1940s, technological innovations grew rapidly, explaining at least eighty percent of America’s economic growth.673 In turn, the use and application of those “modern technologies” generated various types of “novel” personal injuries, as well as property losses and destruction.674 As a consequence, new technology-based claims evolved, and tort-based litigation increased.675

During the 1940s, recognizing excellent opportunities to make reasonable and legitimate profits, insurers began selling so-called third-party liability insurance contracts.676 Today’s widely marketed and purchased standard CGL originated in the 1940s.677 CGL and other liability insurers promise to defend insured industrial entities against third parties’ tort-based claims, if the entities’ “twentieth-century technologies” caused bodily injuries or property damage.678 And, believing that CGL insurers would actually defend against all “covered” third-party claims, designers, manufacturers, marketers, suppliers as well as professionals and sellers of goods and services paid billions of dollars for liability insurance coverage.679

673. See, e.g., Hannibal Travis, Patent Alienability and Its Discontents, 17 TUL. J. TECH. & INTELL. PROP. 109, 119 (2014) (reporting that technological innovation explains at least 80% of the economic growth in the U.S during the first half of the twentieth century and advances in scientific knowledge explain approximately half of the per capita income growth during the 1940s in the U.S.); Jim Chen, Standing in The Shadows of Giants: The Role of Intergenerational Equity in Telecommunications Reform, 71 U. COLO. L. REV. 921, 952 (2000) (reporting AT&T’s growth expanded tremendously in the 1940s—creating microwave transmission which became a viable alternative to copper-wire long-distance service, and producing coaxial cable to enhance the reach of broadcast television).

674. See, e.g., Danielle Keats Citron, Mainstreaming Privacy Torts, 98 CALIF. L. REV. 1805, 1819-21, 1826-28 (2010) (describing late-nineteenth-century origins of technology-based invasion of privacy torts and suggesting that modern website and database technologies generate similar torts); Ryan Calo, Robotics and the Lessons of Cyberlaw, 103 CALIF. L. REV. 513, 515, 534, 558 (2015) (arguing that robotics technology is transformative, causes physical injuries, and will probably generate some frequently litigated common-law torts—since robots have the potential to physically harm individuals and/or their property); Ken Oliphant, Tort Law, Risk, and Technological Innovation in England, 59 MCGILL L.J. 819, 821-24 (2014) (discussing the Industrial Revolution, subsequent and substantial increases in the number of personal-injury and property-damage lawsuits, and the relationship between 1800s’ technological advances and English tort law).

675. Id.

676. See Just v. Land Reclamation, Ltd., 436 N.W.2d 570, 573-74 (Wis. 1990) (reporting that the insurance industry trade associations comprise nearly every major American insurance company and stressing the association developed the standard comprehensive general liability (CGL) contract in the 1940s).

677. Id.

678. Gelman Sciences, Inc. v. Fidelity and Cas. Co. of New York, 572 N.W.2d 617, 620 (Mich. 1998) (“Comprehensive general liability policies insure against liabilities to third parties... Since the early 1940s, the insurance industry has drafted and periodically revised the standard CGL policy... The standard CGL policy provides coverage for an ‘occurrence,’ defined typically as ‘an accident [which causes] bodily injury or property damage, neither expected nor intended from the standpoint of the insured’”).

679. Cf. Robert Hartwig, Have Insurers Lost the Capacity to Run an Underwriting Profit?, INSURANCE JOURNAL (February 9, 2012), https://www.insurancejournal.com/news/national/2012/02/09/234828.htm [https://perma.cc/EAST-XDJ] (“In the decade of the 1930s, although the country was caught in the midst of the Great Depression, there were seven years with underwriting profits... [In the 1940s, including the war years, all 10 years were profitable... [In the 1950s, eight years were profitable] and nine... [during] the 1960s and 1970s also recorded underwriting profits”).
In the 1980s, personal-computing hardware and software technologies evolved, creating the necessary foundation for the Internet and the Web. According to world-renowned experts, approximately “450 billion daily transactions” will occur over the Internet by 2020. Like the mid-twentieth-century groundbreaking technologies, cyber-technologies have, and will continue to produce a smorgasbord of personal-injury and property-damage claims.

On the other hand, although novel cyber-specific allegations have evolved, courts have not created cyber-specific causes of action. Most cyber-related claims are actionable under one or more common-law theories of recovery that law students read and analyze during the first year of law school. In fact, many of today’s cyber-technology claims are actionable under the very tort theories which appear in celebrated first-year-law cases like Katko v. Briney, Vaughan v. Menlove, and Lubitz v. Wells. Many other cyber-related claims are actionable under numerous state or federal statutes that also sound in tort.
Without a doubt, most “cyber professionals” and “cyber merchants” are highly resourceful and savvy entrepreneurs who know how to use websites, as well as other cyber platforms, to sell and advertise goods and services. Moreover, the overwhelming majority of entrepreneurs understand cyber-technology and cyberspace risks. On the other hand, most cyber professionals and businesspersons are arguably unsophisticated insurance consumers—relying primarily on experienced insurance lawyers or on insurers’ highly aggressive marketing campaigns for guidance or advice.

Therefore, what should savvy, reasonable and practical businesspersons and professionals take away from all of this? Presently, only a few insurers are selling “true,” standalone and cyber-specific insurance contracts. Most twenty-first-century cyber-insurers are pitching essentially 1940s-vintage CGL liability insurance contracts with a one- or two-page endorsement. Most endorsements, however, typically contain exclusions for cyber-related events or losses. Yet, the contracts strongly imply that cyber-insurers will defend professionals and merchants against numerous cyber-technology claims.

690. See, e.g., Michael Sean Quinn, The Cyber-World and Insurance: An Introduction to a New Insurance, 12 J. TEX. INS. L. 20, 21 (2013) (reporting that a “whole range” of new errors and omissions policies are being fashioned and pitched to cyber-professionals—architecture designers, code construction contractors, platform engineers, digital asset monitors, security risk inspectors and analysts—and traditional professional liability policies are covering lawyers’ and accountants’ cyber-related professional work) (emphasis added).

691. See, e.g., Ford Motor Co. v. GreatDomains.com, Inc., 177 F. Supp. 2d 635, 639-40 (E.D. Mich. 2001) (“Great Domains operates a website on the Internet at www.greatdomains.com—an auction site that operates in a manner similar to… ebay.com. Rather than offering a forum for whatever objects cyber-merchants might wish to sell, …Great Domains specializes in auctioning Internet domain names. Thus, persons who have obtained rights to use a particular domain name… [may] sell those rights to a willing purchaser at market price through the greatdomains.com website”) (emphasis added).


693. Cf. Quinn, supra note 690, at 21 (observing that even experienced coverage lawyers must read each cyber insurance policy extremely carefully and consult the following sources—“technical dictionaries, engineering textbooks, cyber-magazines and journals, and other sources”—in order to understand a cyber-liability insurance contract).

694. Cf. BLACK ET AL., supra note 149, at 2 (“Traditional insurance policies routinely exclude cyber claims… Cyber policy coverage is not standardized… [M]ost insurers continue to offer proprietary coverage forms. As more small- and mid-market organizations purchase cyber insurance, use of ISO forms will likely grow”)

695. Cf. BLACK ET AL., supra note 149, at 2 (“Organizations can insure against cyber risks in three ways: 1) endorsements to existing insurance policies; 2) specialized cyber insurance policies; or 3) manuscript insurance policies tailored to particular risks. Endorsements to existing policies provide the least coverage but offer the lowest premiums. Traditional insurance policies routinely exclude cyber claims. Exclusions… are broadly worded and bar coverage for the types of claims that generally arise from cyber events… The wider cyber insurance market provides far more coverage options than found in a single coverage extension or endorsement”)

696. Cf. Quinn, supra note 690, at 21 (citing experienced insurance lawyers’ litigation histories and asserting that cyber insurance policies resemble the insurance contracts of the past or existing commercial liability insurance contracts).
The author’s legal and empirical research, however, uncovered several arguably newsworthy and disconcerting findings. Liability insurers and their agents often make materially fraudulent misrepresentations about cyberinsurance coverage. Insurers insist that, 1) cyber-liability insurance is absolutely necessary, because “unrelenting” and intractable cyber-technology risks will constantly expose businesspersons to third-party lawsuits; 2) cyber-liability insurance contracts supposedly provide broader cyber-risk coverage than traditional CGL liability insurance contracts or Coverage-B endorsements; and, 3) insurers’ legal-defense obligations under evolving cyber-specific insurance contracts are purportedly superior to insurance-defense obligations under traditional CGL insurance contracts.

697. Without a doubt, the meaning of the term “newsworthy” is debatable. In fact, after accessing the Lexis’s U.S. Newspaper database on October 11, 2019, and submitting the query “newsworthy w/p definition,” multiple definitions were uncovered. More relevant, the query “cyber w/p insurance” generated more than 10,000 articles. Among the latter, a sub-query “newsworthy” produced twenty-eight articles in which authors actually used the term “newsworthy” to underscore the public’s and consumers’ general concerns about cybertechnology losses and the role of cyberinsurers. See Gail Sullivan, Sony Tries to Stop Reports About Hack, WASH. POST, Dec. 16, 2014, at A14 (“When they deem it newsworthy, news organizations have long used [stolen] material… [N]ews outlets have published hundreds of stories about the personal emails and corporate documents—reporting on Sony executives’ salaries, business dealings, and e-mail exchanges… Sony might argue that its stolen information isn’t newsworthy… [But, the] definition of ‘newsworthy’ isn’t clear…”). See also Cunningham Lindsey France S.A, Lessons Learnt from Dealing with Cyber Fraud, NEWS BITES (Sept. 9, 2019) (“Cyber fraud is… a relatively new and emerging threat. Some [insurance brokers] have acknowledged they’re not aware of all the risks… For the majority of the British public, exposure to cyber fraud issues has been around hacking… There are plenty [examples]. some more newsworthy than others. However, most cyber insurance policies are bought by business consumers rather than individuals… So, getting the right cover matters to business consumers.”); National Underwriter, Around the P&C Insurance Industry, PROPERTY CASUALTY 360 [July 19, 2017] (“[T]he Global Insurance Industry Group has launched Insurtech, a website dedicated to providing timely, newsworthy developments and content focusing on the convergence of traditional insurance and technology”).

698. Cf. GARETH WHARTON, HISCOX, 2018 HISCOX CYBER READINESS REPORT 1 (2018), https://www.hiscox.com/sites/default/files/content/2018-Hiscox-Cyber-Readiness-Report.pdf [http://perma.cc/R889-3RSE] (“[Cyber security poses a challenge unlike any other. Businesses large and small [face an unseen, largely unknown, and utterly unrelenting enemy]… This is an enemy that can be confronted but never quite defeated… For an increasing number of organisations, a key part of the solution is to transfer some or all of the risk to an insurer. Hiscox [sells] cyber and data risk insurance—providing standalone cover to more than 20,000 firms…”] (emphasis added); Gregory Gidus & John C. Piblado, Failure to Procure Cyber Insurance Could Haunt Your Company, PROPERTY CASUALTY FOCUS (Oct. 29, 2019), https://propertycasualtyfocus.com/failure-to-procure-cyber-insurance-could-haunt-your-company/ [https://perma.cc/ZT3Z-BEFL] (“A federal court embraced the well-developed consensus: Data-breach losses are not covered under standard commercial general liability policies… This case stands as… another stark warning that companies… must address exposure to hacking and other data breach events before they occur… [So companies should inquire] about standalone cyber products… [S]uch coverage is critical.”] (emphasis added and in the original).

The author’s findings, however, reveal that cyber-liability insurance has real limitations.\textsuperscript{701} Cyber-insurance coverage is exceedingly more expensive than traditional liability insurance.\textsuperscript{702} Despite the fact that cyber-insurance is more expensive, there is little credible evidence suggesting that cyber-liability insurers’ legal-defense obligations are greater than traditional insurers’ obligations.\textsuperscript{703} Arguably, traditional and less-expensive CGL insurance is superior. Why? Cyber-insurance contracts contain broader exclusion provisions.\textsuperscript{704} Additionally, an aggressive legal defense under a CGL policy does not erode the policy limits.\textsuperscript{705} In contrast, an aggressive legal defense can erode all proceeds under a cyber-liability insurance agreement.\textsuperscript{706}

Again, professionals and businesspersons are executing billions of daily transactions over the Internet.\textsuperscript{707} It is commendable that the American Bar Association,\textsuperscript{708} the American Medical Association,\textsuperscript{709} the American Institute of Architects\textsuperscript{710} as well as other business, professional and trade


\textsuperscript{703}. Id.


\textsuperscript{705}. See, e.g., Craig R. Blackman, Cyber Insurance and the Defense Conundrum, STRADLEY RONON (Aug. 7, 2017), https://www.stradley.com/~/media/files/publications/2017/08/blackman—updated—cyber-insurance-and-the-defense-conundrum.pdf [https://perma.cc/BT3Z-299Q] (stressing that 1) comprehensive general liability (CGL) insurers hired attorney to represent insureds; and 2) CGL insurers pay defenses costs which typically exceeds the policy’s limits. However, under cyber-liability insurance contracts, insurers typically control the legal defense while the defense costs simultaneously erode the insured’s policy limits. Therefore, an aggressive legal defense—under the insurer’s control—may erode all insurance proceeds).

\textsuperscript{706}. Id.

\textsuperscript{707}. See supra notes 333-36, 681-82 and accompanying text.

\textsuperscript{708}. See also Lowell Brown, Texas Supreme Court Addresses Attorneys’ Tech Competence in Amended Comment to Disciplinary Rule, TEXAS BAR BLOG (Mar. 1, 2019), https://blog.texasbar.com/2019/03/articles/texas-supreme-court-texas-supreme-court-addresses-attorneys-tech-competence-in-amended-comment-to-disciplinary-rule/ [https://perma.cc/53EE-82MW] (Texas Supreme Court amended the Texas Disciplinary Rules of Professional Conduct § 1.01, Comment 8—which requires attorneys to be competent and know the benefits and risks associated with relevant technology).


\textsuperscript{710}. Cyber Liability Insurance, THE AIA TRUST, https://www.theaiatrust.com/cyber-liability-insurance/ [https://perma.cc/MAH9-GFUV] (last visited July 17, 2019) (“Architects can now develop a robust risk management procedure for their firm by turning to their insurance professionals. The AIA Trust—through their partnership with [an insurer]—has developed a Cyber Risk Kit—which explains architects’ cyber exposures and provides… comprehensive cyber solutions”).
associations\textsuperscript{711} are encouraging, and even requiring their respective members to assess and appreciate the risks that are associated with using cyber-technologies. It is admirable that business, professional and trade associations are helping their members to understand, and purchase cyber-insurance.\textsuperscript{712}

Nevertheless, statistical and legal analyses of state and federal courts’ declaratory judgments strongly suggest that professionals, and businesspersons, as well as their respective associations, do not fully appreciate the concomitant risks associated with purchasing categorically more expensive, and, arguably, inferior cyber-liability insurance coverage. Consider the following findings: when insured businesses advertise certain products or services, promise to deliver the advertised goods or services to consumers for a certain price, and then deliver completely different products or services to unsuspecting customers, the conduct is called baiting and switching.\textsuperscript{713} Significantly, when consumers commence lawsuits against errant businesses who employ bait-and-switch schemes, liability insurers customarily refuse to defend the merchants. And an overwhelming majority of courts support insurers’ decisions.\textsuperscript{714}

Now, consider the liability insurers’ deceptive practices. Quite often, and being fully cognizant of insured professionals and business entities’ advertising activities, cyber-risk insurers contractually promise to defend the entities...
against “advertising injury” claims.\footnote{715} In the course of events, the cyber merchants and professionals ask their insurers to provide a legal defense—citing a “personal and advertising injury” claim provisions. However, citing and relying on a cleverly worded exclusion provision, which precludes coverage for “personal injury or advertising injury” claims, the insurers refuse to defend their insureds. Although the practice is called illusory coverage,\footnote{716} it is essentially a bait-and-switch scheme. And, all too many state and federal courts allow cyber- and traditional-liability insurers to practice this highly deceptive marketing-and-sales tactic.\footnote{717}

Finally, some jurists have pondered whether it will be more difficult to predict courts’ dispositions of duty-to-defend disputes that arise under cyber-liability insurance contracts.\footnote{718} Although some cyber-related terms appear in modified vintage-1940s liability insurance contracts, and in a few “specialty” cyber-insurance contracts,\footnote{719} state and federal courts’ duty-to-defend
declarations have been quite predictable.\textsuperscript{720} As disclosed earlier, statistical and legal analyses of 1,840 cases revealed that 1) federal and state courts are significantly more likely decide duty-to-defend controversies in favor of traditional- and cyber-liability insurers—who are likely to sell considerably more expensive insurance; and 2) courts are more likely to allow questionable extralegal variables,\textsuperscript{721} rather than universal or settled legal doctrines, to influence litigants' likelihood of winning or losing duty-to-defend controversies.\textsuperscript{722}

Perhaps, in the end, the statistical findings as well as analysis of numerous cyber-liability controversies and conflicting judicial decisions will encourage otherwise knowledgeable “cyber” merchants and professionals to avoid multiple, substantial and documented risks: 1) the risks associated with using cyber technologies illegally and unethically, 2) the risks of defending against third parties’ cybertechnology claims, losing in court and paying substantial out-of-pocket damages, and 3) the devastating risk of purchasing a cyber-liability insurance contract which provides only an expensive illusion of coverage.

\textsuperscript{720} See supra note 717 and accompanying text.

\textsuperscript{721} See generally Part VI, supra notes 639-40 and accompanying discussion.

\textsuperscript{722} See generally Part VI, supra notes 639-40 and accompanying discussion.